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Introduction

For the network selection for NR satellite access, SA2 agreed in [1] that the network will reject the 5G registration request with a new 5GMM reject cause “PLMN not allowed to operate at the present UE location” if the UE attempts registration in a geographical position in which the network is not allowed to provide services due to regulatory or legal restrictions. The same reject cause can also be used by the network during a network-initiated deregistration procedure or service request procedure. A corresponding stage 3 draft CR was presented in [2]. In addition to the reject cause, the network may also provide a list of Mobile Country Codes (MCCs) to inform the UE to which PLMNs the UE might be allowed to register in the current location.

However, the scope of this registration restriction is not clear. I.e. it is unclear, where (or for how long) the information that the “PLMN [is] not allowed to operate at the present UE location” is valid. This discussion paper analyses the problems and provides potential solutions. 
Discussion 

If the network determines that the PLMN is not allowed to provide services to the UE at the current geographical position, it will reject the registration request or service request with reject cause “PLMN not allowed to operate at the present UE location”. According to stage 2, then the “UE shall attempt to register to a PLMN that is allowed to operate at the UE location”. However, it is possible that the UE cannot detect any other allowable PLMN and therefore stays on the current selected PLMN. For this case it is unclear under which conditions the UE may trigger a new registration attempt on this PLMN. E.g., if the UE is moving away from the present UE location, how far does it need to move, before it is allowed to re-attempt registration on the PLMN?
As the network has rejected the UE based on a position estimate, it could determine a “forbidden area to provide service” within which the PLMN is not allowed to provide services and indicate this together with the reject cause to the UE. If the UE is close to the border behind which the PLMN is allowed to operate, the forbidden area should be chosen so that the UE would trigger a new MRU attempt when it enters the country where the PLMN is allowed to provide services. This border does not need to coincide with the exact geographical border of the country, as we assume that it is acceptable when the network provides services in a certain, narrow stripe outside of its own country, similar to the situation when terrestrial radio cells provide coverage across the border. 
If the UE is close to the country border of the PLMN, but outside the country, the “forbidden area to provide service” in which the UE shall not trigger a new registration attempt should be chosen sufficiently small so that it does not overlap with the country of the PLMN. If the UE is far away from the border, the area could be chosen larger to minimise the number of potential re-attempts.

Observation 1: When receiving a Registration Reject, Deregistration Request or Service Reject with reject cause “PLMN not allowed to operate at the present UE location” the UE shall not trigger a new registration attempt within a “forbidden area to provide service”. The information describing the “forbidden area to provide service” could be configured by the network in the Reject message, or it could be defined as 'hard coded' definition in 3GPP specification. 
As it is assumed in TR 24.821 that the UE will have implementation specific means to determine the country in which the UE is currently located, one might further assume that the UE will not initiate a registration request if it is far away from the border of the country of the PLMN. This means, it may not be necessary to scale the size of the “forbidden area to provide service” depending on the distance of the UE from the border of the PLMN. 
Observation 2: If the UE will support a UE based country detection mechanism, it may be sufficient to define a default area of fixed size as “forbidden area to provide service” in one of the 3GPP specifications. 
Proposals 

Proposal 1: When receiving a Registration Reject, Deregistration Request or Service Reject with reject cause “PLMN not allowed to operate at the present UE location” the UE shall apply a “forbidden area to provide service” within which the UE shall not trigger new registration attempts towards this PLMN.
Proposal 2: The network may optionally provide the details of the “forbidden area to provide service” in the NAS message containing the reject cause. 

Proposal 3: If the network does not provide any details of the “forbidden area to provide service” in the NAS message containing the reject cause, the UE shall use a default area of fixed size for the “forbidden area to provide service”. This default area is to be defined in one of the 3GPP specifications, e.g. in TS 24.501. 

Conclusion

It is proposed that CT1 discusses the proposals 1 to 3 and agrees on a way forward.
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