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1. Abstract
This paper identifies an issue in the definition of the ATSSS rule parameter in release 16 and consequences to procedures where ATSSS rules are signalled. A possible modification is proosed also taking changes expected ifor release 17 into account.
2. Discussion
In Rel-16 the network can signal ATSSS parameters to the UE, including ATSSS rules. The parameter for ATSSS rules is defined in 24.193 as follows:
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Figure 6.1.3.2-2: ATSSS rule
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As can be seen above, there is no identification of an individual rule but only a precedence value to specify ordering of individual rules. At establishment of a MA PDU session this is no problem as the network anyway needs to signal all rules applicable for the new MA PDU session. At modification however the result is that update of a single ATSSS rule is not possible as the network cannot identify which of the existing rules are to be modified/replaced. The consequence is that the network at modification of one or more ATSSS rules needs to signal the complete set of ATSSS rules, also including the unchanged ATSSS rules.
Observation-1:
at modification of one or more ATSSS rules the network needs to signal all ATSSS rules applicable for the MA PDU session, also including unchanged ATSSS rules.

A possibility to support update of individual ATSSS rules could be to use the Precedence value to identify the existing ATSSS rule as alternative to a rule identity and thereby aviod modification of the ATSSS rule definition. This alternative however will not cover the case of deletion of an existing ATSSS rule and update of the current  ATSSS rule definition would still be needed.
Observation-2:
it is not possible to support modification of single ATSSS rules without update of the current ATSSS rule definition.
Support of signle ATSSS rules for Rel-16 can be seen as an optimization as such modification is possible as long as the complete set of ATSSS rules is signalled. Therefore modification of the ATSSS rule definition, being an backwards incompatible changes, does not seem justifiable for Rel-16 unless there are other cases that need addition of an ATSSS rule identity.
No such cases have been identified for Rel-16, but for Rel-17 and ATSSS_Ph2 there is a need for the UE and network to be able to identify individual ATSSS rules to support UE-assistance operation. In SA2 discussions are ongoing to introduce an ATSSS rule identity, and further to use such identity to support modification of individual ATSSS rules. Outcome of these discussions are expected in SA2#145-e (May 17 – 28).
Under the assumption that an ATSSS rule identity is introduced for Rel-17, the stage 3 could be updated to introduce this in a backwards compatible way such that transparent for Rel-16 entities not supporting the Rel-17 functionality. If however also the support for modification of individual ATSSS rules is introduced in Rel-17, this will impact existing stage 3 in that there from a network perspective there will be a need to support two variants of the same functionality, one for Rel-16 and one for post Rel-16. Therefore it is a reasonable consideration to evaluate whether introducing ATSSS rule identity and support for modification of individual ATSSS rules can be done already in Rel-16.
Observation-3:
it should be evaluated whether ATSSS rule identity and support for modification of individual ATSSS rules can be done in Rel-16.
The following alternatives can be identified and considered as the way forward for stage 3 ATSSS rules:

a) Rel-16 is kept as is and ATSSS rule identity is introduced in Rel-17 for post Rel-16 functionality only. Two alternative methods for ATSSS rule modification are introduced and the network needs to be aware of UE support level at ATSSS rule modification;

b)
Rel-16 is kept as is and ATSSS rule identity is introduced in Rel-17 for post Rel-16 functionality only. Only existing method for ATSSS rule modification is implemented and also in Rel-17 signalling of the complete ATSSS rule set is required. Only one method for ATSSS rule modification is supported and the network does not need to be aware of UE support level at ATSSS rule modification;
c)
Rel-16 is updated to introduce ATSSS rule identity and support for modification of individual ATSSS rules is added. This will be reused for Rel-17 UE-assistance operation, and support of modification of individual ATSSS rules remains from the modified Rel-16 without need to signal the complete ATSSS rule set. Only one method for ATSSS rule modification is supported and the network does not need to be aware of UE support level at ATSSS rule modification; 
d)
Rel-16 is updated to introduce ATSSS rule identity, but no support for individual ATSSS rule modification is added. ATSSS rule identity will be reused for Rel-17 UE-assistance operation, and modification of individual ATSSS rules is introduced in Rel-17. Two alternative methods for ATSSS rule modification are introduced and the network needs to be aware of UE support level;

e)
Rel-16 is updated to introduce ATSSS rule identity, but no support for individual ATSSS rule modification is added. ATSSS rule identity will be reused for Rel-17 UE-assistance operation, but modification of individual ATSSS rules is not introduced in Rel-17 and signalling of the complete ATSSS rule set is required. Only one method for ATSSS rule modification is supported and the network does not need to be aware of UE support level at ATSSS rule modification.
Of the alternatives above, there seems to be no justification for d and e, as addition of ATSSS identity in Rel-16 will not be of use before Rel-17. Alternatives a, b and c are all valid with different pros and cons, and it is proposed to discuss these and decide what the preferred way ahead in CT1 would be.

CRs are provided in C1-21abcd and C1-21abcd to show possible Rel-16 modification for alternatives a or b, and c, respectively. The CR in C1-21abcd adds a note for clarification on the need to signal the complete set of ATSSS rules at ATSSS rule modification as this is not fully clear in current specification (applies to alternatives a and b). The CR in C1-21abcd indtroduces an ATSSS rule identity, an related ATSSS rule operation and support for individual ATSSS rule modification (applies to alternative c).
Proposal:
it is proposed to decide the preferred way for ATSSS rule identity and individual ATSSS rule modification in CT1.

3. Conclusions

Observation-1:
at modification of one or more ATSSS rules the network needs to signal all ATSSS rules applicable for the MA PDU session, also including unchanged ATSSS rules.

Observation-2:
it is not possible to support modification of single ATSSS rules without update of the current ATSSS rule definition.
Observation-3:
it should be evaluated whether ATSSS rule identity and support for modification of individual ATSSS rules can be done in Rel-16.

4. Proposal

It is proposed to to decide the preferred way for ATSSS rule identity and individual ATSSS rule modification in CT1 CRs in C1-213128 and C1-213130 are provided to show possible Rel-16 modification.
