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	Summary of change:
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1st change
[bookmark: _Toc533153354][bookmark: _Toc27580685]4.5.2.4.1	Actions for OCB at the originating AS
The AS providing the OCB service shall operate as either an AS acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [2] or an AS providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [2]. An AS providing the OCB service and rejecting the request shall operate as a terminating UA, as specified in subclause 5.7.2 of 3GPP TS 24.229 [2].
NOTE:	For the case when the session is not subject to OCB according the requirements in this document, and is the only service being applied by the AS, then the AS only needs to act as a SIP proxy. If additional services are applied, then the AS might need to act as a routeing B2BUA.
The AS providing the OCB service shall reject outgoing communications when the evaluation of the served users outgoing communication barring rules according to the algorithm as specified in subclause 4.9.1.2 evaluates to (allow="false"),.Outgoing communications towards emergency services are always allowed irrespective of what barring settings the user has defined. To allow emergency calls to go through, the operator creates an whiteallow list, as described in subclause 4.9.1.3, including emergency numbers in any useful format including emergency service URNs specified in RFC 5031[23]. For the purpose of OCB, the AS shall evaluate the "cp:identity" and "ocp:external-list" conditions against the called party identity taken from Request-URI or additionally taken from the To header field.
When the AS providing the OCB service rejects a communication, the AS shall send an indication to the calling user by sending a 603 (Decline) response Additionally, before terminating the communication the AS can provide an announcement to the originating user. The procedure of invoking an announcement is described within 3GPP TS 24.628 [10].
2nd change
[bookmark: _Toc533153357][bookmark: _Toc27580688]4.5.2.6.1	Actions for ICB at the terminating AS
The AS providing the ICB service shall operate as either an AS acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [2] or an AS providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [2]. An AS providing the ICB service and rejecting the request shall operate as a terminating UA, as specified in subclause 5.7.2 of 3GPP TS 24.229 [2].
NOTE 1:	For the case when the session is not subject to ICB according the requirements in this document, and is the only service being applied by the AS, then the AS only needs to act as a SIP proxy. If additional services are applied, then the AS might need to act as a routeing B2BUA.
The AS shall based on local policy on how to handle PSAP callbacks  suppress ICB when the received initial INVITE request towards the served user is identified as a PSAP callback.
The mechanism to identify an INVITE request as a PSAP callback depends on local policy and can be based on the PSAP callback indicator specified in IETF RFC 7090 [21].
The AS providing the ICB service shall reject initial incoming requests when the evaluation of the served users incoming communication barring rules according to the algorithm as specified in subclause 4.9.1.2 evaluates to (allow="false"). For the purpose of ICB, the AS shall evaluate the "cp:identity" and "ocp:external-list" conditions against the calling party identity taken from the P-Asserted-Identity header field or additionally taken from the From header field or the Referred-By header field.
NOTE 2:	The procedures give the flexibility for OPTIONS requests to be treated differently to the equivalent INVITE requests. Unless this capability is specifically required, care is needed in the design of the rules to treat these identically. Rejecting an incoming OPTIONS request can cause the originator not to attempt to place a call to the intended recipient of the OPTIONS.
The dynamic ICB is a network option to extend the ICB functionality:
To bar an incoming request, the AS providing the dynamic ICB service receives from the terminating UE:
-	a 603 (Decline) response including a Reason header field containing 603 Declinefor a dialog initiating request 
-	a BYE request including a Reason header field containing 603 Decline or
-	an initial INVITE request including a SSC command.
The AS providing the dynamic ICB service shall store the following information:
-	Actual identity of caller: Network asserted identity of the calling user which is stored in the network and additionally the identity included within the From header (defined in IETF RFC 3261 [22]). If the received identity is a restricted identity (a Privacy header field with the values "user", "header" or "id") then the actual identity of the caller shall never be presented or be accessable (e.g. via the bloack list maintenance) to the served user.
NOTE 3:	If the barred caller has requested privacy (e.g. by subscribing to ORI service) the served user may just see "Anonymous" or "Unknown". However the served user can invoke dynamic ICB since the network knows the true identity of the caller. To facilitate the management of the list of barred callers, the served user may use the reason field to identify the barred caller.
-	Start and end date for barring: Define the duration of barring. If not provided, it implies that the caller should be barred permanently or for a maximum lifetime which is set by the network operator preferences.
Depending on operator policy, the following information may be additionally provided by the user at the time of barring and shall be associated by the AS with the actual identity:
-	Reason: The reason for barring (e.g. "Telemarketer"), and
-	Published identity of caller: This consists of the actual identity of the caller; "a valid SIP URI", or "private user identity", or "anonymous" if the caller has opted for privacy. This identity is conveyed by P-Asserted Identity or as an option by the From header (defined in IETF RFC 3261 [22]).
The ACR service is a special case of the ICB service and is expressed as the following rule: 
-	Condition: =anonymous, Action: allow=false.
For any rule set that evaluates to (allow="false") and where one of the matching rules contained the anonymous condition, the AS shall execute the procedures as specified in subclause 4.5.2.6.2.
When the AS providing the ICB service rejects a communication, the AS shall send an indication to the calling user by sending a 603 (Decline) response Additionally, if the barred communication is a voice or video call, before terminating the communication the AS can provide an announcement to the originating user. The procedure of invoking an announcement is described within 3GPP TS 24.628 [10].
3rd change
4.9.1.3	Communication Barring rules
The Communication Barring service is configured with an ordered set of forwarding rules. The XML Schema reuses the rule syntax as specified by common policy draft (see IETF RFC 4745 [16]). The rules take the following form:
      <cp:rule id="rule66">
        <cp:conditions>
							condition1
							condition2
        </cp:conditions>
        <cp:actions>
          <allow>false</allow>
        </cp:actions>
      </cp:rule>

When the AS providing the service processes a set of rules, the AS shall start executing the first rule. If:
-	the rule has no <conditions> element;
-	the rule has an empty <conditions> element; or
-	conditions are present and they all evaluate to true;
then the rule matches and the specified action is executed.
Applied to the fragment above which shows the case where conditions are present this means that only if the expression (condition1 AND condition2) evaluates to true then the rule66 matches call is executed, if there are more matching rules then the resulting actions shall be combined according to the procedure specified in the common policy draft (see IETF RFC 4745 [16]). If one of the matching rules evaluates to allow=true then the resulting value shall be allow=true and the call continues normally, otherwise the result shall be allow=false and the call will be barred. If there are no matching rules then the result shall be allow=true.
To create an whiteallow list of identities towards which outgoing communications are always allowed, rules where the action is allow=true can be created. User or operator provided whiteallow lists may be built. Operator defined rules shall not be exposed over the Ut interface.
NOTE:	Operator provided whiteallow lists are provisioned over a proprietary interface.
The "id" attribute value of a rule shall uniquely identify the rule within a rule set. This can be used in XCAP usage to address one specific rule.
End of changes
