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\* \* \* Next Change \* \* \* \*

#### 4.8.3.1 multi-device element

This is a root element for elements related to MuD service. This element contains one or more occurrences of <ue-instance> element.

The <ue-instance> element represents the instance of the UE. If the user of the UE is subscribed to the MuD service, there is a dedicated element per each of the devices within MuD. This element has following attributes:

* "identity" – a unique identity allowing to distinguish the UEs within the user's federated UEs. The "identity" value shall take the form of a pvalue as defined in IETF RFC 3261 [X] and can be linked with the IMS private user identity;
* "alias" – a user friendly identifier of given UE instance.

NOTE: A single <ue-instance> element exists even if the user did not subscribe to MuD service, but is using MiD service on a single UE.

Each <ue-instance> element contains one or more <Registered-identity> element, containing the identity, which can be registered by a given UE instance. The identity has an attribute associated, which indicates if the identity can be used for incoming and outgoing communication.

Each <ue-instance> element contains zero or more occurrences of <Shared-identity> element, containing the shared identity for a given UE instance. The identity has an attribute associated, which indicates if the identity can be used for incoming and outgoing communication.
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