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	Reason for change:
	In 33.501 it is specified that the AMF may provide selected EPS NAS security algorithms in SMC for a UE supporting S1 mode. Because of the NAS protocol solution to not signal non-cleartext IEs without encryption the AMF will not detect UE S1 mode support until a first SMC procedure including a complete Registation Request message is completed. A second 
SMC procedure to signal the supported EPS NAS security algorithms is then needed.

However, current specification is not clear when this second SMC procedure can be initiated, e.g. if it needs to be done within the ongoing registration procedure or if it can be done after completion of the registation procedure.

As the requirements in 33.501 do not consider the need for two SMC procedures it can be expected that the SMC with selected EPS NAS security algorithms is processed within the registration procedure, it is therefore proposed to add this clarification in 24.501.

	
	

	Summary of change:
	It is clarified that if a second SMC procedure is needed to signal selected EPS NAS security algorithms, this should be done as part of the ongoing registration procedure.

	
	

	Consequences if not approved:
	The network can implement to trigger a second SMC after completion of the registation procedure wich can lead to interoperability issues, e.g. the UE at directly at completion of the registration procedure deternining that 5GS does not provide needed services and the UE will select a different RAT.
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*** First change ***
5.4.2.4
NAS security mode control completion by the network
The AMF shall, upon receipt of the SECURITY MODE COMPLETE message, stop timer T3560. From this time onward the AMF shall integrity protect and encipher all signalling messages with the selected 5GS integrity and ciphering algorithms.

If the SECURITY MODE COMPLETE message contains a NAS message container IE with a REGISTRATION REQUEST message, the AMF shall complete the ongoing registration procedure by considering the REGISTRATION REQUEST message contained in the NAS message container IE as the message that triggered the procedure.

If the SECURITY MODE COMPLETE message contains a NAS message container IE with a REGISTRATION REQUEST message, the 5GMM capability IE included in the REGISTRATION REQUEST message indicates "S1 mode supported" and the AMF supports N26 interface, the AMF shall initiate another NAS security mode control procedure in order to provide the selected EPS NAS security algorithms to the UE as described in subclause 5.4.2.2. This second NAS security mode control procedure should be initiated as part of 5GMM common procedures of the ongoing registration procedure.
If the SECURITY MODE COMPLETE message contains a NAS message container IE with a SERVICE REQUEST message, the AMF shall complete the ongoing service request procedure by considering the SERVICE REQUEST message contained in the NAS message container IE as the message that triggered the procedure.

If the SECURITY MODE COMPLETE message contains a NAS message container IE with a CONTROL PLANE SERVICE REQUEST message, the AMF shall complete the ongoing service request procedure by considering the CONTROL PLANE SERVICE REQUEST message contained in the NAS message container IE as the message that triggered the procedure.

*** Next change ***
5.5.1.2.3
5GMM common procedure initiation
The network may initiate 5GMM common procedures, e.g. the identification, authentication and security procedures during the registration procedure, depending on the information received in the REGISTRATION REQUEST message.
If two NAS security mode control procedures are needed to signal an entire unciphered REGISTRATION REQUEST message followed by signalling of selected EPS NAS security algorithms, both NAS security mode control procedures should be initiated as part of 5GMM common procedures of the ongoing registration procedure (see clause 5.4.2.4).
During a registration procedure with 5GS registration type IE set to "emergency registration", if the AMF is configured to support emergency registration for unauthenticated SUCIs, the AMF may choose to skip the authentication procedure even if no 5G NAS security context is available and proceed directly to the execution of the security mode control procedure.
*** End of changes ***
