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1. Discrepancy in Allowed NSSAI use when all S-NSSAIs are subject to NSSAA
​Reading stage2 and stage3 specifications it seems unclear whether the NW will provide an empty Allowed NSSAI or no Allowed NSSAI at all to the UE, when all S-NSSAIs are subjected to NSSAA during Registration procedure.
2.1 TS 23.501 states that AMF shall provide an empty Allowed NSSAI
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‘The S-NSSAIS which map to S-NSSAIs of the HPLMN subject to Network Slice-
Specific Authentication and Authorization is angoing are in “pending” state in
the AMF and shall be included in the Pending NSSAL The Pending NSSAI may
contain a mapping of the S-NSSAI(s) for the Serving PLMN to the HPLMN S-
NSSAIS,if applicable. The UE shall not include in the Requested NSSAI any of
the S-NSSAIs from the Pending NSSAI the UE stores, regardiess of the Access
Type.

i

- all the S-NSSAI(s) in the Requested NSSAI are stil to be subject to
Network Slice-Specific Authentication and Authorization; or

- no Requested NSSAI was provided or none of the S-NSSAIs in the
Requested NSSAI matches any of the Subscribed S-NSSAIs, and all the -
NSSAIs) merked as default n the Subscribed S-NSSAIS are to be subject to
Network Slice-Specific Authentication and Authorization;

the AMF shall provide an empty Allowed NSSAI to the UE in the Registration
Accept message. Upon receiving 2n empty Allowed NSSAL the UE is registered
iin the PLMN but shall wait for the completion of the Network Slice-Specific
Authentication and Authorization without attempting to use any service
provided by the PLMN on any access, except .g. emergency services (see

TS 24.501 [471), until the UE receives an allowed NSSAL




2.2 TS 24.501 describes Allowed NSSAI would not be included
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@) shall not perform the registration procedure for mobility and registration
update with the Uplink data status IE except for emergency services or for high
priority access;

b) shall not initiate a service request procedure except for emergency
services, high priority access, for responding to paging or nofification over non
~3GPP access, for cases f) and ) in subclause 56.1.1;

d) shall not initiate the NAS transport procedure to send a CIoT user data
container except for sending user data that is related to an exceptional event.

until the UE receives an allowed NSSAL




2. No allowed NSSAI vs empty NSSAI

For the UE this makes a whole lot of difference.

Receiving and empty Allowed NSSAI would clear the old stored Allowed NSSAI and also cause local release of all PDU Sessions at UE. 

Not receiving an Allowed NSSAI would mean the PDU Sessions would remain established.

In general, it seems unclear whether PDU Sessions shall be preserved over NSSAA. In the current version of specs, if we read only CT1 spec and interpret it strictly, it seems PDU Sessions would live through the NSSAA only if all S-NSSAIs were subject to NSSAA (i.e. the case mentioned above). If there is even a single one S-NSSAI that is not subject to NSSAA the network would include the S-NSSAI in the Allowed NSSAI, which in turn means UE has to locally release all other the PDU Sessions not included in Allowed NSSAI, as per the following text in TS 24.501:
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fthe REGISTRATION ACCEPT message contains the allowed NSSAL then the
UE shall store the included allowed NSSAI together with the PLMN identity of
the registered PLMN and the registration area as specified in subclause 4.6.2.2.
I the registration area contains TAIs belonging to different PLMN, which are
equivalent PLMNS, the UE shall store the received allowed NSSAT in each of
allowed NSSAIs which are associated with each of the PLMNs.

For each of the PDU session(s) active in the UE, if the allowed NSSAI contains 2
mapped S-NSSAI matching to the mapped S-NSSAI of the PDU session, the UE
shalllocally update the S-NSSAI associated with the PDU session to the
corresponding S-NSSAI received in the allowed NSSAL




3. Conclusion and proposal

If NSSAA needs to be performed, then no allowed NSSAI IE in the REGISTRATION ACCEPT message would preserve PDU sessions in the UE until the NSSAA procedure is completed for the S-NSSAIs.

Empty Allowed NSSAI IE in the REGISTRATION ACCEPT message would cause local release of all PDU sessions.

Proposal:

If CT1 can agree conclusion and proposal, we should request SA2 to align stage2 (23.501) with the current stage3 approach in 24.501.

Proposed change to 23.501:

If:

-
all the S-NSSAI(s) in the Requested NSSAI are still to be subject to Network Slice-Specific Authentication and Authorization; or

-
no Requested NSSAI was provided or none of the S-NSSAIs in the Requested NSSAI matches any of the Subscribed S-NSSAIs, and all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs are to be subject to Network Slice-Specific Authentication and Authorization;

the AMF shall not provide an Allowed NSSAI to the UE in the Registration Accept message. Upon receiving the Registration Accept message without the Allowed NSSAI , the UE is registered in the PLMN but shall wait for the completion of the Network Slice-Specific Authentication and Authorization without attempting to use any service provided by the PLMN on any access, except e.g. emergency services (see TS 24.501 [47]), until the UE receives an allowed NSSAI.

