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***** First change *****
[bookmark: _Toc20232559][bookmark: _Toc27746649][bookmark: _Toc36212830][bookmark: _Toc36657007][bookmark: _Toc45286668][bookmark: _Toc51947935][bookmark: _Toc51949027][bookmark: _Toc68202759]5.3.2	Permanent identifiers
A globally unique permanent identity, the 5G subscription permanent identifier (SUPI), is allocated to each subscriber for 5GS-based services. The IMSI, the network specific identifier, the GCI and the GLI are valid SUPI types. When the SUPI contains a network specific identifier, a GCI or a GLI, it shall take the form of a network access identifier (NAI). The structure of the SUPI and its derivatives are specified in 3GPP TS 23.003 [4].
The UE provides the SUPI to the network in concealed form. The SUCI is a privacy preserving identifier containing the concealed SUPI. When the SUPI contains a network specific identifier, a GCI or a GLI, the SUCI shall take the form of a NAI as specified in 3GPP TS 23.003 [4].
A UE supporting N1 mode includes a SUCI:
a)	in the REGISTRATION REQUEST message when the UE is attempting initial registration procedure and a valid 5G-GUTI is not available;
b)	in the IDENTITY RESPONSE message, if the SUCI is requested by the network during the identification procedure; and
c)	in the DEREGISTRATION REQUEST message when the UE initiates a de-registration procedure and a valid 5G-GUTI is not available.
If the UE uses the "null-scheme" as specified in 3GPP TS 33.501 [24] to generate a SUCI, the SUCI contains the unconcealed SUPI. The UE shall use the "null-scheme" if:
a)	the home network has not provisioned the public key needed to generate a SUCI;
b)	the home network has configured "null-scheme" to be used for the UE;
c)	the UE needs to perform a registration procedure for emergency services after the failure of authentication procedure or after reception of a REGISTRATION REJECT message with the 5GMM cause #3 "Illegal UE", or to initiate a de-registration procedure before the registration procedure for emergency services was completed successfully, and the UE does not have a valid 5G-GUTI for the selected PLMN; or
d)	the UE receives an identity request for SUCI during a registration procedure for emergency services or during a de-registration procedure that was initiated before the registration procedure for emergency services was completed successfully.
A W-AGF acting on behalf of an FN-RG shall use the "null-scheme" as specified in 3GPP TS 33.501 [24] to generate a SUCI.
A W-AGF acting on behalf of an N5GC device shall use the "null-scheme" as specified in 3GPP TS 33.501 [24] to generate a SUCI.
Each UE contains a permanent equipment identifier (PEI) for accessing 5GS-based services.
In this release of the specification, the IMEI, the IMEISV, the MAC address together with the MAC address usage restriction indication and the EUI-64 are the only PEI formats supported by 5GS. The structure of the PEI and its formats are specified in 3GPP TS 23.003 [4].
Each UE supporting at least one 3GPP access technology (i.e. NG-RAN, E-UTRAN, UTRAN or GERAN) contains a PEI in the IMEI format and shall be able to provide an IMEI and an IMEISV upon request from the network.
Each UE not supporting any 3GPP access technologies and supporting NAS over untrusted or trusted non-3GPP access shall have a PEI in the form of the Extended Unique Identifier EUI-64 [48] of the access technology the UE uses to connect to the 5GC.
A UE supporting N1 mode includes a PEI:
a)	when neither SUPI nor valid 5G-GUTI is available to use for emergency services in the REGISTRATION REQUEST message with 5GS registration type IE set to "emergency registration";
b)	when the network requests the PEI by using the identification procedure, in the IDENTITY RESPONSE message; and
c)	when the network requests the IMEISV by using the security mode control procedure, in the SECURITY MODE COMPLETE message.
Each 5G-RG supporting only wireline access and each FN-RG shall have a permanent MAC address configured by the manufacturer. For 5G-CRG, the permanent MAC address configured by the manufacturer shall be a cable modem MAC address.
When the 5G-RG contains neither an IMEI nor an IMEISV, the 5G-RG shall use as a PEI the 5G-RG's permanent MAC address configured by the manufacturer and the MAC address usage restriction indication set to "no restrictions".
The W-AGF acting on behalf of the FN-RG shall use as a PEI the MAC address provided by the FN-RG and if the MAC address provided by the FN-RG is not unique or does not correspond to the FN-RG's permanent MAC address according to W-AGF's configuration, the MAC address usage restriction indication set to "MAC address is not usable as an equipment identifier" otherwise the MAC address usage restriction indication set to "no restrictions".
The 5G-RG containing neither an IMEI nor an IMEISV shall include the PEI containing the MAC address together with the MAC address usage restriction indication:
a)	when neither SUPI nor valid 5G-GUTI is available to use for emergency services in the REGISTRATION REQUEST message with 5GS registration type IE set to "emergency registration";
b)	when the network requests the PEI by using the identification procedure, in the IDENTIFICATION RESPONSE message; and
c)	when the network requests the IMEISV by using the security mode control procedure, in the SECURITY MODE COMPLETE message.
NOTE 1:	In case c) above, the MAC address is provided even though AMF requests the IMEISV.
The W-AGF acting on behalf of the FN-RG shall include the PEI containing the MAC address together with the MAC address usage restriction indication:
a)	when the network requests the PEI by using the identification procedure, in the IDENTIFICATION RESPONSE message; and
b)	when the network requests the IMEISV by using the security mode control procedure, in the SECURITY MODE COMPLETE message.
NOTE 2:	In case b) above, the MAC address is provided even though AMF requests the IMEISV.
The W-AGF acting on behalf of the N5GC device shall use as a PEI the MAC address provided by the N5GC device and the MAC address usage restriction indication set to "no restrictions". Based on operator policy, the W-AGF acting on behalf of the N5GC device may encode the MAC address of the N5GC device using the EUI-64 format as specified in [48] and use as a PEI the derived EUI-64.
NOTE 3:	The MAC address of an N5GC device is universally/globally unique.
The AMF can request the PEI at any time by using the identification procedure.
***** Next change *****
[bookmark: _Toc20232608][bookmark: _Toc27746699][bookmark: _Toc36212881][bookmark: _Toc36657058][bookmark: _Toc45286720][bookmark: _Toc51947989][bookmark: _Toc51949081][bookmark: _Toc68202813]5.4.1.2.2.11	UE handling EAP-failure message
Upon receiving an EAP-failure message, the UE shall delete the partial native 5G NAS security context and shall delete the new KAUSF and the new KSEAF, if any were created as described in subclause 5.4.1.2.2.3.
The UE shall consider the procedure complete.
If the EAP-failure message is received in an AUTHENTICATION REJECT message:
1)	if the AUTHENTICATION REJECT message has been successfully integrity checked by the NAS:
-	The UE shall set the update status to 5U3 ROAMING NOT ALLOWED, delete the stored 5G-GUTI, TAI list, last visited registered TAI and ngKSI;
	In case of PLMN, the USIM shall be considered invalid until switching off the UE or the UICC containing the USIM is removed;
	In case of SNPN, the entry of the "list of subscriber data" with the SNPN identity of the current SNPN shall be considered invalid until the UE is switched off or the entry is updated. Additionally, the UE shall consider the USIM as invalid for the current SNPN until switching off or the UICC containing the USIM is removed;
-	The UE shall set:
i)	the counter for "SIM/USIM considered invalid for GPRS services" events, the counter for "USIM considered invalid for 5GS services over non-3GPP access" events, and the counter for "SIM/USIM considered invalid for non-GPRS services" events if maintained by the UE, in case of PLMN; or
ii)	the counter for "the entry for the current SNPN considered invalid for 3GPP access" events and the counter for "the entry for the current SNPN considered invalid for non-3GPP access" events in case of SNPN; 
	to UE implementation-specific maximum value; and
-	If the UE is operating in single-registration mode, the UE shall handle EMM parameters, 4G-GUTI, last visited registered TAI, TAI list and eKSI as specified in 3GPP TS 24.301 [15] for the case when the authentication procedure is not accepted by the network. The USIM shall be considered as invalid also for non-EPS services until switching off or the UICC containing the USIM is removed; and
2)	if the AUTHENTICATION REJECT message is received without integrity protection, the UE shall start timer T3247 with a random value uniformly drawn from the range between 30 minutes and 60 minutes, if the timer is not running (see subclause 5.3.20). Additionally, the UE shall:
a)	if the AUTHENTICATION REJECT message is received over 3GPP access, and the counter for "SIM/USIM considered invalid for GPRS services" events in case of PLMN or the counter for "the entry for the current SNPN considered invalid for 3GPP access" events in case of SNPN has a value less than a UE implementation-specific maximum value, proceed as specified in subclause 5.3.20, list item 1)-a) of subclause 5.3.20.2 (if the UE is not operating in SNPN access operation mode) or list item a)-1) of subclause 5.3.20.3 (if the UE is operating in SNPN access operation mode) for the case that the 5GMM cause value received is #3; 
[bookmark: _Hlk23264155][bookmark: _Hlk23264188]b)	if the AUTHENTICATION REJECT message is received over non-3GPP access, and the counter for "USIM considered invalid for 5GS services over non-3GPP access" events in case of PLMN or the counter for "the entry for the current SNPN considered invalid for non-3GPP access" events in case of SNPN has a value less than a UE implementation-specific maximum value, proceed as specified in subclause 5.3.20, list item 1)-b) of subclause 5.3.20.2 (if the UE is not operating in SNPN access operation mode) or list item a)-2) of subclause 5.3.20.3 (if the UE is operating in SNPN access operation mode) for the case that the 5GMM cause value received is #3;
c)	otherwise:
i)	if the AUTHENTICATION REJECT message is received over 3GPP access: 
-	The UE shall set the update status for 3GPP access to 5U3 ROAMING NOT ALLOWED, delete for 3GPP access only the stored 5G-GUTI, TAI list, last visited registered TAI and ngKSI. 
[bookmark: _Hlk15652504]-	In case of PLMN, the UE shall consider the USIM as invalid for 5GS services via 3GPP access and invalid for non-EPS service until switching off the UE or the UICC containing the USIM is removed.
	In case of SNPN, the UE shall consider the entry of the "list of subscriber data" with the SNPN identity of the current SNPN shall be considered invalid for 3GPP access until the UE is switched off or the entry is updated. Additionally, the UE shall consider the USIM as invalid for the current SNPN via 3GPP access until switching off or the UICC containing the USIM is removed.
-	The UE shall set:
-	the counter for "SIM/USIM considered invalid for GPRS services" events and the counter for "SIM/USIM considered invalid for non-GPRS services" events if maintained by the UE, in case of PLMN; or
-	the counter for "the entry for the current SNPN considered invalid for 3GPP access" events in case of SNPN;
-	to UE implementation-specific maximum value.
-	If the UE is operating in single-registration mode, the UE shall handle 4G-GUTI, TAI list and eKSI as specified in 3GPP TS 24.301 [15] for the case when the authentication procedure is not accepted by the network. The USIM shall be considered as invalid also for non-EPS services until switching off or the UICC containing the USIM is removed; and
ii)	if the AUTHENTICATION REJECT message is received over non-3GPP access: 
-	the UE shall set the update status for non-3GPP access to 5U3 ROAMING NOT ALLOWED, delete for non-3GPP access only the stored 5G-GUTI, TAI list, last visited registered TAI and ngKSI;
-	in case of PLMN, the UE shall consider the USIM as invalid for 5GS services via non-3GPP access until switching off the UE or the UICC containing the USIM is removed.
[bookmark: _Hlk23264333]	In case of SNPN, the UE shall consider the entry of the "list of subscriber data" with the SNPN identity of the current SNPN as invalid for non-3GPP access until the UE is switched off or the entry is updated. Additionally, the UE shall consider the USIM as invalid for the current SNPN and for non-3GPP access until switching off or the UICC containing the USIM is removed; and
-	the UE shall set:
-	the counter for "USIM considered invalid for 5GS services over non-3GPP access" events to UE implementation-specific maximum value in case of PLMN; or
[bookmark: _Hlk23264447]-	the counter for "the entry for the current SNPN considered invalid for non-3GPP access" events to UE implementation-specific maximum value in case of SNPN.
If the AUTHENTICATION REJECT message is received by the UE, the UE shall abort any 5GMM signalling procedure, stop any of the timers T3510, T3517, T3519 or T3521 (if they were running), enter state 5GMM-DEREGISTERED and delete any stored SUCI.
***** Next change *****
[bookmark: _Toc20232711][bookmark: _Toc27746813][bookmark: _Toc36212995][bookmark: _Toc36657172][bookmark: _Toc45286836][bookmark: _Toc51948105][bookmark: _Toc51949197][bookmark: _Toc68202930]5.6.1.2.1	UE is not using 5GS services with control plane CIoT 5GS optimization
The UE initiates the service request procedure by sending a SERVICE REQUEST message to the AMF and starts timer T3517.
If the UE is sending the SERVICE REQUEST message from 5GMM-IDLE mode and the UE needs to send non-cleartext IEs, the UE shall send the SERVICE REQUEST message including the NAS message container IE as described in subclause 4.4.6.
For cases a), b), and g) in subclause 5.6.1.1, the service type IE in the SERVICE REQUEST message shall be set to "mobile terminated services".
For cases c), d), e), f), i), j) and l) in subclause 5.6.1.1, if the UE is a UE configured for high priority access in selected PLMN, the service type IE in the SERVICE REQUEST message shall be set to "high priority access".
For case a) in subclause 5.6.1.1:
a)	if the paging request includes an indication for non-3GPP access type, the Allowed PDU session status IE shall be included in the SERVICE REQUEST message. If the UE has established the PDU session(s) associated with the S-NSSAI(s) which are included in the allowed NSSAI for 3GPP access, the UE shall indicate the PDU session(s) for which the UE allows the user-plane resources to be re-established over 3GPP access in the Allowed PDU session status IE. Otherwise, the UE shall not indicate any PDU session(s) in the Allowed PDU session status IE;
b)	if the UE has uplink user data pending to be sent over 3GPP access, the Uplink data status IE shall be included in the SERVICE REQUEST message to indicate the PDU session(s) for which the UE has pending user data to be sent; or
c)	otherwise, the Uplink data status IE shall not be included in the SERVICE REQUEST message.
For case b) in subclause 5.6.1.1:
a)	the Allowed PDU session status IE shall be included in the SERVICE REQUEST message. If the UE has the PDU session(s) associated with the S-NSSAI(s) which are included in the allowed NSSAI for 3GPP access, the UE shall indicate the PDU session(s) for which the UE allows the user-plane resources to be re-established over 3GPP access in the Allowed PDU session status IE. Otherwise, the UE shall not indicate any PDU session(s) in the Allowed PDU session status IE;
b)	if the UE has uplink user data pending to be sent over 3GPP access, the Uplink data status IE shall be included in the SERVICE REQUEST message to indicate the PDU session(s) for which the UE has pending user data to be sent;
c)	otherwise, the Uplink data status IE shall not be included in the SERVICE REQUEST message.
When the Allowed PDU session status IE is included in the SERVICE REQUEST message, the UE shall indicate that a PDU session is not allowed to be transferred to the 3GPP access if the 3GPP PS data off UE status is "activated" for the corresponding PDU session and the UE is not using the PDU session to send uplink IP packets for any of the 3GPP PS data off exempt services (see subclause 6.2.10).
For case c) in subclause 5.6.1.1, the Uplink data status IE shall not be included in the SERVICE REQUEST message except if the UE has one or more active always-on PDU sessions associated with the access type over which the SERVICE REQUEST message is sent. If the UE is not a UE configured for high priority access in selected PLMN and:
a)	if the SERVICE REQUEST message is triggered by a request for emergency services from the upper layer, the UE shall set the service type IE in the SERVICE REQUEST message to "emergency services"; or
b)	otherwise, the UE shall set the service type IE to "signalling".
When the UE is in a non-allowed area or is not in an allowed area as specified in subclause 5.3.5 and:
a)	if the uplink signalling pending is to indicate a change of 3GPP PS data off UE status for a PDU session, the UE shall set the service type IE in the SERVICE REQUEST message to "elevated signalling", and shall not include the Uplink data status IE in the SERVICE REQUEST message even if the UE has one or more active always-on PDU sessions associated with the access type over which the SERVICE REQUEST message is sent; or
b)	otherwise, the UE shall not initiate service request procedure except for emergency services, high priority access or responding to paging or notification.
For cases d) and e) in subclause 5.6.1.1, the Uplink data status IE shall be included in the SERVICE REQUEST message to indicate the PDU session(s) the UE has pending user data to be sent. If the UE is not a UE configured for high priority access in selected PLMN:
a)	if there exists an emergency PDU session which is indicated in the Uplink data status IE the service type IE in the SERVICE REQUEST message shall be set to "emergency services"; or
b)	otherwise, the service type IE in the SERVICE REQUEST message shall be set to "data".
NOTE 1:	For a UE in NB-N1 mode, the Uplink data status IE cannot be used to request the establishment of user-plane resources such that there will be user-plane resources established for a number of PDU sessions that exceeds the UE's maximum number of supported user-plane resources.
For case f) in subclause 5.6.1.1:
a)	if the UE has uplink user data pending to be sent, the Uplink data status IE shall be included in the SERVICE REQUEST message to indicate the PDU session(s) the UE has pending user data to be sent. If the UE is not a UE configured for high priority access in selected PLMN, the service type IE in the SERVICE REQUEST message shall be set to "data";
b)	otherwise, if the UE is not a UE configured for high priority access in selected PLMN, the service type IE in the SERVICE REQUEST message shall be set to "signalling".
For case g) in subclause 5.6.1.1, if the UE has uplink user data pending to be sent, the Uplink data status IE shall be included in the SERVICE REQUEST message to indicate the PDU session(s) the UE has pending user data to be sent.
For case h) in subclause 5.6.1.1, the UE shall send a SERVICE REQUEST message with service type set to "emergency services fallback" and without an Uplink data status IE.
For case i) in subclause 5.6.1.1, if the UE is not configured for high priority access in selected PLMN, the UE shall set the Service type IE in the SERVICE REQUEST message as follows:
a)	if the pending message is an UL NAS TRANSPORT message with the Request type IE set to "initial emergency request" or "existing emergency PDU session", the UE shall set the Service type IE in the SERVICE REQUEST message to "emergency services"; or
b)	otherwise, the UE shall set the Service type IE in the SERVICE REQUEST message to "signalling".
For case j) in subclause 5.6.1.1:
a)	the UE shall include the Uplink data status IE in the SERVICE REQUEST message indicating the PDU session(s) for which user-plane resources were active prior to receiving the fallback indication, if any; and
b)	if the UE is not a UE configured for high priority access in selected PLMN, the UE shall set the Service type IE in the SERVICE REQUEST message as follows:
1)	if there is an emergency PDU session which is indicated in the Uplink data status IE, the UE shall set the Service type IE in the SERVICE REQUEST message to "emergency services"; or
2)	if there is no emergency PDU session which is indicated in the Uplink data status IE, the UE shall set the Service type IE in the SERVICE REQUEST message to "data".
For case l) in subclause 5.6.1.1, if the UE is not a UE configured for high priority access in selected PLMN:
a)	if there exists an emergency PDU session which is indicated in the Uplink data status IE the service type IE in the SERVICE REQUEST message shall be set to "emergency services"; or
b)	otherwise, the service type IE in the SERVICE REQUEST message shall be set to "signalling".
The UE shall include a valid 5G-S-TMSI in the 5G-S-TMSI IE of the SERVICE REQUEST message.
If the UE has one or more active always-on PDU sessions associated with the access type over which the SERVICE REQUEST message is sent and the user-plane resources for these PDU sessions are not established, the UE shall include the Uplink data status IE in the SERVICE REQUEST message and indicate that the UE has pending user data to be sent for those PDU sessions.
If the UE has one or more active PDU sessions which are not accepted by the network as always-on PDU sessions and no uplink user data pending to be sent for those PDU sessions, the UE shall not include those PDU sessions in the Uplink data status IE in the SERVICE REQUEST message.
The Uplink data status IE may be included in the SERVICE REQUEST message to indicate which PDU session(s) associated with the access type the SERVICE REQUEST message is sent over have pending user data to be sent.
The PDU session status information element may be included in the SERVICE REQUEST message to indicate:
-	the single access PDU session(s) not in 5GSM state PDU SESSION INACTIVE in the UE associated with the access type the SERVICE REQUEST message is sent over; and
-	the MA PDU session(s) not in 5GSM state PDU SESSION INACTIVE and having user plane resources established in the UE on the access the SERVICE REQUEST message is sent over.
If the SERVICE REQUEST message includes a NAS message container IE, the AMF shall process the SERVICE REQUEST message that is obtained from the NAS message container IE as described in subclause 4.4.6.
If the UE has an emergency PDU session over the non-current access, it shall not initiate the SERVICE REQUEST message with the service type IE set to "emergency services" over the current access, unless the SERVICE REQUEST message has to be initiated to perform handover of an existing emergency PDU session from the non-current access to the current access.
NOTE 2:	Transfer of an existing emergency PDU session between 3GPP access and non-3GPP access is needed e.g. if the UE determines that the current access is no longer available.
***** Next change *****
[bookmark: _Toc20232715][bookmark: _Toc27746817][bookmark: _Toc36212999][bookmark: _Toc36657176][bookmark: _Toc45286840][bookmark: _Toc51948109][bookmark: _Toc51949201][bookmark: _Toc68202934]5.6.1.4.1	UE is not using 5GS services with control plane CIoT 5GS optimization
For cases other than h) in subclause 5.6.1.1, the UE shall treat the reception of the SERVICE ACCEPT message as successful completion of the procedure. The UE shall reset the service request attempt counter, stop timer T3517 and enter the state 5GMM-REGISTERED. 
For case h) in subclause 5.6.1.1,
a)	the UE shall treat the indication from the lower layers when the UE has changed to S1 mode or E-UTRA connected to 5GCN (see 3GPP TS 23.502 [9]) as successful completion of the procedure and stop timer T3517;
b)	if a UE operating in single-registration mode has changed to S1 mode, it shall disable the N1 mode capability for 3GPP access (see subclause 4.9.2); and
c)	the AMF shall not check for CAG restrictions.
If the PDU session status information element is included in the SERVICE REQUEST message, then:
a)	for single access PDU sessions, the AMF shall:
1)	perform a local release of all those PDU sessions which are not in 5GSM state PDU SESSION INACTIVE on the AMF side associated with the access type the SERVICE REQUEST message is sent over, but are indicated by the UE as being in 5GSM state PDU SESSION INACTIVE; and
2)	request the SMF to perform a local release of all those PDU sessions; and
b)	for MA PDU sessions, the AMF shall:
1)	for MA PDU sessions having user plane resources established in the AMF only on the access the SERVICE REQUEST message is sent over, but are indicated by the UE as no user plane resources established:
i)	perform a local release of all those MA PDU sessions; and
ii)	request the SMF to perform a local release of all those MA PDU sessions; and
2)	for MA PDU sessions having user plane resources established on both accesses in the AMF, but are indicated by the UE as no user plane resources established:
i)	perform a local release of user plane resources of all those PDU sessions on the access the SERVICE REQUEST message is sent over; and
ii)	request the SMF to perform a local release of user plane resources of all those PDU sessions on the access type the SERVICE REQUEST message is sent over.
If the AMF needs to initiate PDU session status synchronization or a PDU session status IE was included in the SERVICE REQUEST message, the AMF shall include a PDU session status IE in the SERVICE ACCEPT message to indicate:
-	which single access PDU sessions associated with the access type the SERVICE ACCEPT message is sent over are not in 5GSM state PDU SESSION INACTIVE in the AMF; and
-	which MA PDU sessions are not in 5GSM state PDU SESSION INACTIVE and having user plane resources established in the AMF on the access the SERVICE ACCEPT message is sent over.
If the PDU session status information element is included in the SERVICE ACCEPT message, then:
a)	for single access PDU sessions, the UE shall perform a local release of all those PDU sessions which are not in 5GSM state PDU SESSION INACTIVE or PDU SESSION ACTIVE PENDING on the UE side associated with the access type the SERVICE ACCEPT message is sent over, but are indicated by the AMF as in 5GSM state PDU SESSION INACTIVE; and
b)	for MA PDU sessions, for all those PDU sessions which are not in 5GSM state PDU SESSION INACTIVE or PDU SESSION ACTIVE PENDING and have user plane resources established on the UE side associated with the access the SERVICE ACCEPT message is sent over, but are indicated by the AMF as no user plane resources established:
1)	for MA PDU sessions having user plane resources established only on the access type the SERVICE ACCEPT message is sent over, the UE shall perform a local release of those MA PDU sessions; and
2)	for MA PDU sessions having user plane resources established on both accesses, the UE shall perform a local release on the user plane resources on the access type the SERVICE ACCEPT message is sent over.
If the Uplink data status IE is included in the SERVICE REQUEST message and the UE is:
a)	not in NB-N1 mode; or
b)	in NB-N1 mode and the UE does not indicate a request to have user-plane resources established for a number of PDU sessions that exceeds the UE's maximum number of supported user-plane resources;
the AMF shall:
a)	indicate the SMF to re-establish the user-plane resources for the corresponding PDU sessions;
b)	include the PDU session reactivation result IE in the SERVICE ACCEPT message to indicate the user-plane resources re-establishment result of the PDU sessions for which the UE requested to re-establish the user-plane resources; and
c)	determine the UE presence in LADN service area and forward the UE presence in LADN service area towards the SMF, if the corresponding PDU session is a PDU session for LADN.
If the Allowed PDU session status IE is included in the SERVICE REQUEST message, the AMF shall:
a)	for a 5GSM message from each SMF that has indicated pending downlink signalling only, forward the received 5GSM message via 3GPP access to the UE after the SERVICE ACCEPT message is sent;
b)	for each SMF that has indicated pending downlink data only:
1)	notify the SMF that reactivation of the user-plane resources for the corresponding PDU session(s) associated with non-3GPP access cannot be performed if the corresponding PDU session ID(s) are not indicated in the Allowed PDU session status IE; and
2)	notify the SMF that reactivation of the user-plane resources for the corresponding PDU session(s) associated with non-3GPP access can be performed if:
i)	for a UE not in NB-N1 mode, the corresponding PDU session ID(s) are indicated in the Allowed PDU session status IE; or
ii)	for a UE in NB-N1 mode, the corresponding PDU session ID(s) are indicated in the Allowed PDU session status IE, and the resulting number of PDU sessions with established user-plane resources does not exceed the UE's maximum number of supported user-plane resources;
c)	for each SMF that have indicated pending downlink signalling and data:
1)	notify the SMF that reactivation of the user-plane resources for the corresponding PDU session(s) associated with non-3GPP access cannot be performed if the corresponding PDU session ID(s) are not indicated in the Allowed PDU session status IE;
2)	notify the SMF that reactivation of the user-plane resources for the corresponding PDU session(s) associated with non-3GPP access can be performed if:
i)	for a UE not in NB-N1 mode, the corresponding PDU session ID(s) are indicated in the Allowed PDU session status IE; or
ii)	for a UE in NB-N1 mode, the corresponding PDU session ID(s) are indicated in the Allowed PDU session status IE, and the resulting number of PDU sessions with established user-plane resources does not exceed the UE's maximum number of supported user-plane resources; and
3)	discard the received 5GSM message for PDU session(s) associated with non-3GPP access; and
d)	include the PDU session reactivation result IE in the SERVICE ACCEPT message to indicate the successfully re-established user-plane resources for the corresponding PDU sessions, if any.
If due to regional subscription restrictions or access restrictions the UE is not allowed to access the TA or due to CAG restrictions the UE is not allowed access the cell, but the UE has an emergency PDU session established, the AMF may accept the SERVICE REQUEST message and indicate to the SMF to perform a local release of all non-emergency PDU sessions (associated with 3GPP access if it is due to CAG restrictions) and informs the UE via the PDU session status IE in the SERVICE ACCEPT message. The AMF shall not indicate to the SMF to release the emergency PDU session. The network shall behave as if the UE is registered for emergency services.
If the PDU session reactivation result IE is included in the SERVICE ACCEPT message indicating that the user-plane resources have been successfully reactivated for a PDU session that was requested by the UE in the Allowed PDU session status IE, the UE considers the corresponding PDU session to be associated with the 3GPP access. If the user-plane resources of a PDU session have been successfully reactivated over the 3GPP access, the AMF and SMF update the associated access type of the corresponding PDU session.
If the user-plane resources cannot be established for a PDU session, the AMF shall include the PDU session reactivation result IE in the SERVICE ACCEPT message indicating that user-plane resources for the corresponding PDU session cannot be re-established, and:
a)	if the user-plane resources cannot be established because the SMF indicated to the AMF that the UE is located out of the LADN service area (see 3GPP TS 29.502 [20A]), the AMF shall include the PDU session reactivation result error cause IE with the 5GMM cause set to #43 "LADN not available";
b)	if the user-plane resources cannot be established because the SMF indicated to the AMF that only prioritized services are allowed (see 3GPP TS 29.502 [20A]), the AMF shall include the PDU session reactivation result error cause IE with the 5GMM cause set to #28 "restricted service area";
c)	if the user-plane resources cannot be established because the SMF indicated to the AMF that the resource is not available in the UPF (see 3GPP TS 29.502 [20A]), the AMF shall include the PDU session reactivation result error cause IE with the 5GMM cause set to #92 "insufficient user-plane resources for the PDU session"; or
d)	otherwise, the AMF may include the PDU session reactivation result error cause IE to indicate the cause of failure to re-establish the user-plane resources.
NOTE:	It is up to UE implementation when to re-send a request for user-plane re-establishment for the associated PDU session after receiving a PDU session reactivation result error cause IE with a 5GMM cause set to #92 "insufficient user-plane resources for the PDU session".
If the SERVICE REQUEST message is for emergency services fallback, the AMF triggers the emergency services fallback procedure as specified in subclause 4.13.4.2 of 3GPP TS 23.502 [9].
If the UE having an emergency PDU session sent the SERVICE REQUEST message via:
a)	a CAG cell and none of the CAG-IDs of the CAG cell are included in the "Allowed CAG list" for the current PLMN in the UE's subscription; or
b)	a non-CAG cell in a PLMN for which the UE's subscription contains an "indication that the UE is only allowed to access 5GS via CAG cells";
the network shall accept the SERVICE REQUEST message and release all non-emergency PDU sessions locally. The emergency PDU session shall not be released.
***** Next change *****
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The purpose of the 5GMM capability information element is to provide the network with information concerning aspects of the UE related to the 5GCN or interworking with the EPS. The contents might affect the manner in which the network handles the operation of the UE. 
The 5GMM capability information element is coded as shown in figure 9.11.3.1.1 and table 9.11.3.1.1.
The 5GMM capability is a type 4 information element with a minimum length of 3 octets and a maximum length of 15 octets.
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	5GMM capability IEI
	octet 1

	Length of 5GMM capability contents
	octet 2

	SGC

	5G-IPHC-CP CIoT
	N3 data
	5G-CP CIoT
	RestrictEC
	LPP

	HO attach
	S1 mode
	
octet 3

	[bookmark: _Hlk19031670]RACS
	
NSSAA
	5G-LCS
	V2XCNPC5
	V2XCEPC5
	V2X
	5G-UP CIoT
	5GSRVCC
	
octet 4*

	0
	0
	0
	ER-NSSAI
	5G-EHC-CP CIoT
	multipleUP
	WUSA
	CAG
	
octet 5*

	0
	0
	0
	0
	0
	0
	0
	0
	
octet 6*-15*

	Spare
	


[bookmark: _Hlk19031581]Figure 9.11.3.1.1: 5GMM capability information element
[bookmark: _Hlk10565157]Table 9.11.3.1.1: 5GMM capability information element
	EPC NAS supported (S1 mode) (octet 3, bit 1)

	0
	
	
	
	S1 mode not supported

	1
	
	
	
	S1 mode supported

	

	ATTACH REQUEST message containing PDN CONNECTIVITY REQUEST message for handover support (HO attach) (octet 3, bit 2)

	0
	
	
	
	ATTACH REQUEST message containing PDN CONNECTIVITY REQUEST message with request type set to "handover" or "handover of emergency bearer services" to transfer PDU session from N1 mode to S1 mode not supported

	1
	
	
	
	ATTACH REQUEST message containing PDN CONNECTIVITY REQUEST message with request type set to "handover" or "handover of emergency bearer services" to transfer PDU session from N1 mode to S1 mode supported

	

	LTE Positioning Protocol (LPP) capability (octet 3, bit 3)

	0
	
	
	
	LPP in N1 mode not supported

	1
	
	
	
	LPP in N1 mode supported (see 3GPP TS 36.355 [26])

	

	Restriction on use of enhanced coverage support (RestrictEC) (octet 3, bit 4)
This bit indicates the capability to support restriction on use of enhanced coverage.

	0
	
	
	
	Restriction on use of enhanced coverage not supported

	1
	
	
	
	Restriction on use of enhanced coverage supported

	
Control plane CIoT 5GS optimization (5G-CP CIoT) (octet 3, bit 5)
This bit indicates the capability for control plane CIoT 5GS optimization.

	0
	
	
	
	Control plane CIoT 5GS optimization not supported

	1
	
	
	
	Control plane CIoT 5GS optimization supported

	
N3 data transfer (N3 data) (octet 3, bit 6)
This bit indicates the capability for N3 data transfer.

	0
	
	
	
	N3 data transfer supported

	1
	
	
	
	N3 data transfer not supported

	
IP header compression for control plane CIoT 5GS optimization (5G-IPHC-CP CIoT) (octet 3, bit 7)
This bit indicates the capability for IP header compression for control plane CIoT 5GS optimization.

	0
	
	
	
	IP header compression for control plane CIoT 5GS optimization not supported

	1
	
	
	
	IP header compression for control plane CIoT 5GS optimization supported

	

	Service gap control (SGC) (octet 3, bit 8)

	0
	
	
	
	service gap control not supported

	1
	
	
	
	service gap control supported

	

	5G-SRVCC from NG-RAN to UTRAN (5GSRVCC) capability (octet 4, bit 1)

	0
	
	
	
	5G-SRVCC from NG-RAN to UTRAN not supported

	1
	
	
	
	5G-SRVCC from NG-RAN to UTRAN supported (see 3GPP TS 23.216 [6A])

	
User plane CIoT 5GS optimization (5G-UP CIoT) (octet 4, bit 2)
This bit indicates the capability for user plane CIoT 5GS optimization.

	0
	
	
	
	User plane CIoT 5GS optimization not supported

	1
	
	
	
	User plane CIoT 5GS optimization supported

	

	V2X capability (V2X) (octet 4, bit 3)

	This bit indicates the capability for V2X, as specified in 3GPP TS 24.587 [19B].
Bit

	3
	
	
	
	

	0
	
	
	
	V2X not supported

	1
	
	
	
	V2X supported

	

	V2X communication over E-UTRA-PC5 capability (V2XCEPC5) (octet 4, bit 4)

	This bit indicates the capability for V2X communication over E-UTRA-PC5, as specified in 3GPP TS 24.587 [19B].

	Bit

	4
	
	
	
	

	0
	
	
	
	V2X communication over E-UTRA-PC5 not supported

	1
	
	
	
	V2X communication over E-UTRA-PC5 supported

	

		V2X communication over NR-PC5 capability (V2XCNPC5) (octet 4, bit 5)

	This bit indicates the capability for V2X communication over NR-PC5, as specified in 3GPP TS 24.587 [19B].

	Bit

	5
	
	
	
	

	0
	
	
	
	V2X communication over NR-PC5 not supported

	1
	
	
	
	V2X communication over NR-PC5 supported

	




	Location Services (5G-LCS) notification mechanisms capability (octet 4, bit 6)

	0
	
	
	
	LCS notification mechanisms not supported

	1
	
	
	
	LCS notification mechanisms supported (see 3GPP TS 23.273 [6B])

	
Network slice-specific authentication and authorization (NSSAA) (octet 4, bit 7)
This bit indicates the capability to support network slice-specific authentication and authorization.

	0
	
	
	
	Network slice-specific authentication and authorization not supported

	1
	
	
	
	Network slice-specific authentication and authorization supported

	

	
Radio capability signalling optimisation (RACS) capability (octet 4, bit 8)

	0
	
	
	
	RACS not supported

	1
	
	
	
	RACS supported

	

	
Closed Access Group (CAG) capability (octet 5, bit 1)

	0				CAG not supported
1				CAG supported


WUS assistance (WUSA) information reception capability (octet 5, bit 2)
0				WUS assistance information reception not supported
1				WUS assistance information reception supported


	

	Multiple user-plane resources support (multipleUP) (octet 5, bit 3)

	This bit indicates the capability to support multiple user-plane resources in NB-N1 mode.

		0
	
	
	
	Multiple user-plane resources not supported

	1
	
	
	
	Multiple user-plane resources supported




	
Ethernet header compression for control plane CIoT 5GS optimization (5G-EHC-CP CIoT) (octet 5, bit 4)
0				Ethernet header compression for control plane CIoT 5GS optimization not supported
1				Ethernet header compression for control plane CIoT 5GS optimization supported


	Extended rejected NSSAI support (ER-NSSAI) (octet 5, bit 5)

	This bit indicates the capability to support extended rejected NSSAI.

		0
	
	
	
	Extended rejected NSSAI not supported

	1
	
	
	
	Extended rejected NSSAI supported




	

	bits 6-8 in octet 5 and bits in octets 6 to 15 are spare and shall be coded as zero, if the respective octet is included in the information element.



***** End of changes *****

