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*** First change ***
4.5
Distribution of traffic across 3GPP access and non-3GPP access networks
The UE can receive ATSSS rules during the PDU session establishment procedure for an MA PDU session or network-requested PDU session modification procedure. The ATSSS rule ID and ATSSS rule operation for each rule is used to add a new ATSSS rule, or to delete or update an existing ATSSS rule. The UE can distribute the UL traffic except for the PMF protocol messages across the 3GPP access network and the non-3GPP access network according to the ATSSS rules and other local conditions (such as network interface availability, signal loss conditions, user preferences, etc.).

NOTE:
On the network side, the SMF configures relevant N4 rules according to the ATSSS control information provided by the PCF for the UPF to distribute DL traffic across two access networks.
*** Next change ***
5.2.4
Updating ATSSS parameters

An SMF can update ATSSS parameters, e.g. the ATSSS rules, according to the procedure for the network-requested PDU session modification as specified in clause 6.3.2 of 3GPP TS 24.501 [6] over 3GPP access network or non-3GPP access network. The ATSSS rules can be individually added, deleted or updated using the ATSSS rule ID and ATSSS rule operation. The SMF may change the access network over which the traffic of the GBR QoS flow is transmitted by updating the UE's ATSSS rules.

*** Next change ***
6.1.3.1
Definition of ATSSS rules

The ATSSS rules are defined in 3GPP TS 23.501 [2] and is set of one or more ATSSS rules, where a rule is composed of:

a)
an ATSSS rule ID identifying the individual ATSSS rule;

b)
an ATSSS rule operation identifying whether the ATSSS rule is added to or deleted from the set of ATSSS rules;

c)
a precedence value of the ATSSS rule identifying the precedence of the ATSSS rule;

d)
a traffic descriptor matching a service data flow (SDF); and
e)
an access selection descriptor including:
1)
a steering functionality:

A)
MPTCP, the UE steers the SDF by using the MPTCP functionality; or

B)
ATSSS-LL functionality, the UE steers the SDF by using the ATSSS-LL functionality; and

NOTE:
If the included steering functionality is not supported by the UE, the UE ignores this ATSSS rule, and proceeds with the evaluation of the ATSSS rule with the next smallest precedence, if available.
2)
a steering mode:

A)
active-standby, the UE steers the SDF by using the active access if the active access is available. If the active access is not available and the standby access is available, the UE steers the SDF by using the standby access;

B)
smallest delay, the UE steers the SDF by using the access network with the smallest RTT. If there is only one access available, the UE steers the SDF by using the available access. This steering mode is only applicable to non-GBR SDF;

C)
load balancing, the UE steers the SDF across both the 3GPP access and the non-3GPP access with a given precentage if both accesses are available. If there is only one access available, the UE steers the SDF by using the available access. This steering mode is only applicable to non-GBR SDF; or

D)
priority based, the UE steers the SDF over the access with high priority unless the access with high priority is congested or unavailable, when the UE steers the SDF over both the access with high priority and the access with low priority. This steering mode is only applicable to non-GBR SDF.
*** Next change ***
6.1.3.2
Encoding of ATSSS rules

The ATSSS rules are encoded as shown in figure 6.1.3.2-1, figure 6.1.3.2-2 and figure 6.1.3.2-3 and table 6.1.3.2-1.

	8
	7
	6
	5
	4
	3
	2
	1
	

	ATSSS rule 1
	octet a+1
octet s

	ATSSS rule 2
	octet s+1
octet t

	…
	octet t+1
octet u

	ATSSS rule n
	octet u+1
octet b


Figure 6.1.3.2-1: ATSSS parameter contents including one or more ATSSS rules
	8
	7
	6
	5
	4
	3
	2
	1
	

	Length of ATSSS rule
	octet a+1

octet a+2

	ATSSS rule ID
	octet a+3

	ATSSS rule operation
	octet a+4

	Precedence value of ATSSS rule
	octet a+5

	Length of traffic descriptor
	octet a+6
octet a+7

	Traffic descriptor
	octet a+8
octet s-4

	Access selection descriptor
	octet s-3

octet s*


Figure 6.1.3.2-2: ATSSS rule
	8
	7
	6
	5
	4
	3
	2
	1
	

	Length of access selection descriptor
	octet s-3

	Steering functionality
	octet s-2

	Steering mode
	octet s-1

	Steering mode information
	octet s*


Figure 6.1.3.2-3: Access selection descriptor
Table 6.1.3.2-1: ATSSS parameter contents including an ATSSS rule
	ATSSS rule ID (octet a+3)

	The ATSSS rule ID specifies the identity of the individual ATSSS rule on which the ATSSS rule operation an octet a+4 is applied to.

	

	ATSSS rule operation (octet a+4)

	The ATSSS rule operation is encoded as follows:

	Bits

	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	Add or replace ATSSS rule

	0
	0
	0
	0
	0
	0
	1
	0
	
	Delete ATSSS rule

	All other values are spare.

	

	If Add ATSSS rule is indicated, the ATSSS rule with identity as indicated in ATSSS rule ID is added to the set of ATSSS rules with contents as indicated in the following octets of the ATSSS rule parameter. If an ATSSS rule with the same ATSSS rule ID exists in the set of ATSSS rule, the old rule is replaced with the new ATSSS rule. If Delete ATSSS rule is indicated, the ATSSS rule with identity as indicated in the ATSSS rule ID parameter is deleted from the set of ATSSS set of rules. Octets a+5 and onwards of the ATSSS rule parameter are then ignored. If no ATSSS rule with identity as indicated in the ATSSS rule ID parameter exists in the set of ATSSS rules, the Delete ATSSS rule operation is successful without changes to the set of ATSSS rules.

	

	Precedence value of an ATSSS rule (octet a+5)

	The precedence value of an ATSSS rule field shall be used to specify the precedence of the ATSSS rule among all ATSSS rules. This field shall include the binary encoded value of the precedence value in the range from 0 to 255 (decimal). The higher the value of the precedence value field, the lower the precedence of the ATSSS rule is.

	

	Traffic descriptor (octets a+8 to s-4)

	The traffic descriptor field is, as defined in table 5.2.1 in 3GPP TS 24.526 [5], of variable size and contains a variable number (at least one) of traffic descriptor components (NOTE 3). Each traffic descriptor component shall be encoded as a sequence of one octet traffic descriptor component type identifier and a traffic descriptor component value field. The traffic descriptor component type identifier shall be transmitted first.

	

	Traffic descriptor component type identifier

Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	Match-all type

	0
	0
	0
	0
	1
	0
	0
	0
	
	OS Id + OS App Id type (NOTE 1)

	0
	0
	0
	1
	0
	0
	0
	0
	
	IPv4 remote address type

	0
	0
	1
	0
	0
	0
	0
	1
	
	IPv6 remote address/prefix length type

	0
	0
	1
	1
	0
	0
	0
	0
	
	Protocol identifier/next header type

	0
	1
	0
	1
	0
	0
	0
	0
	
	Single remote port type

	0
	1
	0
	1
	0
	0
	0
	1
	
	Remote port range type

	0
	1
	0
	1
	0
	0
	1
	0
	
	IP 3 tuple type

	0
	1
	1
	0
	0
	0
	0
	0
	
	Security parameter index type

	0
	1
	1
	1
	0
	0
	0
	0
	
	Type of service/traffic class type

	1
	0
	0
	0
	0
	0
	0
	0
	
	Flow label type

	1
	0
	0
	0
	0
	0
	0
	1
	
	Destination MAC address type

	1
	0
	0
	0
	0
	0
	1
	1
	
	802.1Q C-TAG VID type

	1
	0
	0
	0
	0
	1
	0
	0
	
	802.1Q S-TAG VID type

	1
	0
	0
	0
	0
	1
	0
	1
	
	802.1Q C-TAG PCP/DEI type

	1
	0
	0
	0
	0
	1
	1
	0
	
	802.1Q S-TAG PCP/DEI type

	1
	0
	0
	0
	0
	1
	1
	1
	
	Ethertype type

	1
	0
	0
	0
	1
	0
	0
	0
	
	DNN type

	1
	0
	0
	1
	0
	0
	0
	1
	
	Destination FQDN

	1
	0
	0
	1
	0
	0
	1
	0
	
	Regular expression

	1
	0
	1
	0
	0
	0
	0
	0
	
	OS App Id type

	All other values are spare. If received they shall be interpreted as unknown.

	

	Length of access selection descriptor (octet s-3)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	1
	1
	
	If the steering mode is smallest delay

	0
	0
	0
	0
	0
	1
	0
	0
	
	If the steering mode is not smallest delay

	All other values are spare.

	

	Steering functionality (octet s-2)

	The steering functionality field shall be encoded by one octet (octet s-2) as follows

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	UE's supported steering functionality (NOTE 2)

	0
	0
	0
	0
	0
	0
	1
	0
	
	MPTCP functionality

	0
	0
	0
	0
	0
	0
	1
	1
	
	ATSSS-LL functionality

	All other values are spare.

If the UE does not support the received encoded steering functionality in the ATSSS rule, the UE shall ignore the ATSSS rule.

	

	Steering mode (octet s-1)

	The steering mode descriptor field shall be encoded by one octet (octet s-1) as follows:

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	Active-standby

	0
	0
	0
	0
	0
	0
	1
	0
	
	Smallest delay

	0
	0
	0
	0
	0
	0
	1
	1
	
	Load balancing

	0
	0
	0
	0
	0
	1
	0
	0
	
	Priority based

	All other values are spare.

	

	Steering mode information (octet s)

	If the steering mode is defined as active-standby, octet s shall be defined as follows:

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	Active 3GPP and no standby

	0
	0
	0
	0
	0
	0
	1
	0
	
	Active 3GPP and non-3GPP standby

	0
	0
	0
	0
	0
	0
	1
	1
	
	Active non-3GPP and no standby

	0
	0
	0
	0
	0
	1
	0
	0
	
	Active non-3GPP and 3GPP standby

	All other values are spare.

	

	If the steering mode is defined as smallest delay, octet s shall not be encoded.

	

	If the steering mode is defined as load balancing, octet s shall be encoded to show the percentage of the SDF traffic transmitted over 3GPP access and non-3GPP access as follows:

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	100% over 3GPP and 0% over non-3GPP

	0
	0
	0
	0
	0
	0
	1
	0
	
	90% over 3GPP and 10% over non-3GPP

	0
	0
	0
	0
	0
	0
	1
	1
	
	80% over 3GPP and 20% over non-3GPP

	0
	0
	0
	0
	0
	1
	0
	0
	
	70% over 3GPP and 30% over non-3GPP

	0
	0
	0
	0
	0
	1
	0
	1
	
	60% over 3GPP and 40% over non-3GPP

	0
	0
	0
	0
	0
	1
	1
	0
	
	50% over 3GPP and 50% over non-3GPP

	0
	0
	0
	0
	0
	1
	1
	1
	
	40% over 3GPP and 60% over non-3GPP

	0
	0
	0
	0
	1
	0
	0
	0
	
	30% over 3GPP and 70% over non-3GPP

	0
	0
	0
	0
	1
	0
	0
	1
	
	20% over 3GPP and 80% over non-3GPP

	0
	0
	0
	0
	1
	0
	1
	0
	
	10% over 3GPP and 90% over non-3GPP

	0
	0
	0
	0
	1
	0
	1
	1
	
	0% over 3GPP and 100% over non-3GPP

	All other values are spare

	

	If the steering mode is defined as priority-based, octet s shall be encoded as:

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	3GPP is high priority access

	0
	0
	0
	0
	0
	0
	1
	0
	
	non-3GPP is high priority access

	All other values are spare.

	

	NOTE 1:
For "OS Id + OS App Id type", the traffic descriptor component value field does not specify the OS version number or the version number of the application.

	NOTE 2:
This value shall be set by the SMF if the UE supports only one steering functionality. The SMF knows the UE's supported steering functionality during the MA PDU session establishment.

	NOTE 3:
Traffic descriptor components of an ATSSS rule are not required to be the same as the traffic descriptor components, defined in table 5.2.1 in 3GPP TS 24.526 [5].


*** End of changes ***
