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*  *  *  *  *  FIRST CHANGE  *  *  *  *  *
[bookmark: _Toc20155737][bookmark: _Toc27500892][bookmark: _Toc36049017][bookmark: _Toc45209780][bookmark: _Toc51860605][bookmark: _Toc59211929]7.2.1	SIP REGISTER request for service authorisation
Use of the SIP REGISTER method to request MCPTT service authorisation requires that the IMS server support third party registration. Since third party registration is optional, the procedure of this subclause is optional.
When the MCPTT client performs SIP registration for service authorisation using the SIP REGISTER method the MCPTT client shall follow the user authentication procedure as described in 3GPP TS 24.482 [49].
If a valid MCPTT access token cannot be obtained, the MCPTT client:
1.	should notify the user; and
2.	shall skip the rest of this procedure.
The MCPTT client shall perform the registration procedures as specified in 3GPP TS 24.229 [4] and.
The MCPTT client shall include the following media feature tags in the Contact header field of the SIP REGISTER request:
1)	the g.3gpp.mcptt media feature tag; and
2)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt".
NOTE 1:	If the MCPTT client logs off from the MCPTT service but the MCPTT UE remains registered the MCPTT UE performs a re-registration as specified in 3GPP TS 24.229 [4] without both the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP REGISTER request.
If the MCPTT client supports MCPTT service continuity, then the MCPTT client shall follow the IMS registration procedures for PS to PS service continuity as specified in subclause 6.2.2 of 3GPP TS 24.237 [58].
If the MCPTT client, upon performing SIP registration:
1)	has successfully finished the user authentication procedure as described in 3GPP TS 24.482 [49];
2)	has available an access-token;
3)	based on implementation decides to use SIP REGISTER for service authorization;
41)	confidentiality protection is disabled as specified in subclause 6.6.2.3.1; and
52)	integrity protection is disabled as specified in subclause 6.6.3.3.1;
then the MCPTT client shall include in the SIP REGISTER request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in Annex F.1 with:
1)	the <mcptt-access-token> element set to the value of the access token received during the user authentication procedures; and
2)	the <mcptt-client-id> element set to the value of the MCPTT client ID of the originating MCPTT client.
NOTE 2:	the access-token contains the MCPTT ID of the user.
If the MCPTT client, upon performing SIP registration:
1)	has successfully finished the user authentication procedure as described in 3GPP TS 24.482 [49];
2)	has an available access-token;
3)	based on implementation decides to use SIP REGISTER for service authorization; and
41)	either confidentiality protection is enabled as specified in subclause 6.6.2.3.1 or integrity protection is enabled as specified in subclause 6.6.3.3.1;
then the MCPTT client:
1)	shall include an application/mikey MIME body with the CSK as MIKEY-SAKKE I_MESSAGE as specified in 3GPP TS 33.180 [78] in the body of the SIP REGISTER request;
2)	if confidentiality protection is enabled as specified in subclause 6.6.2.3.1, shall include in the body of the SIP REGISTER request, an application/vnd.3gpp.mcptt-info+xml MIME body with the following clarifications:
a)	shall encrypt the received access-token using the client server key (CSK) and include the <mcptt-access-token> element set to the encrypted access-token, as specified in subclause 6.6.2.3.3; and
b)	shall encrypt the MCPTT client ID of the originating MCPTT client and include the <mcptt-client-id> element set to the encrypted MCPTT client ID;
3)	if confidentiality protection is disabled as specified in subclause 6.6.2.3.1, shall include an application/vnd.3gpp.mcptt-info+xml MIME body as defined in Annex F.1 with:
a)	the <mcptt-access-token> element set to the value of the access token received during the user authentication procedures; and
b)	the <mcptt-client-id> element set to the value of the MCPTT client ID of the originating MCPTT client; and
4)	if integrity protection is enabled as specified in subclause 6.6.3.3.1, shall use the CSK to integrity protect the application/vnd.3gpp.mcptt-info+xml MIME body by following the procedures in subclause 6.6.3.3.3.
[bookmark: _Toc20155738][bookmark: _Toc27500893][bookmark: _Toc36049018][bookmark: _Toc45209781][bookmark: _Toc51860606][bookmark: _Toc59211930]The MCPTT client shall send the SIP REGISTER request per 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the above SIP REGISTER request, the MCPTT client:
1)	may notify the MCPTT user of the successful MCPTT registration.
NOTE 3:	Reception of a SIP 200 (OK) does not rule out the possibility that the third party registration may fail, since the SIP core will attempt third party registration with the MCPTT server after the SIP 200 (OK) message has been sent to the MCPTT client per 3GPP TS 33.180 [78] subclause 5.1.3.2.2. If the MCPTT client detects problems with the MCPTT registration, registration can be reattempted.
Upon receiving a SIP 3xx, SIP 4xx, or SIP 5xx response to the above SIP REGISTER request, the MCPTT client:
1)	should notify the MCPTT user of the unsuccessful MCPTT registration; and
2)	shall consider that MCPTT registration has not been successful.
*  *  *  *  *  NEXT CHANGE  *  *  *  *  *
7.2.1AA	SIP REGISTER request without service authorisation
When the MCPTT client performs SIP registration without service authorisation the MCPTT client shall perform the registration procedures as specified in 3GPP TS 24.229 [4].
The MCPTT client shall include the following media feature tags in the Contact header field of the SIP REGISTER request:
1)	the g.3gpp.mcptt media feature tag; and
2)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt".
NOTE:	If the MCPTT client logs off from the MCPTT service but the MCPTT UE remains registered the MCPTT UE performs a re-registration as specified in 3GPP TS 24.229 [4] without both the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP REGISTER request.
If the MCPTT client supports MCPTT service continuity, then the MCPTT client shall follow the IMS registration procedures for PS to PS service continuity as specified in subclause 6.2.2 of 3GPP TS 24.237 [58].
[bookmark: _Toc20155739][bookmark: _Toc27500894][bookmark: _Toc36049019][bookmark: _Toc45209782][bookmark: _Toc51860607][bookmark: _Toc59211931]The MCPTT client shall send the SIP REGISTER request per 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the above SIP REGISTER request, the MCPTT client:
1)	may notify the MCPTT user of the successful IMS registration.
Upon receiving a SIP 3xx, SIP 4xx, or SIP 5xx response to the above SIP REGISTER request, the MCPTT client:
1)	may notify the MCPTT user of the unsuccessful IMS registration; and
2)	shall consider that IMS registration has not been successful.
*  *  *  *  *  NEXT CHANGE  *  *  *  *  *
[bookmark: _Toc20155740][bookmark: _Toc27500895][bookmark: _Toc36049020][bookmark: _Toc45209783][bookmark: _Toc51860608][bookmark: _Toc59211932]7.2.2	SIP PUBLISH request for service authorisation and MCPTT service settings
Support of the SIP PUBLISH method is required of the IMS core per 3GPP TS 24.229 [4]. Since third party registration is optional for the SIP core and thus the SIP REGISTER method to obtain service authorisation is also optional, support of the procedure of this subclause is required for the MCPTT client to provide interoperability between the MCPTT client and different MCPTT systems.
[bookmark: _Hlk67395559]If based on implementation the MCPTT client decides to useWhen SIP PUBLISH is used by the MCPTT clientfor MCPTT server settings to also perform service authorization, if a valid MCPTT access token is not already available, the MCPTT client shall first follow the user authentication procedure as described in 3GPP TS 24.482 [49] to obtain an MCPTT access token. and
If the MCPTT client is not successful in obtaining an MCPTT access token, the MCPTT client:
1.	should notify the user; and
2.	shall skip the rest of this procedure.
1)	has successfully finished the user authentication procedure as described in 3GPP TS 24.482 [49]; and
2)	has available an access-token;
If a valid MCPTT access token is available, then the MCPTT client:
1)	shall perform the procedures in subclause 7.2.1A;
2)	if confidentiality protection is disabled as specified in subclause 6.6.2.3.1 and integrity protection is disabled, shall include in the body of the SIP PUBLISH request, an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1 with the <mcptt-access-token> element set to the value of the access token received during the user authentication procedures;
3)	if either confidentiality protection is enabled as specified in subclause 6.6.2.3.1 or integrity protection is enabled as specified in subclause 6.6.3.3.1 shall include an application/mikey MIME body with the CSK as MIKEY-SAKKE I_MESSAGE as specified in 3GPP TS 33.180 [78] in the body of the SIP PUBLISH request;
4)	if confidentiality protection is enabled as specified in subclause 6.6.2.3.1, shall include in the body of the SIP PUBLISH request an application/vnd.3gpp.mcptt-info+xml MIME body with:
a)	the <mcptt-access-token> element set to the received access-token encrypted using the CSK, as specified in subclause 6.6.2.3.3; and
b)	the <mcptt-client-id> element set to the encrypted MCPTT client ID of the originating MCPTT client, as specified in subclause 6.6.2.3.3;
5)	if confidentiality protection is disabled as specified in subclause 6.6.2.3.1, shall include in the body of the SIP PUBLISH request, an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1 with:
a)	the <mcptt-access-token> element set to the value of the access token received during the user authentication procedures in the body of the SIP PUBLISH request; and
b)	the <mcptt-client-id> element set to the value of the MCPTT client ID of the originating MCPTT client;
6)	shall include an application/poc-settings+xml MIME body containing:
a)	the Answer-Mode Indication setting in the <am-settings> element of the poc-settings event package set to the current answer mode setting ("auto-answer" or "manual-answer") of the MCPTT client according to IETF RFC 4354 [55]; and
b)	the <selected-user-profile-index> element as defined in subclause 7.4.1.2.2 set to the value contained in the "user-profile-index" attribute of the selected MCPTT user profile as defined in 3GPP TS 24.484 [50]; and
7)	if integrity protection is enabled as specified in subclause 6.6.3.3.1, shall use the CSK to integrity protect the application/vnd.3gpp.mcptt-info+xml MIME body and application/poc-settings+xml MIME body by following the procedures in subclause 6.6.3.3.3.
The MCPTT client shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].
[bookmark: _Toc20155741][bookmark: _Toc27500896][bookmark: _Toc36049021][bookmark: _Toc45209784][bookmark: _Toc51860609][bookmark: _Toc59211933]Upon receiving a SIP 200 (OK) response to the above SIP PUBLISH request, the MCPTT client:
1)	may notify the MCPTT user of the successful MCPTT registration.
Upon receiving a SIP 3xx, SIP 4xx, or SIP 5xx response to the above SIP PUBLISH request, the MCPTT client:
1)	should notify the MCPTT user of the unsuccessful MCPTT registration; and
2)	shall consider that MCPTT registration has not been successful.
[bookmark: _Toc20155742][bookmark: _Toc27500897][bookmark: _Toc36049022][bookmark: _Toc45209785][bookmark: _Toc51860610][bookmark: _Toc59211934]*  *  *  *  *  NEXT CHANGE  *  *  *  *  *
7.2.4	Determination of MCPTT service settings
In order to discover MCPTT service settings of another MCPTT client of the same MCPTT user or to verify the currently active MCPTT service settings of this MCPTT client, the MCPTT client shall generate an initial SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26], and IETF RFC 4354 [55].
In the SIP SUBSCRIBE request, the MCPTT client:
1)	shall set the Request-URI to the public service identity identifying the originating participating MCPTT function serving the MCPTT user;
2)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall include the <mcptt-request-uri> element set to the MCPTT ID of the MCPTT user;
3)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];
4)	shall set the Event header field to the 'poc-settings' value;
5)	shall include an Accept header field containing the "application/poc-settings+xml" MIME type;
6)	if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295; and
NOTE 1:	4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].
7)	if the MCPTT client wants to fetch the current state only, shall set the Expires header field according to IETF RFC 6665 [26], to zero.
In order to re-subscribe or de-subscribe, the MCPTT client shall generate an in-dialog SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26], IETF RFC 4354 [55]. In the SIP SUBSCRIBE request, the MCPTT client:
1)	shall set the Event header field to the 'poc-settings' value;
2)	shall include an Accept header field containing the "application/poc-settings+xml" MIME type;
3)	if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295; and
NOTE 2:	4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].
4)	if the MCPTT client wants to de-subscribe, shall set the Expires header field according to IETF RFC 6665 [26], to zero.
The MCPTT client shall send the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4].
Upon receiving a SIP NOTIFY request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26] and IETF RFC 4354 [55], that contains an application/poc-settings+xml MIME body the MCPTT client shall cache:
1)	the <am-settings> element of the poc-settings+xml MIME body for each MCPTT client identified by the "id" attribute according to IETF RFC 4354 [55] as the current Answer-mode indication of that MPCTT client; and
2)	the <selected-user-profile-index> element of the poc-settings+xml MIME body for each MCPTT client identified by the "id" attribute according to IETF RFC 4354 [55] as the active MCPTT service user profile of that MCPTT client.
*  *  *  *  *  END CHANGES  *  *  *  *  *


