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1. Introduction
The pCR presents the text proposal for the evaluation section of KI#3 ‘Indication of accessibility from other PLMNs without Disaster Condition to the UE’ in 24.811
2. Reason for Change
Evaluation for KI#3 is not yet agreed in 24.811.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811 v1.0.0.
* * * First Change * * * *

7.X Evaluation for Key Issue #3

Editor’s Note: Updates to evaluation are possible. 

The solutions for this key issue can be classified into 5 categories as below: 

Category A: Pre-provisioned information before disaster condition 

Solution #11 proposes Disaster Roaming Service (DRS)-supported PLMN list. This is a list of PLMNs where disaster roaming is allowed for the UE. The list is provisioned and kept up-to-date by a PLMN (say PLMN D), before disaster occurs, using NAS signalling. If the list does not contain all the forbidden PLMNs in the country of the serving PLMN, there is no guarantee that a PLMN in the DRS-supported PLMN list will actually provide the disaster roaming service when the disaster condition starts applying for the serving PLMN. Solution#11 also requires that NG-RAN cell of PLMN that provides disaster roaming shall broadcast the list of PLMNs for which disaster roaming is offered (similar to Solution #13). The UE determines the accessibility of the PLMN without Disaster Condition based on a combination of broadcast information (list of PLMNs) and Disaster Roaming Service (DRS)-supported PLMN list provided to UE in security protected signalling. This solution requires that PLMN with Disaster Condition performs notification of applicability of Disaster Condition and of disaster area to one or more PLMNs which have been configured in DRS-supported PLMN list of at least one UE of PLMN with Disaster Condition located in the disaster area and that at least one of those PLMNs having at least one functioning NG-RAN node offer disaster roaming to the UEs of PLMN with Disaster Condition. Sol#11 also enables PLMN D to provide the UE with the DRS-supported PLMN list over non-3GPP access at time of Disaster Condition applying to PLMN D. However, this is limited to scenarios for example, when the UE supports non-3GPP access and is in coverage of a non-3GPP access. 

Solution #15  introduces "List of PLMNs to be used in disaster condition" to be provisioned by the serving PLMN prior to a disaster condition. The pre-provisioning can be in the USIM, stored in the ME or provided over NAS signalling. UE relies on indication from system information for identifying whether a PLMN offers disaster roaming, which are always sent without ciphering or integrity protection. This solution requires that PLMN with Disaster Condition performs notification of applicability of Disaster Condition and of disaster area to all PLMNs which has been configured in "List of PLMNs to be used in disaster condition" of at least one UE of PLMN with Disaster Condition located in the disaster area and that all those PLMNs having at least one functioning NG-RAN node in the disaster area offer disaster roaming to the UEs in disaster area. The provisioning of “List of PLMNs to be used in disaster condition” is performed using NAS signalling, which can be integrity protected if the authentication has been successful. 
The “List of PLMNs to be used in disaster condition” applicable to the UE can also be provided by a PLMN without Disaster Condition, during a rejected registration in that PLMN but only if the following conditions are satisfied: 

i). PLMN with Disaster Condition provides the “List of PLMNs to be used in disaster condition” to the PLMNs without Disaster Condition, 
ii). the PLMN with Disaster Condition trusts the PLMNs without Disaster Condition to provide the “List of PLMNs to be used in disaster condition” to the UE without changes, 
iii). the UE selects and attempts to register in the PLMN without Disaster Condition (i.e. manual PLMN selection is used, the PLMN without Disaster Condition is not in the UE's list of forbidden PLMNs or the PLMN without Disaster Condition is in UE's “List of PLMNs to be used in disaster condition”),  
iv). the UE is successfully authenticated in the PLMN without Disaster Condition and
v). the PLMN without Disaster Condition activates integrity protection of the NAS messages.
In these two solutions, UE makes use of a pre-provisioned list of PLMNs to (prioritise and) select a PLMN offering disaster roaming. The pre-provisioned list can also be provisioned over NAS signalling. It is possible in certain scenarios that all PLMNs in the pre-provisioned list are damaged by the same disaster - in such a case, even if PLMN D negotiates after disaster with another PLMN to provide the disaster roaming (called PLMN Az) to UEs of PLMN D, the UEs of PLMN D will be unable to select PLMN Az. If the list contains all forbidden PLMNs in the country of the serving PLMN, the list can be long.
Solution #16:  Pre-provisioned disaster roaming access identities

This solution addresses whole of KI#3 and part of KI#7. The solution proposes use of new access identities (in addition to Access Identity 3) provisioned by the network to be used by the UEs  at the time of disaster roaming. The PLMNs offering disaster roaming for a certain access identity is required to set the corresponding bit in uac-BarringForAccessIdentity to indicate that a UE that has chosen that access identity is allowed to select the PLMN. The information is provided by HPLMN, so when the UE roams, the HPLMN needs to provide the access identities appropriate for the visited country. Solution requires a PLMN offering disaster roaming to accept disaster inbound roamers which use access identity for which the bit in the uac-BarringForAccessIdentity is set to zero, from any PLMN with disaster condition in a given disaster area. Setting a bit corresponding to an access identity to zero implies that network can provide access without subject to barringFactor to UEs using that Access Identity.
Category B: System information broadcast at the time of disaster condition

Sol#13  identifies the information to be broadcast by the PLMN offering disaster roaming (a disaster roaming PLMN List). This solution requires that PLMN with Disaster Condition performs notification of applicability of Disaster Condition and of disaster area to one or more PLMNs which can provide disaster roaming in the area, those PLMNs being selected by the PLMN with Disaster Conditon, and that at least one of those PLMNs having at least one functioning NG-RAN node in the disaster area offering disaster roaming to the UEs in disaster area.  

Sol#12 proposes similar information as in Sol#13 and additionally proposes a split of the information in various SIB messages. This solution requires that PLMN with Disaster Condition performs notification of applicability of Disaster Condition and of disaster area to one or more PLMNs which can provide disaster roaming in the area, those PLMNs being selected by the PLMN with Disaster Conditon, and that at least one of those PLMNs having at least one NG-RAN node in the disaster area offering disaster roaming to the UEs in disaster area.
These solutions are similar in content of broadcast information they are proposing.  Sol#12 had additional analysis on how the information could be split in various SIB messages to limit the impact from new system information broadcast to disaster roamers. For PLMN selection, UE relies on information from system information messages which are always sent without ciphering or integrity protection.
Category C:  PWS broadcast at the time of disaster condition 

Sol#14  proposes a new PWS message in the PLMN providing disaster roaming to inform UEs. The PWS message indicates a list of PLMNs for which disaster roaming is offered. This solution requires that PLMN with Disaster Condition performs notification of applicability of Disaster Condition and of disaster area to CBE and CBE notifies one or more PLMNs which can provide disaster roaming in the area, those PLMNs being selected by CBE, and that at least one of those PLMNs having at least one NG-RAN node in the disaster area offering disaster roaming to the UEs in disaster area. The PWS SIB broadcast has to continue for the duration the PLMN is offering disaster roaming. This implies that all UEs (own subscribers and non-disaster roamers) are required to read the PWS SIB, which is an existing requirement. 
Category D: Dynamic sharing of RAN

Sol#10:  proposes the concept of dynamic shared RAN. In this solution, UE finds the PLMN it is interested in (HPLMN or VPLMN) as one of the shared PLMNs in another cell. This solution requires that all PLMNs have a redundant N2 and N3 link with another NG-RAN node providing overlapping coverage in areas where disaster roaming service has to be offered. This implies the following: 

- NG-RAN node of PLMN without Disaster Condition needs to know AMF(s), of PLMN where the Disaster Condition might happen in future, serving the area of the NG-RAN node to setup the N2 connection to appropriate AMF.

- AMF of PLMN with Disaster Condition needs to know which area the RAN nodes, of PLMN without Disaster Condition, serve to trigger appropriate RAN nodes to become shared RAN nodes 

Category E: Provisioning of information over non-3GPP AN at the time of disaster 
Parts of solution#11, solution#1 and solution#2 (Methods 1, 2 and 3) address Key Issue#3 in a similar way. These solutions propose that a list of PLMNs which provide disaster roaming can be provided over non-3GPP access network by the PLMN with disaster condition or the PLMN without disaster condition at the time of disaster. However, this is limited to scenarios, for example, when the UE and the PLMN support non-3GPP access and UE is in 5GMM-CONNECTED mode over non-3GPP access. 
Additionally solution#2 Method 4 specifies a way in which TNAP of PLMN with disaster condition or PLMN without disaster condition informs UE about the PLMN(s) that provide disaster roaming. This is applicable in cases where UE is in coverage of an AP that supports ANQP. The advertise messages may not be ciphered or may not be integrity protected if the UE receives this in pre-associated state. 
Observation 1: 
Category A solutions depend on UEs being pre-configured with information required for disaster roaming (List of PLMNs for disaster roaming in Solution#11 and Solution#15 / Access Identities allocated for disaster roaming in Solution#16). This category of solutions exclude UEs from performing disaster roaming when they do not have pre-configuration information or when the pre-configured information is no longer valid. 
Observation 2: 

Category B solutions depend only on SIB broadcast messages for informing UEs about PLMNs offering disaster roaming. This category of solutions offer more flexibility to the PLMNs to react according to the current disaster situation than Category A solutions where each UE has to be provided updated configurations.      
Editor’s Note: The evaluation of Category B solutions may need to be updated based on the feedback from SA3 about security recommendations and RAN2 feedback about using broadcast information for accessibility indication for disaster roaming.

Observation 3: 

Category C solution is limited by support of PWS functionality in both PLMN and UE. 
Observation 4:

Category D solution requires that AMF in PLMNs create, test and maintain redundant N2 and N3 links with at least one another NG-RAN node providing overlapping coverage. 
Observation 5: 

Category E solutions apply to networks and UEs that support non-3GPP access.
* * * End of Changes * * * *

