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2. Reason for Change
For solution 38 it is captured that in addition to the primary target of the solution to limit the registration attempts to the PLMN without Disaster condition, also the issue to efficiently prevent congestion on the 5GSM level is met. This is correct as 5GSM load is only generated after a registration attempt is accepted, and if accepted registations are controlled to a manageable level, the properly dimensioned network will keep 5GSM load on a manageable level.
However, this beneficial effect on 5GSM load is not only applicable to solution 38, but to any solution that efficiently limits UE registation attempts and network accepting registation attempts. It is therefore proposed to capture the general applicability of this aspect of solution 38.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811.
* * * Change * * *
6.38.1
Description

Within UAC-BarringInfoSet, an NG-RAN node can include barring factor for Access Identity 3.

During the access barring check, if the UE NAS layer provides Access Identity 3 to the UE RRC layer together with an access category, the UE RRC layer decides whether the access attempt is allowed or not based on the value of the barring factor for Access Identity 3 associated with the access category and a random number drawn if none of the bit(s) for other access identity(ies) in uac-BarringForAccessIdentity is set to zero.

Editor's note:
The change in the UAC-BarringInfoSet proposed in this solution is subject to RAN2 agreement.

The 5GSM level congestion can be prevented by properly setting the values of the barring factor for Access Identity 3 each of which is associated with an access category. For example, if access attempts of disaster inbound roamers related to DNN X should be reduced, the barring factor for Access Identity 3 associated with an operator-defined access category for DNN X can be adjusted.
NOTE:
All solutions, not only solution 38, that limit requests from Disaster Inbound Roamers on a protocol layer below 5GSM, efficiently prevent congestion on the 5GSM level that can be caused by 5GSM signalling generated by Disaster Inbound Roamers.
