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2. Reason for Change
Evalution of solutions and conclusion for key issue #7 is missing.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811.
* * * Change * * *
7.7
Evaluation on solutions of Key Issue #7
7.7.1 General
Key issue #7, Prevention of signalling overload in PLMNs without Disaster Condition, consists of several subtopics to study and no solution claims to address all of these. The solutions proposed are based on different principles where there are some differ in detail whereas the general principle is the same. The solutions that address Key issue are evaluated in the following groups:
1. Solution that depend on non-3GPP access;

2. Solutions that depend on UAC;
3. Solutions that depend on CN response to an UE request;

4. Solutions that depend on AS handling;

5. Solutions that depend on preprovisioning of the UE

6. Solutions that address 5GSM congestion.
7.7.2 Solution that depend on non-3GPP access
Solution #1 is the only solution that depends on non-3GPP access to address Key issue #7.
Solution #1 provides a solution for key issue #7 (“How to stagger the arrival of UEs in the PLMNs without Disaster Condition” when:

a)
the UE is in coverage of a non-3GPP access;
b)
the UE is registered to the same AMF over 3GPP and non-3GPP access when the Disaster Condition occurs; and
c)
the UE is in 5GMM-CONNECTED mode over the non-3GPP access when the Disaster Condition occurs.

Solution #1 does not require the UE to perform actions when the UE is out-of-coverage of serving PLMN in 3GPP access and Disaster Condition does not apply to the serving PLMN.
Solution #1 provides a wait timer allocated by the PLMN with Disaster Condition that delays an initial access attempt to a PLMN without Disaster Conditiuon.
Given that the Disaster Condition impacts 3GPP access only (as "The network functions except one or more RAN nodes of the PLMN with Disaster Condition can be assumed to be still operational. One or more RAN nodes of the PLMN with Disaster Condition are non-operational."), UEs impacted by the Disaster Condition support 3GPP access and can but do not have to support non-3GPP access. Thus, informing the UE about a Disaster inbound roaming wait timer:

-
via 3GPP access will enable all UEs impacted by the Disaster Condition to delay Disaster inbound roaming access attempt, subject to availabity of coverage of a PLMN in 3GPP access; and

-
via non-3GPP access will enable a subset of UEs impacted by the Disaster Condition only (i.e. UEs supporting 3GPP access and non-3GPP access only) to delay Disaster inbound roaming access attempt, subject to availabity of non-3GPP access and availablity of a network support for non-3GPP access.

7.7.3 Solutions that depend on UAC

Solutions #16, #38, #40 and #42 depend on UAC and updates of UAC to address Key issue #7.
Solution #16 provides a solution for key issue #7 (“share the load as evenly as possible between the PLMNs without Disaster Condition” and “How to use new Access Identity 3”) when:

a)
the UE is provisioned with specific access identities (preprovisioning, HPLMN signalling, VPLMN signalling);
b)
Disaster Condition applies in serving PLMN; and
c)
PLMN without Disaster Condition allows access for specific access identities.

Solution #16 relies on introducing a range of UAC access identities for Disaster roaming agreed in SA1.
Solution #38 provides a solution for key issue #7 (efficiently prevent Disaster Inbound Roamers from attempting registration and efficiently prevent congestion on the 5GSM level) when:

a)
RAN activates UAC for AI3 with additional barring factor information; and
b)
UE determines if access is not allowed based on Access Category and barring factor evaluation.
Solution #38 relies on introducing barring factor for AI3, which is RAN2 area.

Solution #38 also provides a solution for congestion on 5GSM level by reducing rate of accepted Disaster inbound roamers and this part is handled in 7.7.7.

Solution #40 provides a solution for key issue #7 (efficiently prevent Disaster Inbound Roamers from attempting registration) when:

a)
RAN activates UAC for AI3 with additional Offset factor; and
b)
the UE calculates its barring factor based on broadcast offset and own Access Category.
Solution #40 relies on introducing new UAC barring information which is RAN area.

Solution #42 provides a solution for key issue #7 (stagger the arrival of UEs in the PLMNs without Disaster Condition, use new Access Identity 3 and efficiently prevent Disaster Inbound Roamers from attempting registration) when:

a)
RAN broadcasts UAC-BarringInfoSet for the new access category; and
b)
the UE attempts registration using AI3 and the new access category.
Solution 42 further specifies use of existing congestion control mechanisms for access attempts that are allowed by UAC.

Solution #42 relies on a new access category agreed SA1.

Solutions #16 and #42 rely on introducing new UAC access identities (Solution #16) and a new access category (Solution #42), that need SA1 agreement.
Solutions #38 and #40 rely on new barring information being introduced and broadcast by RAN, that need RAN2 agreement.

Editor’s Note:
Given that agreement in SA1 or RAN2 is needed to progress any of the solutions in this group, final evaluation can only be done once such feedback is received.

7.7.4 Solution that depend on CN response

Solution #36 is the only solution that depend on CN response to a UE request to address Key issue #7.
Solution #36 provides a solution for key issue #7 (Prevention of signalling overload in PLMNs without Disaster Condition) when:

a)
5GMM request is sent by Disaster roaming UE; and
b)
AMF rejects the request with new cause value and optional back-off timer.
Solution #36 relies on AMF load assessment for Disaster roamers and UEs either searching for new PLMN or delays access re-attempt.

7.7.5 Solutions that depend on AS handling

Solutions #37 and #50 depend on handling and modification of AS to address Key issue #7.
Solution #37 provides a solution for key issue #7 (PLMN without Disaster Condition to efficiently prevent Disaster Inbound Roamers from attempting registration) when:

a)
Disaster roaming UE attempts access using a specific RRC establishment cause;
b)
CN indicates Overload with back-off to RAN; and
c)
RAN rejects access attempt with back-off timer.

Editor’s Note:
Solution #37 relies on a new RRC establishment cause with back-off for Disaster roaming UE to delay access re-attempt which is RAN area.
Solution #50 provides a solution for key issue #7 (efficiently prevent congestion on the 5GSM level) when:

a)
the UE indicates on RRC level of Disaster access attempt; and
b)
RAN selects specific AMF(s) based on the new RRC indication.
Solution #50 is unclear why selecting specific AMF(s) for Disaster inbound roamers will prevent congestion on 5GSM level.
Editor’s Note:
Solution #50 relies on a new RRC indication which is RAN area.

Editor’s Note:
Given that agreement in RAN2 is needed to progress any of the solutions in this group, final evaluation can only be done once such feedback is received.

7.7.6 Solutions that depend on UE preprovisioning
Solutions #39, #41, #43 and #53 depend on preprovisioning of the UE before disaster occurs to address Key issue #7.

Solution #39 provides a solution for key issue #7 (distribute the subscribers between the PLMNs without Disaster Condition, stagger the arrival of UEs in the PLMNs without Disaster Condition and efficiently prevent Disaster Inbound Roamers from attempting registration) when:

a)
Disaster roaming assistance information is provisioned at the UE (preconfiguration, HPLMN signalling, VPLMN signalling, PLMN A signalling);
b)
UE can select a PLMN A based on prioritization in DRAI and PLMN A capacity broadcast; and
c)
Wait range is provisioned in DRAI which UE calculation results in Wait time until access attempt.

Solution #39 also includes reject with optional back-off (existing or new CC) at access attempts.
Solution #39 relies on information provisioned at the UE before disaster occurs.

Solution #41 provides a solution for key issue #7 (distribute the subscribers between the PLMNs without Disaster Condition) when:

a)
the UE is provisioned with a prioritized list of PLMN for Disaster roaming; and
b)
a PLMN in the provisioned list is available when the UE needs Disaster roaming.
Solution #41 relies on provisioning of information before disaster occurs.
Solution #41 is unclear how provisioning of information is done (but SoR mechanism seems implied).
Solution #43 provides a solution for key issue #7 (distribute the subscribers of the PLMN with Disaster Condition between the PLMNs and stagger the arrival of UEs in the PLMNs without Disaster Condition) when:

a)
the UE is provisioned with a list of PLMN A’s including priority (preconfig, NAS signalling (HPLMN?) and;
b)
optionally wait timer until first Disaster access attempt (length depending on UE priority).
Solution #43 relies on provisioning information before disaster occurs.
Solution #43 is unclear what is the source of the provisioned information (HPLMN and/or VPLMN).
Solution #53 provides a solution for key issue #7 (stagger the arrival of UEs in the PLMNs without Disaster Condition) when:

a)
the UE is provisioned with a list of potential PLMN A’s (NAS signalling by serving PLMN);
b)
the UE is provisioned with a wait timer value (NAS signalling by serving PLMN); and
c)
the UE calculates time periods during which Disaster access attempts are allowed.

Solution #53 relies on provisioning of information before disaster occurs.

Solutions #39, #41, #43 and #53 are very similar and differ mainly in details on methods to provision the information, structure of the information and how the UE calculates when access attempta are allowed. Solution #41 does not address the staggering aspect, but is similar to the other solutions on the PLMN A prioritization aspect.
Solutions #39, #43 and #53 are unclear how timer values to stragger access attempts are determined, and if done by serving PLMN before disaster or if also based on information from the future PLMN A’s. Preprovisioned timer values for staggering will be estimations of future need to stagger access attempts and do not take actual load in PLMN A’s at disaster. This will result in staggering being either unnecessarily restrictive (delaying access) or not sufficient (creating too high load).
7.7.7 Solutions that address 5GSM congestion

Solutions #38, #54 and #53 addess the 5GSM congestion aspect of Key issue #7.
Solution #38 also addresses the aspect of efficiently prevent Disaster Inbound Roamers from attempting registration  by the use of UAC and this part is covered in 7.7.3. Solution #38 provides a solution for congestion on 5GSM level by reducing rate of accepted Disaster inbound roamers.

NOTE:
This way to address 5GSM congestion is valid for any solution that limits rate and/or number of accepted Disaster inbound roamers on a protocol level below 5GSM but is explicitly spelled out only for Solution #38.

Solution #54 provides a solution for key issue #7 (efficiently prevent congestion on the 5GSM level) when:

a)
the AMF sets a maximum number of PDU sessions for Disaster inbound roamers;
b)
the AMF optionally provides a timer when the restriction applies; and
c)
the UE does not request establishment of more PDU sessions than allowed.

Solution #54 only mentions OAM as possible source of setting limit and timer and is unclear if other options are possible.
Solution #54 implies that limitations in PDU session release and re-establishment and PLMN reselection applies when number of PDU sessions is limited, but no details are provided.
Solution #55 provides a solution for key issue #7 (efficiently prevent congestion on the 5GSM level) when:

a)
the UE being a Disaster inbound roamer is used as trigger for existing 5GSM congestion control mechanisms.

Solution #55 relies on AMF and/or SMF is aware of UEs being Disaster inbound roamers.
Solution #38 does not introduce any new mechanism to handle 5GSM load from Disaster inbound roamers, but determines that 5GSM load is manageable using existing mechanisms as the rate and number of accepted Disaster inbound roamers is controlled at a lower layer. This observation is true for any solution that limits rate and accepted Disaster inbound roamers, either by UE limitation of access attempts, AS throttling or 5GMM throttling.
Solution #55 proposes only minor modifications to existing 5GSM congestion control mechanisms in that the UE property of being a Disaster inbound romer can be taken into account at evaluation of congestion control. If network knowledge of Disaster inbound roamers is added as part of solutions to other Key issues, the use of such knowledge in existing 5GSM congestion control is trivial and may even be solved by implementation without much standardization detail needed. The network can then apply specific thresholds for Disaster inbound roamers, and e.g. apply back-off to these UEs at lower 5GSM load level than non-Disaster inbound roamers.
Given that:
-
Disaster inbound roamers are not expected to show different properties in 5GSM level than PLMN A normal users;

-
5GSM signalling load corresponds to rate and number of accepted UEs on 5GMM level;

-
networks are dimensioned to handle the signalling load from accepted UEs;

-
well proven and functional mechanisms exist to handle temporary high load on 5GSM,
it is reasonable to limit enhacements to adaptation of existing 5GSM congestion control mechanisms to the Disaster inbound roamer use case.
7.7.8 Summary
In the identified groups of solutions the following is evaluated:
-
Solution that depend on non-3GPP access – only one solution relies on non-3GPP access and there are no dependencies to other WGs. Decision on whether this solution should be progressed can be agreed for TR conclusion;
-
Solutions that depend on UAC – all four solutions in this group depend on agreement in other WGs and decision whether to progress any can only be taken once such feedback is available;

-
Solution that depend on CN response - only one solution relies CN response to UE request and there are no dependencies to other WGs. Decision on whether this solution should be progressed can be agreed for TR conclusion;

-
Solutions that depend on AS handling – the two solutions in this group depend on agreement in other WGs and decision whether to progress any can only be taken once such feedback is available;

-
Solutions that depend on UE preprovisioning – the four solutions that rely on UE preprovisioning have no dependencies to other WGs. Decision on whether any solution should be progressed, or possibly a combination of parts of the different solutions, can be agreed for TR conclusion; and
-
Solutions that address 5GSM congestion - the three solutions that address 5GSN congestion have no dependencies to other WGs. Decision on whether any solution should be progressed, can be agreed for TR conclusion.
