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1. Introduction
This pCR attempts to provide an evaluation for a few solutions for KI#4 (Solutions #19 and #20).
2. Reason for Change
Te evaluation highlights a common issue with all of the above mentioned solutions.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811 v1.0.0.
* * * First Change * * * *

X.Y
Evaluation of Solution #19 and Solution #20 for KI #4

Throughout this section, PLMN D is the PLMN with Disaster Condition and PLMN A is the PLMN that accepts Disaster Inbound Roamers.
Looking at the two solutions at high level, we can summarize them as:

· Solution #19 proposes the introduction and use of a new code-point in the “5GS Registration Type”, e.g. “Disaster Roaming”, when the UE sends the Registration Request message to the new NW, i.e. PLMN A. This indication, sent by the UE, is to inform the new NW (PLMN A) that the UE’s request is legitimate one so that the PLMN A would not reject the registration request.
· Solution #20 proposes that the new NW, i.e. PLMN A, will be able to realize that the UE is coming from a PLMN with disaster condition, i.e. PLMN D, either via analyzing the 5G-GUTI, SUCI or a previously selected PLMN indication that the UE shall provide in the Registration Request message. Either one of these three elements is then used by the AMF of PLMN A in order to deduce that the UE is coming from a NW that has experienced disaster condition.
After this, what is common between the two solutions is the fact that the UE’s HPLMN AUSF/UDM, when receiving the request from PLMN A for authentication, can validate that the UE has been in the Disaster area and the AUSF/UDM will then not reject the request to authenticate the UE, even though it may be coming from a forbidden PLMN.
X.Y
Common issue for both Solution #19 and Solution #20 

What both these two solutions fail to provide is a means or mechanism for UE’s HPLMN to be able to verify that this particular UE actually resided in the Disaster Area before it left PLMN D and sent the registration reguest to the AMF of PLMN A. The issue here is that, without a mechanism to sort out where the UE actually was, any UE that was registered in PLMN D can try to register in PLMN A whether or not it was indeed in the area where the disaster occurred. As a consequence, any UE can try to register with PLMN A from anywhere leading to abuse of disaster inbound roaming, which may be costly to UE's HPLMN.
X.Y
Conclusion
Solution #19 and Solution #20 are incomplete and cannot satisfy the verification of the fact that the UE actually resided in the area of disaster prior to registration attempt in PLMN A.
* * * Next Change * * * *
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