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1.  Introduction
In LS RP-210919, RAN stated that:

RAN has discussed the applicability of UAC to the RedCap devices being introduced in Rel-17.
and that:

In addition to legacy UAC being applicable to RedCap devices, there has been discussion in RAN2, with no consensus in RAN, in the possibility of extending UAC to support differentiation between RedCap and non-RedCap UEs, and/or between RedCap UEs with a single receiver branch and those with more than one receiver branch. 

Moreover, RAN asked CT1 to:

provide feedback to TSG RAN and RAN2 regarding such potential extension of UAC in relation to RedCap devices, including whether any RRC impact is expected.
The purpose of this document is to discuss how UAC can be extended for RedCap devices, and to propose a way forward.

2.  Discussion
2.1  New access identities or new access categories?

Extension of UAC can be done in 2 ways:

1) via the creation of one or more new access identities; or

2) via the creation of one or more new access categories

Handling of access identities at the AS layer for the access barring check is specified in TS 38.331 subclause 5.3.14.5 as follows:

5.3.14.5
Access barring check
The UE shall:
1>
if one or more Access Identities are indicated according to TS 24.501 [23], and

1>
if for at least one of these Access Identities the corresponding bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" is set to zero:

2>
consider the access attempt as allowed;

1>
else:

2>
draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;
2>
if 'rand' is lower than the value indicated by uac-BarringFactor included in "UAC barring parameter":

3>
consider the access attempt as allowed;

2>
else:

3>
consider the access attempt as barred;

1>
if the access attempt is considered as barred:

2>
draw a random number 'rand' that is uniformly distributed in the range 0 ≤ rand < 1;

2>
start timer T390 for the Access Category with the timer value calculated as follows, using the uac-BarringTime included in "AC barring parameter":


T390 = (0.7+ 0.6 * rand) * uac-BarringTime.
This can be summed up as follows:
· if one or more bit for the access identities applicable to the device is set to zero in the uac-BarringForAccessIdentity contained in "UAC barring parameter", the access attempt is unconditionally allowed (no access barring check via random number draw)

· if none of the bits for the access identities applicable to the device is set to zero in the uac-BarringForAccessIdentity contained in "UAC barring parameter", the access attempt is subject to the access barring check using a random number draw against the barring factor for the corresponding access category

As can be seen from the above, access identities are intended to provide a binary type of exemption (0 -> access attempt allowed, 1 -> access attempt subject to normal barring check) for special types of users (e.g. UEs configured for MPS, UEs configured for MCS, etc).

In constrast, access categories are intended to provide a “soft” type of access control, with a barring factor and a barring time specific to each access category which can be tuned depending on the load of the network.

Since the purpose of extending UAC for RedCap devices is, according to RAN LS RP-210919, to “support differentiation between RedCap and non-RedCap UEs, and/or between RedCap UEs with a single receiver branch and those with more than one receiver branch”, i.e. to enable prioritizing access attempts of non-RedCap devices over those of RedCap devices, and not to exempt RedCap devices from the access barring check, the use of one or more  new access categories for RedCap devices is more appropriate than the use of one or more new access identities.

A new access category for RedCap devices would enable, for example, blocking access attempts from RedCap devices independently from those of non-RedCap devices. It is to note that the priority of the new access category/categories as compared to those of the existing access categories (e.g. response to paging, emergency) would need to be discussed further.

Conclusion 1: the use of one or more new access categories is more appropriate than the use of one or more new access identities for UAC extension for RedCap devices.

2.2  One new access category or two new access categories?

In LS RP-210919, RAN mentioned “differentiation between RedCap and non-RedCap UEs, and/or between RedCap UEs with a single receiver branch and those with more than one receiver branch”, which raises the question of whether:

· one new access category (for access attempts from RedCap devices) is sufficient; or

· two new access categories (one for access attempts from RedCap devices with a single receiver branch, and one for access attempts from RedCap devices with a more than one receiver branch) are needed
Generally, access categories are based on a specific type of service triggering the access attempt (e.g. MO MMTEL voice/video, MO data, etc.) and are independent from specific UE radio capabilities (such as, for example, the number of receiver branches). Consequently, having one new access category is more consistent with the current UAC framework and would also simplify handling at the network and the RedCap device.
Conclusion 2: Creating one new access category applicable to access attempts from all RedCap devices is sufficient and preferrable.

2.3  RRC impacts
In LS RP-210919, RAN also asks CT1 to provide feedback on “whether any RRC impact is expected”. Since RRC is within the scope of RAN2, it is proposed to let RAN2 assess the impact of creating a new access category for RedCap devices.

Conclusion 3: The RRC impact of  creating one new access category applicable to access attempts from all RedCap devices should be assessed by RAN2.
3.  Proposal
Based on the conclusions in the previous section, it is proposed to reply to LS RP-210919 as follows :

· CT1 has discussed the extension of UAC for RedCap and concluded that support for differentiation between RedCap and non-RedCap UEs in UAC can be achieved by the creation of a new access category for access attempts from RedCap UEs
· CT1 will let RAN2 assess the RRC impact of the creation of such new access category
A corresponding reply LS is provided in C1-212088.

