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2. Reason for Change
Solution#20 contains the following editor's notes:

Editor's note: it is FFS whether the UE needs to indicate that the registration is for disaster roaming.

Editor's note: if is FFS whether the network needs to reject registration requests for non-disaster roaming from legacy UEs of PLMN D when PLMN D has Disaster Condition and the PLMN A offers disaster roaming to UEs of the PLMN D. 

Solution#20 can enable successful registration in both of the below cases:

-
when the network needs to reject registration requests for non-disaster roaming from legacy UEs of PLMN D when PLMN D has Disaster Condition and the PLMN A offers disaster roaming to UEs of the PLMN D; and
-
when the network does not need to reject registration requests for non-disaster roaming from legacy UEs of PLMN D when PLMN D has Disaster Condition and the PLMN A offers disaster roaming to UEs of the PLMN D.

Decision whether the network needs to reject registration requests from legacy UEs, depends on whether, once the UE is registered in PLMN A, PLMN A requires a UE registered in PLMN A to have capabilities which are not available in legacy UEs. Thus, thus the decision depends on conclusions key issue #6, #7 and #8.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811.
* * * Change * * *
6.20.1.2
Detailed description

If the UE determined that Disaster Condition applies for a PLMN (called PLMN D), only PLMNs in the UE's list of forbidden PLMNs are available, and the UE selects a PLMN (called PLMN A) without Disaster Condition which accept Disaster Inbound Roamers from PLMN D, then the UE registers using a REGISTRATION REQUEST message sent in PLMN A.



NOTE:
In this solution, whether the UE indicates that the registration is for disaster roaming depends on whether UE capabilites not available in Rel-16 UEs are needed for disaster roaming.
If the UE does not have 5G-GUTI for PLMN D and PLMN D is not UE's HPLMN, then the UE indicates PLMN D as the previously selected PLMN with Disaster Condition, in the REGISTRATION REQUEST message sent in PLMN A.
Editor's note: it is FFS whether UE without 5G-GUTI for PLMN D (e.g. when the UE (re)select to a new PLMN D, Disaster Condition occurs for the (re)selected PLMN D before the UE completes registration on the (re)selected PLMN D) is allowed to use disaster roaming.
When a UE is registering via NG-RAN node of PLMN A to AMF of PLMN A and:

-
PLMN ID of UE's 5G-GUTI;

-
PLMN ID of UE's SUCI (if UE's 5G-GUTI is not provided); or

-
previously selected PLMN with Disaster Condition indicated in the REGISTRATION REQUEST message (if UE's 5G-GUTI and UE's SUCI are not provided);
identifies a PLMN with Disaster Condition in the area served by NG-RAN node serving the UE (e.g. by PLMN ID being part of "disaster roaming PLMN list" provided by NG-RAN node serving the UE or PLMN ID and the area served by the RAN node serving the UE being in AMF's stored "disaster roaming PLMN and area list") then 

a)
the AMF determines the previously selected PLMN with Disaster Condition as:

1)
PLMN ID of UE's 5G-GUTI;

2)
PLMN ID of UE's SUCI (if UE's 5G-GUTI is not provided); or

3)
previously selected PLMN with Disaster Condition indicated in the REGISTRATION REQUEST message (if UE's 5G-GUTI and UE's SUCI are not provided).

b) the AMF considers that the UE requests the disaster roaming and the AMF includes the "disaster roaming request" indication in a primary authentication related message (e.g. Nausf_UEAuthentication_Authenticate Request) sent towards the AUSF of the HPLMN of the UE. If the previously selected PLMN with Disaster Condition is not UE's HPLMN the AMF also includes the previously selected PLMN with Disaster Condition in the primary authentication related message.

If the AUSF of the HPLMN of the UE receives a primary authentication related message (e.g. Nausf_UEAuthentication_Authenticate Request) with the "disaster roaming request", the serving network name indicates a PLMN in which the UE is not allowed to roam in non-disaster condition and:

-
the previously selected PLMN with Disaster Condition is not received; or

-
the previously selected PLMN with Disaster Condition is received and the UE is allowed to roam in non-disaster condition in the previously selected PLMN with Disaster Condition;

then, the AUSF authenticates the UE (rather than rejecting the authentication) and if the primary authentication is successful, and the AUSF informs the UDM using Nudm_UEAuthentication_ResultConfirmation Request that the UE roams using disaster roaming.
If the primary authentication is successful, the AMF determines that the UE roams using disaster roaming.

If the UDM is informed that the UE roams using disaster roaming, when the AMF requests UE's subscription data, the UDM can provide the AMF with the UE's subscription data applicable for disaster roaming.

If the AMF is informed that the UE roams using disaster roaming, the AMF informs the SMF serving a PDU session established by the UE that the UE roams using disaster roaming. If the SMF is informed that the UE roams using disaster roaming, the SMF informs the CHF that the UE roams using disaster roaming. If the CHF is informed that the UE roams using disaster roaming, the CHF includes the information in CDRs.

