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1. Introduction
The evaluations of solutiosn for KI#6 are not yet complete.
2. Reason for Change
Solution #17 has components that apply to KI#6 and has not been considered in the evaluation. This pCR updates the evaluation to list this missing component from solution #17 (see C1-212115).
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811 V1.0.0.
* * * First Change * * * *

7.6
Evaluation on solutions of Key Issue #6

Editor's note:
Updates to evaluation are possible.
All solutions for KI#6 have UE impact.
Except Solution #28, #33 and #35, all other solutions for KI#6 have no RAN impact, Solution #33 has possible RAN impact based on solution for KI#2.

Except Solution #17, #30, #34 and #35, all other solutions for KI#6 have CN impact.
Editor's note: The evaluation on SA1 requirement satisfation on MINT (i.e. Does the disaster roaming service have to be provided by a PLMN without Disaster Condition or not) is FFS.

Solution #17 enables the AMF to provide a service area list to the UE, where this information (even when it is based on the existing service area list i.e. without using cell identities as optionally proposed in solution #17) is an implict method to inform the UE that a disaster condition is not available based on the UE being outside of the allowed area. When the UE enters 5GMM-REGISTERED.NON-ALLOWED-SERVICE state, the solution provides the UE with the option to perform higher priority PLMN search so as to return to its previously registered PLMN since the UE is outside of the area of the disaster condition (as per the service area list information).
Solution #27 requires the UE to register to a PLMN over non-3GPP access. The registered PLMN over non-3GPP access can be the same PLMN as or different PLMN from the PLMN with Disaster Condition. Solution #27 further assumes that the non-3GPP access network is not affected by the Disaster Condition for the case that the UE remains registered to the PLMN with Disaster Condition over the non-3GPP access. Also for the case when the UE does not register to another PLMN offering disaster service over the 3GPP access, the solution requires the UE to enable the lower layers of the 3GPP access if the UE had disabled the lower layers of the 3GPP access, where the disabling of the lower layers of the 3GPP access was optional for the UE.
Solution #28 provides two ways for disaster no longer applicable notification to the UEs: (1) RRC based notification and (2) NAS based notification. RRC based notification requires a new broadcast indication (e.g. in SIB) to indicate that a Disaster Condition in PLMN D applies or not. NAS based notification requires a new NAS indication (e.g. a new 5GMM cause value "disaster condition in other PLMN no longer applies") to the UE. NAS based notification can be performed over both the 3GPP access and over the non-3GPP access of PLMN A. There is no paging for NAS based notification for UEs in idle mode. Based on this new indication, the UE still stays in the registered state when performing PLMN selection for return back. RRC based notification only involves RAN2 while NAS based notification only involves CT1.
Solution #29 proivdes one way for disaster no longer applicable notification to the UEs, i.e. NAS based notification. This solution reuses the existing handling for the case when the UE is accessing a forbidden PLMN, i.e. the network provides an existing 5GMM cause value #11 (PLMN not allowed) as an indication that a Disaster Condition in PLMN D is no longer applicable. There is no paging for UEs in idle mode. As per existing UE handling, the UE will enter the deregistered state when performing PLMN selection for return back. No new indication is required for Solution #29.
Solution #30 and Solution #34 rely on UE performing the periodic PLMN scan in VPLMN which is an existing mechanism for the roaming. There is no need for the network to provide an indication that a Disaster Condition in PLMN D is no longer applicable as the UE can detect this by performing PLMN scan. However, these solutions cannot guarantee the UE can detect the Disaster Condition in PLMN D is no longer applicable in time and hence the UE cannot return back to PLMN D quickly after the Disaster Condition is no longer applicable. There is no impact on both NG-RAN and 5GCN of PLMN A.

Solution #31 provides one way for disaster no longer applicable notification to the UEs, i.e. NAS based notification. This solution requires a new NAS indication (e.g. a new 5GMM cause value "Disaster Condition no longer applicable") to the UE. For UEs in idle mode, the network either pages the UE or waits until the UE enters 5GMM-CONNECTED state. Based on this new indication, the UE will enter the deregistered state when performing PLMN selection for return back.
Solution #32 provides one way for disaster no longer applicable notification to the UEs, i.e. NAS based notification. This solution requires a new NAS indication (e.g. a new 5GMM cause value "Disaster Condition no longer applicable") to the UE. For UEs in idle mode, the network needs to page the UE. Based on this new indication, the UE will enter the deregistered state when performing PLMN selection for return back.
Solution #33 provides one way for disaster no longer applicable notification to the UEs, i.e. NAS based notification. This solution requires a new NAS indication (e.g. a new 5GMM cause value "Disaster Condition in other PLMN no longer applies") to the UE. There is no paging for NAS based notification for UEs in idle mode. Based on this new indication, the UE still stays in the registered state when performing PLMN selection for return back.
Solution #35 relies on the RAN sharing between PLMN D and PLMN A and the UE is still served by the same PLMN D via the shared RAN of PLMN A. For disaster no longer applicable notification to the UEs, Solution #35 relies on the shared RAN to stop broadcast barring information related to Access Identity 3. This solution only involves RAN2 and no new work to be done in CT1.
