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1. Introduction
Key Issue #7 was updated.
2. Reason for Change
A new question is added to Key Issue #7, that is:

-
How to enable a PLMN without Disaster Condition to efficiently prevent congestion on the 5GSM level that can be caused by 5GSM signalling generated by Disaster Inbound Roamers.

Solution #42 addressing the key issue should be updated accordingly.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811 V0.2.0.
* * * First Change * * * *

6.42.1.2
Detailed description

When the UE selects a PLMN in the UE's forbidden PLMN list according to a solution for Key Issue #5, the UE considers itself being configured with the access identity 3.

Furthermore, a new access category X (= MO_Disaster_Roaming) will be specified. 

Editor's note: specification of a new access category requires SA1 agreement.

The UE will consider that an access attempt is of the access category X (= MO_Disaster_Roaming), if the access attempt is triggered by registration in a solution for Key Issue #4 and the registration is an initial registration or the first mobility registration update in the PLMN in the UE's forbidden PLMN list selected according to a solution for Key Issue #5.
In order to supress some registrations (an initial registration or the first mobility registration update in the PLMN in the UE's forbidden PLMN list selected according to a solution for Key Issue #5) in a solution for Key Issue #4, the NG-RAN node of the PLMN without Disaster Condition and offering disaster roaming will broadcast UAC-BarringInfoSet for the access category X (= MO_Disaster_Roaming):

-
with uac-BarringFactor derived from the intended supression rate; and

NOTE 1:
uac-BarringFactor in UAC-BarringInfoSet for access category X (= MO_Disaster_Roaming) can be lower than uac-BarringFactor in UAC-BarringInfoSet for the access category 3 (= MO_sig).

-
without indicating that access attempt is allowed for access identity 3.

NOTE 2:
For an access category other than the access category X, access attempts from disaster inbound roamers and access attempts from non-disaster inbound roamers are subject to the same barring factor.

Additionally, the AMF of the PLMN providing the disaster roaming control can use the existing congestion control mechanisms (e.g. NAS level mobility management congestion control).

