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Minutes CT1-CT3 joint session on collaboration on EDGEAPP

date: February 9th 
time: 1400 UTC to 1600 UTC
chairs: Susana, Peter

Presentations:
· Samsung (1)
· Huawei (2)

Roughly 40 participants in the meeting

Susana provided the scope -> “agree on a way forward to allow for collaboration between CT1 and CT3 for EDGEAPP interfaces for cases where the interface uses the same protocols/APIs in both working groups”
Naren presented:


No comments
Abdessamad presented:


Wenliang: security related discussion not a valid argument in relation to discussion of unification, this is Layer-7, SA3 should look into that first
Yali: agrees that it should be discussed in SA3 first, but stage-3 needs to consider that there might be different security requirements, unifying all functionality into one API not the right way
Christian presented 


Susana clarified that this meeting looks for collaboration
Peter clarified the scope of the meeting and that we do not make any decision on protocols/API for a specific interface
Wenliang interested on potential ways to collaborate, hinted at CT3/CT4 collaboration on 5GC API in the past
Yali explained the SA6 study, and hinted that we first need to do analysis of the protocol candidates
Susana explained the problem of missing coordination in case CT3 makes decision and CT1 would follow later on


Unification:
Huawei: there is no need for unification (assuming API are used)
Nokia: supports at least for EAS discovery and TargetEASDiscovery the usage of the same service, not exclude unification, EAS discovery may be used over EDGE-3 and EDGE-1, order of operation would be CT3 defines first, and then CT1 decides whether it is usable, rationale for unification is avoiding double work
Huawei: disagrees that EAS discovery for EDGE-1 and EDGE-3 are same
Samsung: unification of services for services where consumer is in UE and in network not recommended at this point in time
Susana on Criteria for unification of services: message content, functionality, consumer, future evolution

Way forward on unification of services:
· Services will be designed independently
· [bookmark: _GoBack]There is no conclusion whether EASDiscovery service and TargetEASDiscovery service can be unified, work will continue in the working groups independently
· CT3 and CT1 will work according the Work Item Description


Potential collaboration between CT1 and CT3:

Way forward:
· Potential collaboration should be evaluated as the work in the working groups evolves.
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Abstract of the contribution:


This paper analyses the unification possiblity of EDGEAPP services from stage 3 point of view.

1.
Introduction

It is important to note that unification of EDGEAPP services is only possible if services use the very same protocol(s). At the present moment, CT1 has not reached any conclusion on EDGEAPP work (see C1-210441 [1]) so services based on interfaces under CT1 responsibility cannot be subject of consideration for unification yet. Hence, the authors of this paper make a number of assumptions to provide an analysis of unification of EDGEAPP services.


The EDGEAPP architecture for enabling edge applications is specified in the Figure 6.2-1 of 3GPP TS 23.588 [2].
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Figure 6.2-1 of 3GPP TS 23.588 [2]: Architecture for enabling edge applications


A list of EDGEAPP services are given in 3GPP TS 23.588 [2] as follows:


		Service

		Description

		Provider

		Consumer

		EDGEAPP interface



		Eees_EECRegistration

		Register/deregister the EEC on the EES

		EES

		EEC

		EDGE-1 (CT1)



		Eees_EASRegistration

		Register/deregister the EAS on the EES

		EES

		EAS

		EDGE-3 (CT3)



		Eees_EASDiscovery

		Request EAS discovery

		EES

		EEC

		EDGE-1 (CT1)



		Eees_UELocation

		Subscribe/unsubscribe notification of UE’s location

		EES

		EAS

		EDGE-3 (CT3)



		Eees_UPPathManagementEvent

		Subscribe/unsubscribe notification of UP management event

		EES

		EAS

		EDGE-3 (CT3)



		Eees_AppClientInformation

		Obtain information about capabilities of Application Clients

		EES

		EAS

		EDGE-3 (CT3)



		Eees_UEIdentifier

		Retrieve UE identifier

		EES

		EAS

		EDGE-3 (CT3)



		Eees_SessionWithQoS

		Requests a data session with the UE with a specific QoS and may also subscribe to certain event notifications related to the user plane traffic

		EES

		EAS

		EDGE-3 (CT3)



		Eees_TargetEASDiscovery

		Requests for the target EAS information

		EES

		EAS, EES

		EDGE-3/EDGE-9 (both CT3)



		Eees_AppContextRelocation

		Requests to initiate the application context relocation procedure

		EES

		EEC

		EDGE-1 (CT1)



		Eecs_ServiceProvisioning

		Requests for service provisioning information

		ECS

		EEC

		EDGE-4 (CT1)



		Eecs_EESRegistration

		Requests to register the EES

		ECS

		EES

		EDGE-6 (CT3)



		Eecs_TargetEESDiscovery

		Requests for target EES information

		ECS

		EES

		EDGE-6 (CT3)





2.
Discussion

Based on the above service list as specified in stage 2, it is quite clear that one EDGEAPP interface may expose one or more services, e.g. EDGE-9 interface exposes only one service, but EDGE-3 interface exposes 7 services, each different service with a different functionality. Therefore, unification should be considered per service, and therefore not per EDGE interface. 

Observation 1:
Unification should be considered per service, and not per interface.


Only the services which have the same atomic functionality, are provided by the same service provider and selected to use the same protocol and design style can be decided in stage 3 to be unified as one service or API. Moreover,

1. for EES services provided by the EES, 

a) the Eees_UELocation service (over EDGE-3), Eees_UPPathManagementEvent service (over EDGE-3), Eees_AppClientInformation service (over EDGE-3), Eees_UEIdentifier service (over EDGE-3) and Eees_SessionWithQoS service (over EDGE-3) or Eees_AppContextRelocation service (over EDGE-1) cannot be unified with others Eees_XX services due to the fact that they provide different functionalities;

b) for the Eees_EECRegistration service (over EDGE-1) and the Eees_EASRegistration service (over EDGE-3), as described in 3GPP TS 23.588 [2], clauses 8.4.2 and 8.4.3 respectively, even if both services are used to register a service consumer information (the EEC or the EAS) by the EES, different parameters are needed for different funtionalities, e.g. EAS profile is required for EAS during Eees_EASRegistration service request (as described in clause 8.4.3.3.2 of 3GPP TS 23.558 [2]) while the EEC is not aware of the EAS profile but the EEC ID, the EEC context ID, AC Profiles, etc. during the Eees_EECRegistration service request (as described in clause 8.4.2.3.2 of 3GPP TS 23.558 [2]). 

Note that it is quite similar as the NEF parameter provision service. So even if only one service Nnef_ParameterProvision is defined in stage 2 to enable the external party to provision different kinds of parameters in 5GS (i.e. communication pattern parameters provisioning, network configuration parameters provisioning, 5G LAN parameters provisioning, Auto-Configuration Server parameters provisioning and Location Privacy Indication parameters provisioning), CT3 still considered that from functional point of view, different parameter set is required for different purpose, unifing all of the parameter sets into one API is then not benefical for future functional enhancemet or API version evolution, and the whole API version would need to be upgraded even if only one of the parameter sets is enhanced. Hence, CT3 finally agreed to implement the Nnef_ParameterProvision service into multiple APIs (i.e. CpProvisioning API, NpConfiguration API, 5GLANParameterProvision API, ACSParameterProvision API and LpiParameterProvision API) as defined in stage 3 3GPP TS 29.522 [4]. 

Observation 2:
Unification should take similar version upgrade issue as above into account.

Moreover, security credentials requirement is different between EDGE-1 and EDGE-3 as described in S6-210112 [5].


It’s proposed that the Eees_EECRegistration service (over EDGE-1) and the Eees_EASRegistration service (over EDGE-3) remain as two different services in stage 3 too, same as stage 2’s decision as agreed by S6-210006/C3-205439/C1-210028 [3].

c) for the Eees_EASDiscovery service (over EDGE-1) and the Eees_TargetEASDiscovery service (over EDGE-3/EDGE-9), as described in 3GPP TS 23.588 [2], clauses 8.5 and 8.8.5.2 respectively, even if both services are used to discover the EAS by the EES, but as mentioned before, security credentials requirement is different between EDGE-1 and EDGE-3 (as described in S6-210112 [5]). In addition, different IEs are needed for different services, e.g. the requestor Id is different between the two services during service request (as described in 3GPP TS 23.588 [2], clauses 8.5.3.2 and 8.8.4.2); the EEC will not provide the UE location and target DNAI during the Eees_EASDiscovery service request (as described in clause 8.5.3.2 of 3GPP TS 23.588 [2]) but the EAS or the EES can provide both information during the Eees_TargetEASDiscovery service request (as described in clause 8.8.4.2 of 3GPP TS 23.588 [2]). 

It is proposed that the Eees_EASDiscovery service (over EDGE-1) and the Eees_TargetEASDiscovery service (over EDGE-3/EDGE-9) remain as two different services in stage 3 too, same as stage 2’s decision as agreed by S6-210006/C3-205439/C1-210028 [3].

d) For the Eees_TargetEASDiscovery service, it is still unclear whether the security credentials or other information corresponding to different requestors (the EES ID or the EAS ID) will be different, and therefore it’s still FFS whether the Eees_TargetEASDiscovery service needs to be splitted into two APIs for EDGE-3 and EDGE-9 respectively in stage 3.

2. for ECS services provided by the ECS, 

a) the Eecs_EESRegistration service (over EDGE-6) cannot be unified with others Eecs_XX services due to the fact that they provide different functionalities;

b) for the Eecs_ServiceProvisioning service (over EDGE-4) and Eecs_TargetEESDiscovery service (over EDGE-6), as described in 3GPP TS 23.588 [2], clauses 8.3.3 and 8.8.5.4 respectively, even if both services are used towards the EES by the ECS, these services support different communication types, request/response+subscribe/notify types for the Eecs_ServiceProvisioning service and only request/response type for the Eecs_TargetEESDiscovery service. In addition, different IEs are needed for different services, e.g. requestor Id is different between the two services during service request (as described in 3GPP TS 23.588 [2], clauses 8.3.3.3.2 and 8.8.4.8); the AC Profiles can be provided by the EEC via the Eecs_ServiceProvisioning service request (as described in clasue 8.3.3.3.2 of 3GPP TS 23.588 [2]) while the EES is not aware of the AC Profiles but the target DNAI information during the Eecs_TargetEESDiscovery service request (as described in clasue 8.8.4.8 of 3GPP TS 23.588 [2]). Furthermore, it is still unclear whether the security credentials corresponding to different requestors (the EEC ID or the EES ID) towards EDGE-4 or EDGE-6 will be different.

It is then proposed that the Eecs_ServiceProvisioning service (over EDGE-4) and Eecs_TargetEESDiscovery service (over EDGE-6) remain as two different services in stage 3.

//////////// 3GPP TS 23.588 [2] clause 8.4.3.3.2 for Eees_EASRegistration service request

8.4.3.3.2
EAS registration request


Table 8.4.3.3.1-2 describes information elements in the EAS registration request from the EAS to the EES. 


Table 8.4.3.3.2-1: EAS registration request


		Information element

		Status

		Description



		EAS Profile 

		M

		EAS Profile as described in Table 8.2.4-1



		Security credentials

		M

		Security credentials of the EAS.



		Proposed expiration time

		O

		Proposed expiration time for the registration





//////////// 3GPP TS 23.588 [2] clause 8.4.2.3.2 for the Eees_EECRegistration service request

8.4.2.3.2
EEC registration request


Table 8.4.2.3.2-1 describes information elements in the EEC registration request from the EEC to the EES. 


Table 8.4.2.3.2-1: EEC registration request


		Information element

		Status

		Description



		EEC ID

		M

		Unique identifier of the EEC.



		UE Identifier

		O

		The identifier of the hosting UE (i.e. GPSI or identity token)



		Security credentials

		M

		Security credentials resulting from a successful authorization for the edge computing service.



		AC Profile(s)

		O

		Profiles of ACs for which the EEC provides edge enabling services. AC Profiles are further described in Table 8.2.2-1. 



		Proposed expiration time

		O

		Proposed expiration time for the registration.



		EEC context ID

		O

		Identifier of the EEC context obtained from a previous registration. 



		Source EES ID

		O

		Identifier of the EES that provided EEC context ID.



		Source EES Endpoint

		O

		The endpoint address (e.g. URI, IP address) of the EES that provided EEC context ID.





//////////// 3GPP TS 23.588 [2] clause 8.5.3.2 for Eees_EASDiscovery service request

8.5.3.2
EAS discovery request


Table 8.5.3.2-1 describes information elements for the EAS discovery request from the EEC to the EES. Table 8.5.3.2-2 provides further detail about the Query Filter information element.


Table 8.5.3.2-1: EAS discovery request


		Information element

		Status

		Description



		Requestor identifier

		M

		The ID of the requestor (e.g. EEC ID)



		UE Identifier

		O

		The identifier of the UE (i.e. GPSI or identity token)



		Security credentials

		M

		Security credentials resulting from a successful authorization for the edge computing service.



		EAS discovery filters

		O

		Set of characteristics to determine required EASs, as detailed in Table 8.5.3.2-2. 





Table 8.5.3.2-2: EAS discovery filters


		Information element

		Status

		Description



		List of AC characteristics (NOTE 1)

		O

		Describes the ACs for which a matching EAS is needed.



		> AC profile (NOTE 2)

		M

		AC profile containing parameters used to determine matching EAS. AC profiles are further described in Table 8.2.2-1.



		List of EAS characteristics (NOTE 1, NOTE 3)

		O

		Describes the characteristic of required EASs.



		> EAS ID

		O

		Identifier of the required EAS.



		> EAS provider identifier

		O

		Identifier of the required EAS provider



		> EAS type

		O

		The category or type of required EAS (e.g. V2X)



		> EAS schedule

		O

		Required availability schedule of the EAS (e.g. time windows)



		> EAS Geographical Service Area

		O

		Location(s) (e.g. geographical area, route) where the EAS service should be available.



		> EAS Topological Service Area 

		O

		Topological area (e.g. cell ID, TAI) for which the EAS service should be available. See possible formats in Table 8.2.7-1.



		> Service continuity support

		O

		Indicates if the service continuity support is required or not.



		> EAS status

		O

		Required status of the EAS (e.g. enabled, disabled, etc.) 



		> Service permission level

		O

		Required level of service permissions e.g. trial, gold-class



		> Service feature(s)

		O

		Required service features e.g. single vs. multi-player gaming service



		NOTE 1:
Only one of the information elements shall be present.


NOTE 2:
"Preferred ECSP list" IE shall not be present.


NOTE 3:
The "List of EAS characteristics" IE must include at least one optional IE, if used as an EAS discovery filter.





//////////// 3GPP TS 23.588 [2] claause 8.8.4.2 for Eees_TargetEASDiscovery service request

8.8.4.2
EAS discovery request


Table 8.8.4.2-1 describes information elements for the EAS discovery request from the EAS to the EES and from the source EES to the target EES. Table 8.8.4.2-2 provides further detail about the EAS Discovery Filter information element.


Table 8.8.4.2-1: EAS discovery request


		Information element

		Status

		Description



		Requestor identifier

		M

		The ID of the requestor (e.g. EAS ID or EES ID)



		UE identifier

		O

		The identifier of the UE (i.e. GPSI or identity token).



		Security credentials

		M

		Security credentials resulting from a successful authorization for the edge computing service.



		EAS Discovery Filter

		M

		Set of characteristics to determine required EASs, as detailed in Table 8.8.4.2-2.



		UE location

		O

		The location information of the UE. The UE location is described as clause 7.3.2.



		Target DNAI 

		O

		Target DNAI information which can be associated with potential target EAS(s)





Editor's Note: Whether and how security credentials corresponding to different Requestors considering different deployments are handled is FFS and in scope of SA3.


Table 8.8.4.2-2: EAS Discovery Filter


		Information element

		Status

		Description



		List of EAS characteristics

		M

		Describes the characteristics of required EASs as per table 8.5.3.2-2





//////////// 3GPP TS 23.588 [2] clause 8.3.3.3.2 for Eecs_ServiceProvisioning service request

8.3.3.3.2
Service provisioning request


Table 8.3.3.3.2-1 describes the information elements for service provisioning request from the EEC to the ECS. 


Table 8.3.3.3.2-1: Service provisioning request


		Information element

		Status

		Description



		EEC ID

		M

		Unique identifier of the EEC.



		Security credentials

		M

		Security credentials resulting from a successful authorization for the edge computing service.



		AC Profile(s)

		O

		Information about services the EEC wants to connect to, as described in Table 8.2.2-1.



		UE Identifier

		O 

		The identifier of the UE (i.e. GPSI or identity token)



		Connectivity information

		O

		List of connectivity information for the UE, e.g. PLMN ID, SSID.



		UE location 

		O

		The location information of the UE. The UE location is described as clause 7.3.2. 





Editor's Note: Whether the UE ID included in request of EDGE-1 & 4 interactions is part of the security credential is SA3's responsibility.


//////////// 3GPP TS 23.588 [2] clause 8.8.4.8 for Eecs_TargetEESDiscovery service request

8.8.4.8
Retrieve EES request

Table 8.8.4.8-1 describes the information elements to retrieve target EES information from the ECS. 


Table 8.8.4.8-1: Retrieve EES request


		Information element

		Status

		Description



		EES ID

		M

		Unique identifier of the EES.



		Security credentials

		M

		Security credentials resulting from a successful authorization for the edge computing service.



		EAS ID

		M

		The EAS ID.



		target DNAI

		O

		The target DNAI to identify the user plane access to the EDN where application servers can be deployed.



		UE Identifier

		O 

		The identifier of the UE (i.e. GPSI or identity token)



		UE location 

		O

		The location information of the UE. The UE location is described as clause 7.3.2. 





3.
Proposal

Based on above analysis, this discussion paper proposes that:

1. for the EES services provided by the EES, 

a) the Eees_UELocation service (over EDGE-3), Eees_UPPathManagementEvent service (over EDGE-3), Eees_AppClientInformation service (over EDGE-3), Eees_UEIdentifier service (over EDGE-3), Eees_SessionWithQoS service (over EDGE-3) or Eees_AppContextRelocation service (over EDGE-1) cannot be unified with others Eees_XX services in stage 3. Then, the very same as per stage 2’s decision;


b) the Eees_EECRegistration service (over EDGE-1) and the Eees_EASRegistration service (over EDGE-3) remain as two different services in stage 3 too. Then, the very same as per stage 2’s decision;

c) the Eees_EASDiscovery service (over EDGE-1) and the Eees_TargetEASDiscovery service (over EDGE-3/EDGE-9) remain as two different services in stage 3 too. Then, the very same as per stage 2’s decision;

d) it is still FFS whether the Eees_TargetEASDiscovery service needs to be splitted into two APIs for EDGE-3 and EDGE-9 respectively in stage 3.


2. for the EES services provided by the EES, 


a) the Eecs_EESRegistration service (over EDGE-6) cannot be unified with others Eecs_XX services. Then, the very same as per stage 2’s decision;


b) the Eecs_ServiceProvisioning service (over EDGE-4) and Eecs_TargetEESDiscovery service (over EDGE-6) remain as two different services in stage 3 too. Then, the very same as per stage 2’s decision.
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Abstract of the contribution:


This paper analyzes the potential collaboration between these working groups for EDGEAPP work and whether there is collision of work.

1.
Introduction


CT plenary at their #90e meeting approved a new Rel-17 WID on CT aspects for Enabling Edge Applications (see CP-203106 [1]). Both CT1 and CT3 are expected to carry out the stage 3 part of the work. Note that completion of work is March next year (2022).

This paper provides the status of the work in both the CT1 and CT3 in order to analyze the potential collaboration between these working groups for EDGEAPP work and whether there is collision of work.


shows that using the NAS protocol for Edge configuration over the EDGE-4 reference point can well implement all required stage 2 procedures and information flows defined in SA6 3GPP TS 23.588 [2] without bringing any impact to the existing 5GS architecture.

2.
Discussion


2.1. CT1 status

As described by the WID in CP-203106 [1] CT1 is responsible of the EDGE-1 and EDGE-4 reference points.


CT1 has started discussions on the work and as stated in their reply LS to SA6 (in C1-210441 [2]), quote: “CT1 has started its work on functionality and interfaces (EDGE-1, EDGE-4) defined by 3GPP TS 23.558. CT1 has not reached any conclusion, and CT1 will update SA6 about our progress”.


Several alternatives are on the table in CT1 for protocols of their reference points, as follows;


· for EDGE-1, the use of XML schema based on HTTP (as per mission critical, SEAL, or V2XAPP), the use of RESTful with HTTP protocol and YAML format (as per CT3)


· for EDGE-4, the use of XML schema based on HTTP (as per mission critical, SEAL, or V2XAPP), the use of RESTful with HTTP protocol and YAML format (as per CT3), and the NAS protocol (as per several features such as V2X policy provisioning, or port management information delivery for TSN)


In addition, it has been brought up in CT1 that the use of APIs for EDGE-4 has issues which cannot be hidden (e.g., issue on power consumption of the UE/battery, issues when a UE is behind a NAT; C1-207122 [3]).


In any case, as indicated by C1-210441 [2], CT1 will continue discussing and working on EDGEAPP work. Note that completion of work is March next year (2022).


Observation 1:
CT1 has not reached any conclusion yet. Several protocols are under discussion.

2.2. CT3 status

CT3 has reached a number of conclusion on their work on EDGEAPP with agreement of the skeleton of new 3GPP TS 29.558 and also p-CRs (i.e., on terms and abbreviations, scope and overview, and open API generic clause; see [4]).

The reached agreements show that CT3 is developing their work based on the use of RESTful with HTTP protocol and YAML format for the reference points under their responsibility (EDGE-3, EDGE-6. EDGE-9, ..).


CT3 sent a reply LS to SA6 asking for clarification on which APIs could be modelled as unified service and which service consumers are served by such APIs (S6-210006/C3-205439/C1-210028 [5])) which reply from SA6 has been received in both CT1 in CT3 at their Janaury’s meetings (S6-210330/C3-210325/C1-210286 [6]).

Observation 2:
CT3 has chosen the protocols for their reference points under their responsibility and have started their work.


2.3 Collaboration between CT1 and CT3


In order to analyse the potential collaboration between CT1 and CT3 is needed to take into account the information provided by the Chairs for the joint session between the groups, quote “scope

 agree on a way forward to allow for collaboration between CT1 and CT3 for EDGEAPP interfaces for cases where the interface uses the same protocols/APIs in both working groups”.


As described in this paper, please note that since CT1 has not made any decision on the protocol is not possible to asses any collaboration on common interfaces yet. If any company proposes something at this stage, then everything would then just an assumption not based on any facts/decisions. Hence, CT1 would need first make decision of protocol(s) for its own interfaces, i.e., EDGE-1 and EDGE-4.


That being said, considering the work developed by SA6 and their liaison statement provided, the authors of this paper have provided an analysis on unification of services (see the paper on Unification of EDGEAPP services [6]). That paper shows that for all services defined across CT1 and CT3, in which unification has been analysed, those services should remain as two different services in stage 3. Then, the very same as per stage 2’s decision (S6-210330/C3-210325/C1-210286 [7]). Hence, both CT1 and CT3 groups can carry out their EDGEAPP work on their own interfaces in an independent manner.

3
Conclusions


This paper shows that at the present moment CT1 has not reached any conclusion on their work (see C1-210441 [1]). CT1 is discussing several different protocols with some of the different than the ones chosen by CT3. It is important to note that unification of EDGEAPP services is only possible if services use the very same protocol(s). Hence, currently services based on interfaces under CT1 responsibility cannot be subject of unification yet. Further to that, our paper which analyzes the potential unification of services in [6] shows that for services under CT1 and CT3 responsibility, those services should remain as two different services in stage 3.

As for collaboration between CT1 and CT3 for EDGEAPP interfaces is proposed that the groups carry out their EDGEAPP work on their own interfaces in an independent manner as there is no collision between the work of the CT1 and CT3 groups.
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CT1-CT3 work scope

		As per agreed objectives in EDGEAPP WID, the interfaces in scope





CT1

For CT1, based on normative stage-2 work developed in 3GPP TS 23.558, the expected work includes:

Stage 3 for EDGE-1 and EDGE-4 reference point; 



CT3

For CT3, based on normative stage-2 work developed in 3GPP TS 23.558 and TS 23.222, the expected work includes:

CAPIF enhancement for enabling Edge Applications;

APIs for EDGE-3, EDGE-6, and EDGE-9 reference points.









Agenda - Allow for collaboration between CT1 and CT3 for EDGEAPP interfaces for cases where the interface uses the same protocols/APIs in both working groups.
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EDGEAPP Interfaces implementation

		RESTful APIs for



EDGE-1/4/3/6/9

EDGE-4 – Discussions in progress in CT1 on protocol choice.

SA6 agreed (SA6#39-Bis-e) - EDGE-1/4/3/6/9 interfaces to be implemented as APIs

All APIs should be RESTful APIs  and follow the 3GPP SBI principles.



		Unification of APIs 



SA6 has analysed on unification of APIs in stage 2 and left the decision to CT groups, as mentioned in reply LS (C3-210325/C1-210286).

CT1 and CT3 to decide on unify the APIs as normative work progresses. 

The services where consumers are either UE side entities or the Network side entities can be unified.

But, UE side interfaces and Network side interfaces may evolve with different features and aspects. 

Not recommended to unify APIs with BOTH UE side and Network side entities as API consumers. Benefits of non-unified APIs

The new features (or parameters) for EEC-specific API can be added or modified without impacting other API

Service Function for EEC can scale-out (or even scale-in) based on the number of UEs (i.e. EECs)



		Work split between CT1 and CT3 for EDGE-1/4 APIs 



APIs over EDGE-3/6/9 are in scope of CT3.

APIs over EGDE-1/4, can be done by CT1 or CT3 (considering CT3’s expertise in APIs).

Which ever group defines the APIs, consistent and harmonized development of APIs is recommended.
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Way forward

		Samsung recommends



Prefer harmonized approach for all EDGEAPP interfaces. Specify the APIs as RESTful APIs following 3GPP SBI principles. 



Work split

Option 1

CT1 defines the APIs aspects for EDGE-1/4 interfaces.

CT3 defines the APIs aspects for EDGE-3/6/9 interfaces.

No unified APIs, and, CT1/3 need to coordinate for harmonized approach.

Option 2

CT1 defines only UE side aspects only

CT3 defines all the APIs (EDGE-1/4/3/6/9).

Unification of APIs may be possible. 

Option 3

CT1 defines the APIs aspects for EDGE-1/4 interfaces.

CT3 defines the APIs aspects for EDGE-3/6/9 interfaces.

Unified APIs may be possible, and CT1/3 need to coordinate for harmonized approach

Recommend: Option 1



Unification of services where EEC and EES/EAS are consumers – Not recommended. As the UE side and Network interfaces may have different requirements and evolve independently in future. 

Discuss and decide as we progress in normative work. No decision now

Can explore to merge the stage 2 services where the consumers are either UE side or network side entities.
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Thank You !!





A GLOBAL INITIATIVE
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