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* * * First Change * * * *
[bookmark: _Toc20155487][bookmark: _Toc27500642][bookmark: _Toc36048767][bookmark: _Toc45209530][bookmark: _Toc51860355][bookmark: _Toc59211679]4.1	MCPTT overview
The MCPTT service supports communication between several users (i.e. group call), where each user has the ability to gain access to the permission to talk in an arbitrated manner. The MCPTT service also supports private calls between two users. Group calls and private calls can be provided on-network and off-network. In this release of the present document, support is only allowed for MCPTT speech communications.
The present document provides the call control protocol enhancements to support the MCPTT architectural procedures specified in 3GPP TS 23.379 [3].
For on-network calls, the present document makes use of the existing IMS procedures specified in 3GPP TS 24.229 [4], and provides new IMS application procedures specific for MCPTT. For on-network group calls, the procedures in the present document allow the use of unicast or multicast bearers.
The on-network procedures in this document allow an MCPTT user to:
-	initiate a new MCPTT group sessioncall;
-	join an MCPTT group session call that has already been established; and
-	leave an established MCPTT group session call and then rejoin the same MCPTT group session call if still established.
For off-network calls, the present document utilises the procedures for ProSe direct discovery for public safety; the procedures for one-to-one ProSe direct communication for Public Safety and the procedures for one-to-many ProSe direct communication for Public Safety, as specified in 3GPP TS 24.334 [28]. The present document specifies the MCPTT Off-Network Protocol (MONP) and the MONP application procedures.
For on-network and off-network calls, the present document provides support for MCPTT emergency calls, MCPTT imminent-peril calls and MCPTT emergency alerts.
NOTE:	MCPTT emergency calls do not utilise emergency bearers. Instead the EPS bearer priority of a normal bearer is adjusted.
The MCPTT procedures provided by the present document refer to:
-	the floor-control procedures defined in 3GPP TS 24.380[5];
-	the group management procedures defined in 3GPP TS 24.481 [31];
-	the identity management procedures defined in 3GPP TS 24.482 [49];
-	the security procedures defined in 3GPP TS 33.180 [78]; and
-	the PS-PS access transfer procedures procedures defined in 3GPP TS 24.237 [58].
The MCPTT procedures provided by the present document access the configuration parameters provided by 3GPP TS 24.483 [45] and 3GPP TS 24.484 [50].
Codecs and media handling for MCPTT are specified in 3GPP TS 26.179 [69];
The following procedures are provided within this document:
-	common procedures are specified in clause 6;
-	procedures for registration in the IM CN subsystem and service authorisation are specified in clause 7;
-	procedures for pre-established session establishment, modification and release are specified in clause 8;
-	procedures for affiliation are specified in clause 9;
-	procedures for management of functional alias in clause 9A;
-	procedures for on-network and off-network group call are specified in clause 10;
-	procedures for on-network and off-network private call are specified in clause 11;
-	procedures for on-network and off-network emergency alert are specified in clause 12;
-	location procedures are specified in clause 13;
-	MBMS transmission usage procedures are specified in clause 14; and
-	MCPTT service continuity procedures are specified in clause 14A.
The MCPTT UE primarily obtains access to the MCPTT service via E-UTRAN, using the procedures defined in 3GPP TS 24.301 [70].
* * * Next Change * * * *
[bookmark: _Toc20155503][bookmark: _Toc27500658][bookmark: _Toc36048783][bookmark: _Toc45209546][bookmark: _Toc51860371][bookmark: _Toc59211695]4.9	Pre-established session
When establishing a pre-established session, the MCPTT client negotiates the media parameters, including establishing IP addresses and ports using interactive connectivity establishment (ICE) as specified in IETF RFC 5245 [17] with the participating MCPTT function, prior to using the pre-established session for establishing MCPTT sessions calls with other MCPTT users. The procedures for establishing, modifying and releasing a pre-established session are defined in clause 8.
The pre-established session can later be used in MCPTT calls. This avoids the need to negotiate media parameters (including evaluating ICE candidates) and reserving bearer resources during the MCPTT call establishment that results in delayed MCPTT call establishment.
The use of pre-established session on the origination side is compatible with the use of on demand session on the termination side. The use of pre-established session on the termination side is compatible with the use of on demand session on the origination side.
The MCPTT client procedures for:
-	leaving an MCPTT session call using a pre-established session that was initiated by the MCPTT client are defined in subclause 6.2.4.2;
-	releasing a MCPTT session call using a pre-established session that was initiated by the MCPTT client are defined in subclause 6.2.5.2;
-	establishing a pre-arranged group call using a pre-established session are defined in subclause 10.1.1.2.2;
-	rejoining a pre-arranged group call using a pre-established session are defined in subclause 10.1.1.2.4.2;
-	joining a chat MCPTT group session call using a pre-established session are defined in subclause 10.1.2.2.2;
-	establishing a private call using a pre-established session are defined in subclause 11.1.1.2.2; and
-	releasing a private call using a pre-established session are defined in subclause 11.1.3.1.2.
The participating MCPTT function procedures for:
-	establishing a MCPTT session using automatic commencement mode are defined in subclause 6.3.2.2.5.3;
-	establishing a MCPTT session using manual commencement mode are defined in subclause 6.3.2.2.6.3;
-	releasing a MCPTT session call using a pre-established session are defined in subclause 6.3.2.2.8.2;
-	establishing a pre-arranged group call using a pre-established session are defined in subclause 10.1.1.3.1.2;
-	releasing a pre-arranged group call using a pre-established session are defined in subclause 10.1.1.3.3.2;
-	rejoining a pre-arranged group call using a pre-established session are defined in subclause 10.1.1.3.5.2;
-	establishing a MCPTT group session call using a pre-established session are defined in subclause 10.1.2.3.2;
-	originating a private call from a MCPTT client using a pre-established session are defined in subclause 11.1.1.3.1.2;
-	establishing a private call to a MCPTT client using a pre-established session are defined in subclause 11.1.1.3.2;
-	releasing a private call initiated by the served MCPTT client using a pre-established session are defined in subclause 11.1.3.2.1.2; and
-	releasing a private call initiated by the remote MCPTT client using a pre-established session are defined in subclause 11.1.3.2.2.2.
[bookmark: _Toc20155535][bookmark: _Toc27500690][bookmark: _Toc36048815][bookmark: _Toc45209578][bookmark: _Toc51860403][bookmark: _Toc59211727]6.2.5.2	Pre-established session case
When the MCPTT client wants to release an MCPTT session call using a pre-established session, the MCPTT client:
1)	shall interact with the media plane as specified in 3GPP TS 24.380 [5];
2)	shall generate an initial SIP REFER request outside a dialog in accordance with the procedures specified in 3GPP TS 24.229 [4], IETF RFC 4488 [22] and IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and IETF RFC 7647 [27];
3)	shall set the Request-URI of the SIP REFER request to the public service identity identifying the pre-established session on the MCPTT server serving the MCPTT user;
4)	shall include the Refer-Sub header field with value "false" according to rules and procedures of IETF RFC 4488 [22];
5)	shall include the Supported header field with value "norefersub" according to rules and procedures of IETF RFC 4488 [22];
6)	shall set the Refer-To header field of the SIP REFER request to the MCPTT session identity to release;
7)	shall include the "method" SIP URI parameter with the value "BYE" in the URI in the Refer-To header field;
8)	shall include a Target-Dialog header field as specified in IETF RFC 4538 [23] identifying the pre-established session; and
9)	shall send the SIP REFER request according to 3GPP TS 24.229 [4].
Upon receiving a SIP 2xx response to the SIP REFER request, the MCPTT client shall interact with media plane as specified in 3GPP TS 24.380 [5].
[bookmark: _Toc20155617][bookmark: _Toc27500772][bookmark: _Toc36048897][bookmark: _Toc45209660][bookmark: _Toc51860485][bookmark: _Toc59211809]6.3.2.2.5.1	General
When receiving a "SIP INVITE request for terminating participating MCPTT function" that requires automatic commencement mode:
1)	if:
a)	the invited MCPTT client has one or more pre-established sessions without an associated MCPTT sessioncall;
b)	the media-level section for the offered MCPTT speech media stream is the same as the media-level section for MCPTT speech media stream in an existing pre-established session; and
c)	the media-level section of the offered media-floor control entity is the same as the media-level section for media-floor control entity in an existing pre-established session;
then the participating MCPTT function shall perform the actions specified in subclause 6.3.2.2.5.3; or
2)	otherwise the participating MCPTT function shall perform the actions specified in subclause 6.3.2.2.5.2.
[bookmark: _Toc20155621][bookmark: _Toc27500776][bookmark: _Toc36048901][bookmark: _Toc45209664][bookmark: _Toc51860489][bookmark: _Toc59211813]6.3.2.2.6.1	General
When receiving a "SIP INVITE request for terminating participating MCPTT function" that requires manual commencement mode:
1)	if:
a)	the invited MCPTT client has one or more pre-established sessions without an associated MCPTT sessioncall;
b)	the media-level section for the offered MCPTT speech media stream is the same as the media-level section for MCPTT speech media stream in the existing pre-established session; and
c)	the media-level section of the offered media-floor control entity is the same as the media-level section for media-floor control entity in the existing pre-established session;
then the participating MCPTT function shall perform the actions specified in subclause 6.3.2.2.6.3; or
2)	otherwise the participating MCPTT function shall perform the actions specified in subclause 6.3.2.2.6.2.
[bookmark: _Toc20155769][bookmark: _Toc27500924][bookmark: _Toc36049049][bookmark: _Toc45209812][bookmark: _Toc51860637][bookmark: _Toc59211961]8.3.1.1	MCPTT client initiated
When the MCPTT client needs to modify the pre-established session outside of an MCPTT sessioncall, the MCPTT client: 
1)	shall generate a SIP UPDATE request or a SIP re-INVITE request according to 3GPP TS 24.229 [4];
2)	shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1, and include ICE candidates in the SDP offer as per IETF RFC 5245 [17], if required; and
3)	shall send the SIP request towards the MCPTT server according to rules and procedures of 3GPP TS 24.229[4].
On receipt of the SIP 200 (OK) response the MCPTT client:
1)	shall interact with media plane as specified in 3GPP TS 24.380 [5], if there is change in media parameters or codecs in the received SDP answer, compared to those in the previously agreed SDP; and
2)	shall interact with media plane as specified in 3GPP TS 24.380 [5], if there is a media stream, that is currently used in the pre-established session, marked as rejected in the received SDP answer.
NOTE:	The MCPTT client keeps resources for previously agreed media stream, media parameters and codecs until it receives a SIP 200 (OK) response.
[bookmark: _Toc20155770][bookmark: _Toc27500925][bookmark: _Toc36049050][bookmark: _Toc45209813][bookmark: _Toc51860638][bookmark: _Toc59211962]8.3.1.2	Participating MCPTT function initiated
Upon receiving a SIP UPDATE request or a SIP re-INVITE request to modify an existing pre-established session without an associated MCPTT sessioncall, the MCPTT client:
1)	shall validate that the received SDP offer includes at least one media stream for which the media parameters and at least one codec is acceptable by the MCPTT client and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps; and
2)	shall generate a SIP 200 (OK) response as follows:
a)	shall include an SDP answer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2, and include ICE candidates in the SDP answer as per IETF RFC 5245 [17]. if required.
[bookmark: _Toc20155772][bookmark: _Toc27500927][bookmark: _Toc36049052][bookmark: _Toc45209815][bookmark: _Toc51860640][bookmark: _Toc59211964]8.3.2.1	MCPTT client initiated
Upon receiving a SIP UPDATE request or a SIP re-INVITE request to modify an existing pre-established session without associated MCPTT sessioncall, the participating MCPTT function:
1)	shall validate that the received SDP offer includes at least one media stream for which the media parameters and at least one codec is acceptable by the participating MCPTT function and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps; and
2)	shall generate a SIP 200 (OK) response as follows:
a)	include an SDP answer according to 3GPP TS 24.229 [4] based on the received SDP offer with the clarifications given in the 6.3.2.1.2.2, and include ICE candidates in the SDP answer as per IETF RFC 5245 [17], if required; and
b)	include a Contact header field containing the URI that identifies the pre-established session and send a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229[4].
[bookmark: _Toc20155773][bookmark: _Toc27500928][bookmark: _Toc36049053][bookmark: _Toc45209816][bookmark: _Toc51860641][bookmark: _Toc59211965]8.3.2.2	Participating MCPTT function initiated
When the participating MCPTT function needs to modify the pre-established session outside of an MCPTT sessioncall, the participating MCPTT function:
1)	shall generate a SIP UPDATE request or a SIP re-INVITE request according to 3GPP TS 24.229 [4];
2)	shall include an SDP offer according to 3GPP TS 24.229 [4], and include ICE candidates in the SDP offer as per IETF RFC 5245 [17], if required;
3)	shall interact with the media plane as specified in 3GPP TS 24.380 [5], if removing a media-floor control entity; and
4)	shall send the SIP request towards the MCPTT client according to rules and procedures of 3GPP TS 24.229[4].
On receipt of the SIP 200 (OK) response the participating MCPTT function:
1)	shall interact with media plane as specified in 3GPP TS 24.380 [5], if there is change in media parameters or codecs in the received SDP answer, compared to those in the previously agreed SDP;
2)	shall interact with media plane as specified in 3GPP TS 24.380 [5], if there is a media stream, that is currently used in the pre-established session, marked as rejected in the received SDP answer; and
3)	shall interact with media plane as specified in 3GPP TS 24.380 [5], if there is a media stream accepted in the received SDP answer, that is not currently used by the participant in the pre-established session.
NOTE:	The participating MCPTT function keeps resources for previously agreed media stream, media-floor control entities, media parameters and codecs until it receives a SIP 200 (OK) response.
[bookmark: _Toc20155777][bookmark: _Toc27500932][bookmark: _Toc36049057][bookmark: _Toc45209820][bookmark: _Toc51860645][bookmark: _Toc59211969]8.4.1.2	Participating MCPTT function initiated
Upon receiving a SIP BYE request from the participating MCPTT function within a pre-established session the MCPTT client shall check whether there are any MCPTT sessions calls using the pre-established session, and: 
1)	if there is an established MCPTT session call then the MCPTT client shall remove the MCPTT client from the MCPTT session call by performing the procedures for session release for each MCPTT session as specified in 3GPP TS 24.380 [5]; and
2)	if there is no MCPTT session call using the pre-established session, then the MCPTT client shall:
a)	interact with the media plane as specified in 3GPP TS 24.380 [5] for disconnecting the media plane resources towards the participating MCPTT function; and
b)	shall generate and send a SIP 200 (OK) response to the SIP BYE request according to rules and procedures of 3GPP TS 24.229 [4].
[bookmark: _Toc20155779][bookmark: _Toc27500934][bookmark: _Toc36049059][bookmark: _Toc45209822][bookmark: _Toc51860647][bookmark: _Toc59211971]8.4.2.1	MCPTT client initiated
Upon receiving a SIP BYE request from the MCPTT client within a pre-established session the participating MCPTT function:
1)	shall check whether there is a MCPTT sessioncall using the pre-established session, and: 
a)	if there is an established MCPTT session then the participating MCPTT function shall remove the MCPTT client from the MCPTT session by performing the procedures as specified in subclause 6.3.2.1.6; and
b)	if there is a MCPTT session in the process of being established, then the participating MCPTT function:
i)	shall send a SIP CANCEL request to cancel the MCPTT session in the process of being established as specified in 3GPP TS 24.229 [4]; and
ii)	shall release the MCPTT session as specified in the subclause subclause 6.3.2.1.6, if a SIP 200 (OK) response for the SIP INVITE request is received from the remote side; and
c)	if there is no MCPTT session call using the pre-established session, then the participating MCPTT function shall:
i)_	interact with the media plane as specified in 3GPP TS 24.380 [5] for disconnecting the media plane resources towards the MCPTT client; and
ii)	shall generate and send a SIP 200 (OK) response to the SIP BYE request according to rules and procedures of 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the SIP BYE request from the remote side, the participating MCPTT function:
1)	shall interact with the media plane as specified in 3GPP TS 24.380 [5] for releasing media plane resources towards the remote side;
2)	shall interact with the media plane as specified in 3GPP TS 24.380 [5] for releasing media plane resources towards the MCPTT client; and
3)	shall send a SIP 200 (OK) response to the SIP BYE request to the MCPTT client.
[bookmark: _Toc20155867][bookmark: _Toc27501024][bookmark: _Toc36049150][bookmark: _Toc45209916][bookmark: _Toc51860741][bookmark: _Toc59212065]10.1.1.2.1.3	MCPTT upgrade to in-progress emergency or imminent peril
This subclause covers both on-demand session and pre-established sessions.
Upon receiving a request from an MCPTT user to upgrade the MCPTT group session call to an emergency condition or an imminent peril condition on an MCPTT prearranged group, the MCPTT client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4], with the clarifications given below.
1)	if the MCPTT user is requesting to upgrade the MCPTT group session call to an in-progress emergency group state and this is an unauthorised request for an MCPTT emergency call as determined by the procedures of subclause 6.2.8.1.8, the MCPTT client:
a)	should indicate to the MCPTT user that they are not authorised to upgrade the MCPTT group session call to an in-progress emergency group state; and
b)	shall skip the remaining steps of the current subclause;
2)	if the MCPTT user is requesting to upgrade the MCPTT group session call to an in-progress imminent peril state and this is an unauthorised request for an MCPTT imminent peril group call as determined by the procedures of subclause 6.2.8.1.8, the MCPTT client:
a)	should indicate to the MCPTT user that they are not authorised to upgrade the MCPTT group session call to an in-progress imminent peril group state; and
b)	shall skip the remaining steps of the current subclause;
3)	if the MCPTT user has requested to upgrade the MCPTT group session call to an MCPTT emergency call, the MCPTT client:
a)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body by following the procedures in subclause 6.2.8.1.1; and
b)	shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2.
4)	if the MCPTT user has requested to upgrade the MCPTT group session call to an MCPTT imminent peril call, the MCPTT client:
a)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body by following the procedures in subclause 6.2.8.1.9; and
b)	shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;
5)	if the SIP re-INVITE request is to be sent within an on-demand session, shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;
6)	if the SIP re-INVITE request is to be sent within a pre-established session, shall include an SDP offer in the SIP re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session;
NOTE:	The SIP re-INVITE request can be sent within an on-demand session or a pre-established session. If the SIP re-INVITE request is sent within a pre-established session, the media-level section for the offered MCPTT speech media stream and the media-level section of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
7)	if an implicit floor request is required, shall indicate this as specified in subclause 6.4 and
a)	if the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true", shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element; and
8)	shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP re-INVITE request the MCPTT client:
1)	shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and
2)	shall perform the actions specified in subclause 6.2.8.1.4.
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.
On receiving a SIP 4xx response, SIP 5xx response or a SIP 6xx response to the SIP re-INVITE request the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.
[bookmark: 14f4399e2adfb55a__Toc427698790][bookmark: _Toc20155873][bookmark: _Toc27501030][bookmark: _Toc36049156][bookmark: _Toc45209922][bookmark: _Toc51860747][bookmark: _Toc59212071]10.1.1.2.2.2	Client terminating procedures
Upon receiving a SIP re-INVITE request within a pre-established Session session without an associated MCPTT session call or when generating SIP responses to the SIP re-INVITE request, the MCPTT client shall follow the procedures in subclause 10.1.1.2.1.2.
NOTE:	In subclause 10.1.1.2.1.2, the reader is assumed to replace occurrences of SIP INVITE request with SIP re-INVITE request.
[bookmark: _Toc20155876][bookmark: _Toc27501033][bookmark: _Toc36049159][bookmark: _Toc45209925][bookmark: _Toc51860750][bookmark: _Toc59212074]10.1.1.2.3.2	Client originating procedures using pre-established session
When an MCPTT client wants to leave the MCPTT session call within a pre-established session, the MCPTT client shall follow the procedures as specified in subclause 6.2.4.2.
[bookmark: _Hlk517170576][bookmark: _Toc20155880][bookmark: _Toc27501037][bookmark: _Toc36049163][bookmark: _Toc45209929][bookmark: _Toc51860754][bookmark: _Toc59212078]10.1.1.2.4.2	Pre-established session
Upon receiving a request from an MCPTT user to rejoin an ongoing MCPTT session call within the pre-established session or triggered by coming back from out of coverage, the MCPTT client shall generate a SIP REFER request as specified in IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and IETF RFC 7647 [27], and in accordance with the UE procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.
The MCPTT client shall follow the procedures specified in subclause 10.1.1.2.2.1 with the clarification in step 3) of subclause 10.1.2.2.2.1 that the Refer-To header field of the SIP REFER request:
1)	shall contain a URI of the MCPTT session identity to rejoin; and
2)	shall contain a Content-Type header field in the headers portion of the SIP URI containing an application/vnd.3gpp.mcptt-info+xml MIME type of the hname "body" parameter in the headers portion of the SIP URI and the hname "body" parameter in the headers portion of the SIP URI containing the <mcpttinfo> element with the <mcptt-Params> element and with the <session-type> element set to a value of "prearranged".
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Upon receipt of a "SIP REFER request for a pre-established session", with:
1)	the Refer-To header field containing a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [62] that points to an application/resource-lists MIME body as specified in IETF RFC 5366 [20] containing an <entry> element with a "uri" attribute containing a SIP URI set to a pre-arranged group identity;
2)	an hname "body" parameter in the headers portion of the SIP URI specified above containing an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element set to "prearranged"; and
3)	a Content-ID header field set to the "cid" URL;
the participating MCPTT function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE REFER request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24] and shall not continue with the rest of the steps;
NOTE 1:	If the application/vnd.3gpp.mcptt-info MIME body included in the SIP REFER request as described at the top of the present subclause contains an <emergency-ind> element or <imminentperil-ind> element set to a value of "true", and this is an authorised request for originating a priority call as determined by subclause 6.3.2.1.8.1, the participating MCPTT function can according to local policy choose to accept the request.
2)	shall determine the MCPTT ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP REFER request;
NOTE 2:	The MCPTT ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
3)	if the participating MCPTT function cannot find a binding between the public user identity and an MCPTT ID or if the validity period of an existing binding has expired, then the participating MCPTT function shall reject the SIP REFER request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in subclause 4.4, and shall not continue with any of the remaining steps;
4)	if through local policy in the participating MCPTT function, the user identified by the MCPTT ID is not authorised to initiate prearranged group calls, shall reject the "SIP REFER request for pre-established session" with a SIP 403 (Forbidden) response to the SIP INVITE REFER request, with warning text set to "109 user not authorised to make prearranged group calls" in a Warning header field as specified in subclause 4.4;
5)	shall check if the number of maximum simultaneous MCPTT group calls supported for the MCPTT user as specified in the <MaxSimultaneousCallsN6> element of the <MCPTT-group-call> element of the MCPTT user profile document (see the MCPTT user profile document in 3GPP TS 24.484 [50]) has been exceeded. If exceeded, the participating MCPTT function shall respond with a SIP 486 (Busy Here) response with the warning text set to "103 maximum simultaneous MCPTT group calls reached" in a Warning header field as specified in subclause 4.4 and shall not continue with the rest of the steps;
NOTE 3:	If the SIP REFER request contains an emergency indication set to a value of "true" or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority call as determined by subclause 6.3.2.1.8.1, the participating MCPTT function can according to local policy choose to allow for an exception to the limit for the maximum simultaneous MCPTT sessions supported for the MCPTT user.
6)	if the "SIP REFER request for a pre-established session" contained a Refer-Sub header field containing "false" value and a Supported header field containing "norefersub" value, shall handle the SIP REFER request as specified in 3GPP TS 24.229 [4], IETF RFC 3515 [25] as updated by IETF RFC 6665 [26], and IETF RFC 4488 [22] without establishing an implicit subscription;
7)	if received SIP REFER request includes an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element included or an <imminentperil-ind> element included, shall validate the request as described in subclause 6.3.2.1.8.3;
8)	if the SIP REFER request contains in the application/vnd.3gpp.mcptt-info+xml MIME body:
a)	an <emergency-ind> element set to a value of "true" and this is an unauthorised request for an MCPTT emergency group call as determined by subclause 6.3.2.1.8.1;
b)	an <alert-ind> element set to a value of "true" and this is an unauthorised request for an MCPTT emergency alert as determined by subclause 6.3.2.1.8.2; or
c)	an <imminentperil-ind> element set to a value of "true" and this is an unauthorised request for an MCPTT imminent peril group call as determined by subclause 6.3.2.1.8.1;
	then shall reject the SIP REFER request with a SIP 403 (Forbidden) response and skip the rest of the steps;
9)	shall retrieve the group identity within the <entry> element of the application/resource-lists MIME body, referenced by the "cid" URL contained in the Refer-To header field of the SIP REFER request;
10)	shall determine the public service identity of the controlling MCPTT function associated with the group identity in the application/resource-lists MIME body referenced by the Refer-To header of the SIP REFER request. If the participating MCPTT function is unable to identify the controlling MCPTT function associated with the group identity, it shall reject the REFER request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in subclause 4.4, and shall not continue with any of the remaining steps;
NOTE 4:	The public service identity can identify the controlling function in the primary MCPTT system or a partner MCPTT system.
NOTE 5:	How the participating MCPTT server discovers the public service identity of the controlling MCPTT function associated with the group identity is out of scope of the current document.
11)	if the user identified by the MCPTT ID is not affiliated to the group identified in the SIP REFER request as determined by subclause 9.2.2.2.11 and this is an authorised request for originating a priority call as determined by subclause 6.3.2.1.8.1, shall perform the actions specified in subclause 9.2.2.2.12 for implicit affiliation;
12)	if the actions for implicit affiliation specified in step 11) above were performed but not successful in affiliating the MCPTT user due to the MCPTT user already having N2 simultaneous affiliations, shall reject the SIP REFER request with a SIP 486 (Busy Here) response with the warning text set to "102 too many simultaneous affiliations" in a Warning header field as specified in subclause 4.4. and skip the rest of the steps.
NOTE 6:	N2 is the total number of MCPTT groups that an MCPTT user can be affiliated to simultaneously as specified in 3GPP TS 23.379 [3].
NOTE 7:	If the SIP INVITEREFER request contains an emergency indication set to a value of "true" or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority call as determined by subclause 6.3.2.1.8.1, the participating MCPTT function can according to local policy choose to allow an exception to the N2 limit. Alternatively, a lower priority affiliation of the MCPTT user could be cancelled to allow for the new affiliation.
13)	shall generate a final SIP 200 (OK) response to the "SIP REFER request for a pre-established session" according to 3GPP TS 24.229 [4];
NOTE 8:	In accordance with IETF RFC 4488 [22], the participating MCPTT function inserts the Refer-Sub header field containing the value "false" in the SIP 200 (OK) response to the SIP REFER request to indicate that it has not created an implicit subscription.
14)	shall send the response to the "SIP REFER request for a pre-established session" towards the MCPTT client according to 3GPP TS 24.229 [4];
15)	shall generate a SIP INVITE request as specified in subclause 6.3.2.1.4;
16)	shall set the Request-URI of the SIP INVITE request to the public service identity of the controlling MCPTT function associated with the group identity;
17)	shall copy the group identity from the "uri" attribute of the <entry> element of the application/resource-lists MIME body pointed to by the "cid" URL in the Refer-to header field of the SIP REFER request, to the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body in the SIP INVITE request;
18)	if the received SIP REFER request contained a Resource-Priority header field, shall include in the outgoing SIP INVITE request a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [4] set to the value indicated in the Resource-Priority header field of the received SIP REFER request from the MCPTT client;
NOTE 9:	The participating MCPTT function will leave verification of the Resource-Priority header field to the controlling MCPTT function.
18a)	if, according to subclause 6.4, the SIP REFER request is regarded as being received with an implicit request to grant the floor to the initiating MCPTT client:
	if:
a)	the incoming SIP REFER request contained an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element; and
b)	the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true";
	then shall copy the application/vnd.3gpp.mcptt-location-info+xml MIME body from the received SIP REFER request into the outgoing SIP INVITE request;
	otherwise:
	if:
a)	the participating MCPTT function has available the location of the initiating MCPTT client; and
b)	the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true";
	then shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element; and
19)	shall forward the SIP INVITE request according to 3GPP TS 24.229 [4].
Upon receiving SIP provisional responses for the SIP INVITE request the participating MCPTT function:
1)	shall discard the received SIP responses without forwarding them.
Upon receipt of a SIP 302 (Moved Temporarily) response to the SIP INVITE request the participating MCPTT function:
1)	shall generate a SIP INVITE request as specified in subclause 6.3.2.1.10;
2)	shall include in the SIP INVITE request an SDP offer based upon the SDP offer negotiated during the pre-established session establishment, any subsequent pre-established session modification and the SDP offer (if any) included in the hname "body" parameter in the headers portion of the SIP URI contained in the <entry> element of the application/resource-lists MIME body, referenced by the "cid" URL in the Refer-To header field in the incoming SIP REFER request from the MCPTT client; and
3)	shall forward the SIP INVITE request according to 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response for the SIP INVITE request the participating MCPTT function:
1)	shall interact with the media plane as specified in 3GPP TS 24.380 [5];
2)	if the procedures of subclause 9.2.2.2.12 for implicit affiliation were performed in the present subclause, shall complete the implicit affiliation by performing the procedures of subclause 9.2.2.2.13; and
3)	if the received SIP 2xx response was in response to a request for an MCPTT group call containing a Resource-Priority header field populated for an MCPTT emergency group call or MCPTT imminent peril group call as specified in subclause 6.3.2.1.8.4 and does not contain a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149":
a)	shall generate a SIP re-INVITE request to be sent towards the MCPTT client within the pre-established session as specified in subclause 6.3.2.1.8.5; and
b)	shall send the SIP re-INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4].
NOTE 10:	There are two cases covered in the handling of the received SIP 2xx response above. The first case is when the SIP INVITE request sent to the controlling MCPTT function contained a Resource-Priority header field populated appropriately to request emergency level or imminent peril level priority but did not contain in the application/vnd.3gpp.mcptt-info+xml MIME body either an <emergency-ind> element or an <imminentperil-ind> element. The second case is when the SIP INVITE request sent to the controlling MCPTT function contained a Resource-Priority header field and contained either an <emergency-ind> element or an <imminentperil-ind> element. In either case, the received SIP 2xx response did not warn of a pending SIP INFO request.
Upon receiving a SIP INFO request from the controlling MCPTT function within the dialog of the SIP INVITE request for an MCPTT emergency call or MCPTT imminent peril call, the participating MCPTT function:
1)	shall send a SIP 200 (OK) response to the SIP INFO request to the controlling MCPTT function as specified in 3GPP TS 24.229 [4];
2)	shall generate a SIP re-INVITE request to be sent towards the MCPTT client within the pre-established session as specified in subclause 6.3.2.1.8.5; and
3)	shall send the SIP re-INVITE request to the MCPTT client according to 3GPP TS 24.229 [4].
NOTE 11:	This is the case where the SIP REFER request previously received from the MCPTT client contained a Resource-Priority header field populated for an MCPTT emergency group call or MCPTT imminent peril group call as specified in subclause 6.3.2.1.8.4 but was also a request either an MCPTT emergency group call or an MCPTT imminent peril group call.
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request in step 19) the participating MCPTT function:
1)	if the implicit affiliation procedures of subclause 9.2.2.2.12 were invoked in this procedure, shall perform the procedures of subclause 9.2.2.2.14; and
2)	shall interact with the media plane as specified in 3GPP TS 24.380 [5].
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In the procedures in this subclause:
1)	MCPTT ID in an incoming SIP INVITE request refers to the MCPTT ID of the originating user from the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request;
2)	group identity in an incoming SIP INVITE request refers to the group identity from the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request;
3)	MCPTT ID in an outgoing SIP INVITE request refers to the MCPTT ID of the called user in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the outgoing SIP INVITE request;
4)	indication of required group members in a SIP 183 (Session Progress) response refers to the <required> element of the application/vnd.3gpp.mcptt-info+xml MIME body set to "true" in a SIP 183 (Session Progress) sent by the non-controlling MCPTT function of an MCPTT group;
5)	emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and
6)	imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.
Upon receipt of a "SIP INVITE request for controlling MCPTT function of an MCPTT group", the controlling MCPTT function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24] and skip the rest of the steps;
NOTE 1:	if the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating an MCPTT emergency group call as determined by subclause 6.3.3.1.13.2, or for originating an MCPTT imminent peril group call as determined by subclause 6.3.3.1.13.5, the controlling MCPTT function can according to local policy choose to accept the request.
2)	shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;
3)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:
a)	an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag; or
b)	an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";
4)	if received SIP INVITE request includes an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element included or an <imminentperil-ind> element included, shall validate the request as described in subclause 6.3.3.1.17;
5)	if the group identity is associated with a group document maintained by the GMS:
NOTE 2:	How the MCPTT server determines that a group identity represents a group for which a group document is stored in the GMS is an implementation detail.
a)	shall retrieve the necessary group document(s) from the group management server for the group identity contained in the SIP INVITE request and carry out initial processing as specified in subclause 6.3.5.2;
a1)	if the group document contains a <list -service> element that contains a <preconfigured-group-use-only> element that is set to the value "true", shall shall reject the SIP INVITE request with a SIP 403 (Forbidden) response with the warning text set to "167 call is not allowed on the preconfigured group" as specified in subclause 4.4 "Warning header field" and skip the rest of the steps;
b)	if the group referred to by the group identity has been regrouped, shall:
i)	stop processing the SIP INVITE request;
ii)	shall reject the SIP INVITE request with a SIP 403 (Forbidden) response with the warning text set to "148 group is regrouped" as specified in subclause 4.4 "Warning header field";
iii)	if the group referred to by the group identity has been regrouped based on a preconfigured group, shall send a copy of the notifying SIP MESSAGE that was generated and sent per subclause 16.2.4.1 to the participating function for the MCPTT ID of the incoming SIP INVITE request; and
iv)	skip the rest of the steps;
c)	if the result of the initial processing in subclause 6.3.5.2 was:
i)	that authorization of the MCPTT ID is required at a non-controlling MCPTT function of an MCPTT group is required, perform the actions in subclause 6.3.3.1.13.7 and do not continue with the rest of the steps in this subclause; and
ii)	that a SIP 3xx, 4xx, 5xx or 6xx response to the "SIP INVITE request for controlling MCPTT function of an MCPTT group" has been sent, do not continue with the rest of the steps in this subclause;
6)	if the group identity is associated with a user or group regroup based on a preconfigured group:
a)	shall retrieve the stored information for the group identity;
b)	if there is no stored information for the group identity, the controlling MCPTT function:
i)	shall return a SIP 404 (Not Found) response with the warning text set to "163 the group identity indicated in the request does not exist" as specified in subclause 4.4 "Warning header field" and shall not continue with the rest of the steps;
NOTE 3:	The user or group regroup can have been removed very recently and the client has sent the group call request prior to receiving the removal notification.
7)	shall perform the actions as described in subclause 6.3.3.2.2;
8)	shall maintain a local counter of the number of SIP 200 (OK) responses received from invited members and shall initialise this local counter to zero;
9)	shall determine if an MCPTT group call for the group identity is already ongoing by determining if an MCPTT session identity has already been allocated for the group call and the MCPTT session is active;
10)	if the SIP INVITE request contains an unauthorised request for an MCPTT emergency group call as determined by subclause 6.3.3.1.13.2:
a)	shall reject the SIP INVITE request with a SIP 403 (Forbidden) response as specified in subclause 6.3.3.1.14; and
b)	shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
11)	if the SIP INVITE request contains an unauthorised request for an MCPTT imminent peril group call as determined by subclause 6.3.3.1.13.5, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response with the following clarifications:
a)	shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "false"; and
b)	shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
12)	if a Resource-Priority header field is included in the SIP INVITE request: 
a)	if the Resource-Priority header field is set to the value indicated for emergency calls and the SIP INVITE request does not contain an emergency indication and the in-progress emergency state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps; or
b)	if the Resource-Priority header field is set to the value indicated for imminent peril calls and the SIP INVITE request does not contain an imminent peril indication and the in-progress imminent peril state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps;
13)	if the received SIP INVITE request contains an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element, the controlling MCPTT function can remember the location information contained in the <location-info> root element;
14)	if the MCPTT group call is not ongoing then:
a)	if:
i)	the user identified by the MCPTT ID is not affiliated to the group identity contained in the SIP INVITE request as specified in subclause 6.3.6;
ii)	the group identity contained in the SIP INVITE request is not a constituent MCPTT group ID;
iii)	the received SIP INVITE request does not contain an emergency indication or imminent peril indication; or
iv)	the received SIP INVITE request is an authorised request for an MCPTT emergency group call as determined by subclause 6.3.3.1.13.2 or MCPTT imminent peril group call as determined by steps subclause 6.3.3.1.13.5 and is determined to not be eligible for implicit affiliation as specified in subclause 9.2.2.3.6;
then shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.4, and skip the rest of the steps below;
b)	if the user identified by the MCPTT ID is not authorised to initiate the prearranged group session as specified in subclause 6.3.5.4, shall send a SIP 403 (Forbidden) response with the warning text set to: "119 user is not authorised to initiate the group call" in a Warning header field as specified in subclause 4.4 and skip the rest of the steps below;
c)	if the received SIP INVITE request contains an authorised request for an MCPTT emergency group call as determined by subclause 6.3.3.1.13.2 or MCPTT imminent peril group call as determined by subclause 6.3.3.1.13.5 and the MCPTT user is eligible to be implicitly affiliated with the MCPTT group as determined in step 14) a) iv) above, shall perform the implicit affiliation as specified in subclause 9.2.2.3.7;
d)	shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];
e)	shall create a prearranged group session and allocate an MCPTT session identity for the prearranged group call, and shall handle timer TNG3 (group call timer) as specified in subclause 6.3.3.5;
f)	if the group identity in the "SIP INVITE request for controlling MCPTT function of an MCPTT group" is a TGI:
i)	shall for each of the constituent MCPTT groups homed on the primary MCPTT system:
A)	if the controlling MCPTT function does not own the MCPTT group identified by the MCPTT group ID, then generate a SIP INVITE request towards the MCPTT server that owns the MCPTT group identity by following the procedures in subclause 10.1.1.4.1.2; and
NOTE 4:	The MCPTT server that the SIP INVITE request is sent to acts as a non-controlling MCPTT function;
B)	if the controlling MCPTT function owns the MCPTT group identified by the MCPTT group ID then:
I)	determine the members to invite to the prearranged MCPTT group call as specified in subclause 6.3.5.5;
II)	invite each group member determined in step A) above, to the group session, as specified in subclause 10.1.1.4.1.1; and
III)	interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3; and
ii)	shall for each of the constituent MCPTT groups homed on the partner MCPTT system generate a SIP INVITE request for the MCPTT group identity homed on the partner MCPTT system as specified in subclause 10.1.1.4.1.2; and
g)	if the group identity in the SIP INVITE request for controlling MCPTT function of an MCPTT group is an MCPTT group ID:
i)	shall determine the members to invite to the prearranged MCPTT group call as specified in subclause 6.3.5.5. If:
A)	the number of affiliated members of the MCPTT group is lower than the value contained in the <on-network-minimum-number-of-affiliated-members> element of the group document as specified in 3GPP TS 24.481 [31]; or
B)	the group document contains any <on-network-affiliation-to-group-required> group member as specified in 3GPP TS 24.481 [31] that is not affiliated;
	then the controlling MCPTT function shall send a SIP 480 (Temporarily Unavailable) response to the MCPTT client that originated the group session with the warning text set to "112 group call abandoned due to required group members not part of the group session" in a Warning header field as specified in subclause 4.4 and skip the rest of the steps below;
ii)	if necessary, shall start timer TNG1 (acknowledged call setup timer) according to the conditions stated in subclause 6.3.3.3;
iii)	if the received SIP INVITE request includes an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element set to a value of "true":
A)	shall cache the information that the MCPTT user has initiated an MCPTT emergency call;
B)	if the received SIP INVITE contains an alert indication set to a value of "true" and this is an authorised request for an MCPTT emergency alert meeting the conditions specified in subclause 6.3.3.1.13.1, shall cache the information that the MCPTT user has initiated an MCPTT emergency alert; and
C)	if the in-progress emergency state of the group is set to a value of "false":
I)	shall set the value of the in-progress emergency state of the group to "true"; and
II)	shall start timer TNG2 (in-progress emergency group call timer) and handle its expiry as specified in subclause 6.3.3.1.16;
iv)	if the in-progress emergency state of the group is set to a value of "false" and if the received SIP INVITE request contains an imminent peril indication set to a value of "true", the controlling MCPTT function shall:
A)	shall cache the information that the MCPTT user has initiated an MCPTT imminent peril call; and
B)	if the in-progress imminent peril state of the group is set to a value of "false", shall set the in-progress imminent peril state of the group to a value of "true";
v)	shall invite each group member determined in step 13)g)i) above, to the group session, as specified in subclause 10.1.1.4.1.1; and
vi)	shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3; and
15)	if the MCPTT group call is ongoing then:
a)	if:
i)	the user identified by the MCPTT ID in the SIP INVITE request is not affiliated to the group identity contained in the SIP INVITE request as specified in subclause 6.3.6;
ii)	the group identity contained in the SIP INVITE request is not a constituent MCPTT group ID;
iii)	the received SIP INVITE request does not contain an emergency indication or imminent peril indication; or
iv)	the received SIP INVITE request is an authorised request for an MCPTT emergency group call as determined by subclause 6.3.3.1.13.2 or MCPTT imminent peril group call as determined subclause 6.3.3.1.13.5 and is determined to not be eligible for implicit affiliation as specified in subclause 9.2.2.3.6;
then shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.4, and skip the rest of the steps below;
b)	if the user identified by the MCPTT ID in the SIP INVITE request is not authorised to join the prearranged group session as specified in subclause 6.3.5.3, shall send a SIP 403 (Forbidden) response with the warning text set to "121 user is not allowed to join the group call" in a Warning header field as specified in subclause 4.4 and skip the rest of the steps below;
c)	shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];
d)	if <on-network-max-participant-count> as specified in 3GPP TS 24.481 [31] is already reached:
i)	if, according to local policy, the user identified by the MCPTT ID in the SIP INVITE request is deemed to have a higher priority than an existing user in the group session, may remove a participant from the session by following subclause 10.1.1.4.4.3, and skip the next step; and
NOTE 5:	The local policy for deciding whether to admit a user to a call that has reached its maximum amount of participants can include the <user-priority> and the <participant-type> of the user as well as other information of the user from the group document as specified in 3GPP TS 24.481 [31]. The local policy decisions can also include taking into account whether the imminent-peril indicator or emergency indicator was received in the SIP INVITE request.
ii)	shall return a SIP 486 (Busy Here) response with the warning text set to "122 too many participants" to the originating network as specified in subclause 4.4 and skip the rest of the steps;
e)	if the received SIP INVITE request contains an authorised request for an MCPTT emergency group call as determined by subclause 6.3.3.1.13.2 or MCPTT imminent peril group call as determined by subclause 6.3.3.1.13.5 and the MCPTT user is eligible to be implicitly affiliated with the MCPTT group as determined in step 15) a) iv) above, shall perform the implicit affiliation as specified in subclause 9.2.2.3.7;
f)	if the received SIP INVITE request includes an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element set to a value of "true":
i)	shall cache the information that the MCPTT user has initiated an MCPTT emergency call;
ii)	if the received SIP INVITE contains an alert indication set to a value of "true" and this is an authorised request for an MCPTT emergency alert meeting the conditions specified in subclause 6.3.3.1.13.1, shall cache the information that the MCPTT user has initiated an MCPTT emergency alert;
iii)	if the in-progress emergency state of the group is set to a value of "false":
A)	shall set the value of the in-progress emergency state of the group to "true";
B)	shall start timer TNG2 (in-progress emergency group call timer) and handle its expiry as specified in subclause 6.3.3.1.16;
C)	shall generate SIP re-INVITE requests for the MCPTT emergency group call to the other call participants of the MCPTT group as specified in subclause 6.3.3.1.6; and
D)	shall send the SIP re-INVITEs towards the other participants of the MCPTT group call;
iv)	if the in-progress emergency state of the group is set to a value of "true":
A)	for each of the other affiliated member of the group generate a SIP MESSAGE request notification of the MCPTT user's emergency indication as specified in subclause 6.3.3.1.11, setting the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "true"; and
B)	send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4]; and
v)	upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5];
g)	if the in-progress emergency state of the group is set to a value of "false" and if the SIP INVITE request contains an imminent peril indication set to a value of "true", the controlling MCPTT function:
i)	shall cache the information that the MCPTT user has initiated an MCPTT imminent peril call; and
ii)	if the in-progress imminent peril state of the group is set to a value of "false":
A)	shall set the in-progress imminent peril state of the group to a value of "true";
B)	shall generate SIP re-INVITE requests for the MCPTT imminent peril group call to the other call participants of the MCPTT group as specified in subclause 6.3.3.1.15;
C)	shall send the SIP re-INVITEs towards the other participants of the MCPTT group call; and
D)	upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and
iii)	if the in-progress imminent peril state of the group is set to a value of "true":
A)	for each of the other affiliated member of the group generate a SIP MESSAGE request notification of the MCPTT user's imminent peril indication as specified in subclause 6.3.3.1.11, setting the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "true"; and
B)	send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4];
h)	shall generate a SIP 200 (OK) response as specified in the subclause 6.3.3.2.3.2;
i)	shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;
j)	shall include in the SIP 200 (OK) response with the warning text set to "123 MCPTT session already exists" as specified in subclause 4.4;
k)	if the received SIP re-INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCPTT emergency alert as specified in subclause 6.3.3.1.13.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
l)	if the received SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "true" and if the in-progress emergency state of the group is set to a value of "true", shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
NOTE 6:	In this case, the request was for an imminent peril call but a higher priority MCPTT emergency call was already in progress on the group. Hence, the imminent peril call request aspect of the request is denied but the request is granted with emergency level priority.
m)	shall interact with media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;
NOTE 7:	Resulting media plane processing is completed before the next step is performed.
n)	shall send the SIP 200 (OK) response towards the inviting MCPTT client or inviting non-controlling MCPTT function according to 3GPP TS 24.229 [4];
o)	shall generate a notification to the MCPTT clients, which have subscribed to the conference event package that the inviting MCPTT User has joined in the MCPTT group sessioncall, as specified in subclause 6.3.3.4;
NOTE 8:	As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].
p)	shall send a SIP NOTIFY request to each MCPTT client according to 3GPP TS 24.229 [4];
q)	Upon receiving a SIP ACK to the above SIP 200 (OK) response and the SIP 200 (OK) response contained a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149", shall follow the procedures in subclause 6.3.3.1.18; and
r)	shall not continue with the rest of the subclause.
Upon receiving a SIP 183 (Session Progress) response to the SIP INVITE request specified in subclause 10.1.1.4.1 containing a P-Answer-State header field with the value "Unconfirmed" as specified in IETF RFC 4964 [34], the timer TNG1 (acknowledged call setup timer) is not running, the controlling MCPTT function supports media buffering and the SIP final response is not yet sent to the inviting MCPTT client:
1)	shall generate a SIP 200 (OK) response to SIP INVITE request as specified in the subclause 6.3.3.2.3.2;
2)	shall include the warning text set to "122 too many participants" as specified in subclause 4,4 in the SIP 200 (OK) response, if the prearranged MCPTT group has more than <on-network-max-participant-count> members as specified in 3GPP TS 24.481 [31];
3)	shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;
4)	shall include a P-Answer-State header field with the value "Unconfirmed";
5)	if the SIP INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCPTT emergency alert as specified in subclause 6.3.3.1.13.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
6)	if the received SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "true" and if the in-progress emergency state of the group is set to a value of "true", shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
7)	shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;
NOTE 9:	Resulting user plane processing is completed before the next step is performed.
8)	shall send the SIP 200 (OK) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4];
9)	shall generate a notification to the MCPTT clients, which have subscribed to the conference event package that the inviting MCPTT User has joined in the MCPTT group sessioncall, as specified in subclause 6.3.3.4; and
NOTE 10:	As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].
10)	shall send a SIP NOTIFY request to each MCPTT client according to 3GPP TS 24.229 [4].
Upon receiving a SIP 183 (Session Progress) response for a SIP INVITE request as specified in subclause 10.1.1.4.1.2 containing an indication of required group members, the timer TNG1 (acknowledged call setup timer) is running and all SIP 200 (OK) responses have been received to all SIP INVITE requests sent to MCPTT clients specified in subclause 10.1.1.4.1.1, then the controlling MCPTT function shall wait until the SIP 200 (OK) response has been received to the SIP INVITE request specified in subclause 10.1.1.4.1.2 before generating a SIP 200 (OK) response to the "SIP INVITE request for controlling MCPTT function of an MCPTT group".
Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in subclause 10.1.1.4.1 that was sent to an affiliated and <on-network-required> group member as specified in 3GPP TS 24.481 [31]; and
1)	if the MCPTT ID in the SIP 200 (OK) response matches to the MCPTT ID in the corresponding SIP INVITE request;
2)	there are no outstanding SIP 200 (OK) responses to SIP INVITE requests which were sent to affiliated and <on-network-required> group members as specified in 3GPP TS 24.481 [31]; and
3)	there is no outstanding SIP 200 (OK) response to a SIP INVITE request sent in subclause 10.1.1.4.1.2 where the SIP 183 (Session Progress) response contained an indication of required group members;
the controlling MCPTT function:
1)	shall stop timer TNG1 (acknowledged call setup timer) as described in subclause 6.3.3.3;
2)	shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.3.2.3.2 before continuing with the rest of the steps;
3)	shall include the warning text set to "122 too many participants" as specified in subclause 4.4 in the SIP 200 (OK) response, if all members were not invited because the prearranged MCPTT group has been exceeded the <on-network-max-participant-count> members as specified in 3GPP TS 24.481 [31];
4)	shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;
5)	shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;
NOTE 11:	Resulting media plane processing is completed before the next step is performed.
6)	shall send a SIP 200 (OK) response to the inviting MCPTT client according to 3GPP TS 24.229 [4];
7)	shall generate a notification to the MCPTT clients, which have subscribed to the conference event package that the inviting MCPTT user has joined in the MCPTT group sessioncall, as specified in subclause 6.3.3.4; and
NOTE 12:	As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].
8)	shall send the SIP NOTIFY request to the MCPTT clients according to 3GPP TS 24.229 [4].
Upon:
1)	receiving a SIP 200 (OK) response for a SIP INVITE request as specified in subclause 10.1.1.4.1;
2)	the timer TNG1 (acknowledged call setup timer) is not running;
3)	the local counter of the number of SIP 200 (OK) responses received from invited members is equal to the value of the <on-network-minimum-number-to-start> element of the group document;
4)	the controlling MCPTT function supports media buffering; and
5)	the SIP final response has not yet been sent to the inviting MCPTT client;
the controlling MCPTT function according to local policy:
1)	shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.3.2.2;
2)	shall include the warning text set to "122 too many participants" as specified in subclause 4.4 in the SIP 200 (OK) response, if all members were not invited because the prearranged MCPTT group has exceeded the <max-participant-count> members as specified in 3GPP TS 24.481 [31];
3)	shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;
4)	if the SIP INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCPTT emergency alert as specified in subclause 6.3.3.1.13.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
5)	if the received SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "true" and if the in-progress emergency state of the group is set to a value of "true", shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
6)	shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;
NOTE 13:	Resulting media plane processing is completed before the next step is performed.
7)	shall send a SIP 200 (OK) response to the inviting MCPTT client according to 3GPP TS 24.229 [4];
8)	shall generate a notification to the MCPTT clients, which have subscribed to the conference event package that the inviting MCPTT user has joined in the MCPTT group sessioncall, as specified in subclause 6.3.3.4; and
NOTE 14:	As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].
9)	shall send the SIP NOTIFY request to the MCPTT clients according to 3GPP TS 24.229 [4].
Upon expiry of timer TNG1 (acknowledged call setup timer), if there are outstanding SIP 200 (OK) responses to SIP INVITE requests sent to affiliated and <on-network-required> group members as specified in 3GPP TS 24.481 [31], the controlling MCPTT function shall follow the procedures specified in subclause 6.3.3.3.
If timer TNG1 (acknowledged call setup timer) is running and a final SIP 4xx, 5xx or 6xx response is received from an affiliated and <on-network-required> group member as specified in 3GPP TS 24.481 [31], the controlling MCPTT function shall follow the relevant procedures specified in subclause 6.3.3.3.
If:
1)	timer TNG1 (acknowledged call setup timer) is not running;
2)	the local counter of the number of SIP 200 (OK) responses received from invited members is equal to the value of the <on-network-minimum-number-to-start> element of the group document; and
3)	a final SIP 4xx, 5xx or 6xx response is received from an invited MCPTT client;
then the controlling MCPTT function shall perform one of the following based on policy:
1)	send the SIP final response towards the inviting MCPTT client, according to 3GPP TS 24.229 [4], if a SIP final response was received from all the other invited MCPTT clients and the SIP 200 (OK) response is not yet sent; or
2)	remove the invited MCPTT client from the MCPTT Session as specified in subclause 6.3.3.1.5, if a SIP final response other than 2xx or 3xx was received from all the invited MCPTT clients and the SIP 200 (OK) response is already sent. The controlling MCPTT function may invite an additional member of the prearranged MCPTT group as specified in subclause 10.1.1.4.1 that has not already been invited, if the prearranged MCPTT group has more than <on-network-max-participant-count> members as specified in 3GPP TS 24.481 [31], and all members have not yet been invited.
If the group identity in the "SIP INVITE request for controlling MCPTT function of an MCPTT group" is a TGI and constituent MCPTT groups were invited as specified in subclause 10.1.1.4.1.2 and,
1)	if all non-controlling MCPTT functions hosting the constituent MCPTT groups have responded with a SIP 2xx, SIP 3xx, SIP 4xx, SIP 5xx or SIP 6xx responses to the "SIP INVITE request for non-controlling MCPTT function of an MCPTT group"; and
2)	if all expected SIP INFO requests containing a floor request are received;
then the controlling MCPTT function shall indicate to the media plane that all final responses are received.
NOTE 15:	If the SIP 200 (OK) response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group included the application/vnd.3gpp.mcptt-info+xml MIME body with the <floor-state> element set to "floor-taken", the controlling MCPTT function expects that the non-controlling MCPTT functions sends a SIP INFO request containing a floor request.
Upon receiving a SIP ACK to the SIP 200 (OK) response sent towards the inviting MCPTT client, and the SIP 200 (OK) response was sent with the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4, the controlling MCPTT function shall follow the procedures in subclause 6.3.3.1.18.
[bookmark: _Toc20155908][bookmark: _Toc27501065][bookmark: _Toc36049191][bookmark: _Toc45209957][bookmark: _Toc51860782][bookmark: _Toc59212106]10.1.1.4.5.1	Terminating procedures
Upon receipt of a SIP INVITE request that includes an MCPTT session identity of an ongoing MCPTT session in the Request-URI the controlling MCPTT function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;
NOTE 1:	If the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating an MCPTT emergency group call as determined by subclause 6.3.3.1.13.2, or for originating an MCPTT imminent peril group call as determined by subclause 6.3.3.1.13.5, the controlling MCPTT function can according to local policy choose to accept the request.
2)	shall reject the SIP request with a SIP 404 (Not Found) response if the MCPTT group call represented by the MCPTT session identity in Request-URI is not present;
3)	shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not, reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;
4)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:
a)	an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag; or
b)	an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";
5)	shall determine the MCPTT ID of the calling user;
6)	if the user identified by the MCPTT ID is not authorised to join the prearranged group session as specified in subclause 6.3.5.3, shall send a SIP 403 (Forbidden) response with the warning text set to "121 user is not authorised to join the group call" in a Warning header field as specified in subclause 4.4. Otherwise continue with the rest of the steps below;
7)	shall perform the actions on receipt of an initial SIP INVITE request as described in subclause 6.3.3.2.2;
8)	if the user identified by the MCPTT ID is not affiliated to the MCPTT group ID associated with the MCPTT session identity as specified in subclause 6.3.6, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.4;
9)	shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];
10)	if <on-network-max-participant-count> as specified in 3GPP TS 24.481 [31] is already reached:
a)	if, according to local policy, the user identified by the MCPTT ID in the SIP INVITE request is deemed to have a higher priority than an existing user in the group session, may remove a participant from the session by following subclause 10.1.1.4.4.3, and skip the next step; and
NOTE 2:	The local policy for deciding whether to admit a user to a call that has reached its maximum amount of participants can include the <user-priority> and the <participant-type> of the user as well as other information of the user from the group document as specified in 3GPP TS 24.481 [31]. The local policy decisions can also include taking into account whether the imminent-peril indicator or emergency indicator was received in the SIP INVITE request.
b)	shall return a SIP 486 (Busy Here) response with the warning text set to "122 too many participants" to the originating network as specified in subclause 4.4 Otherwise, continue with the rest of the steps;
11)	shall generate a SIP 200 (OK) response as specified in the subclause 6.3.3.2.3.2;
12)	shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;
13)	shall interact with media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;
NOTE 3:	Resulting media plane processing is completed before the next step is performed.
14)	shall send the SIP 200 (OK) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4];
15)	shall generate a notification to the MCPTT clients, which have subscribed to the conference event package that the inviting MCPTT User has joined in the MCPTT group sessioncall, as specified in subclause 6.3.3.4; and
NOTE 4:	As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].
16)	shall send a SIP NOTIFY request to each MCPTT client according to 3GPP TS 24.229 [4].
[bookmark: _Toc20155928][bookmark: _Toc27501085][bookmark: _Toc36049211][bookmark: _Toc45209977][bookmark: _Toc51860802][bookmark: _Toc59212126]10.1.2.2.1.1	Procedure for initiating a chat MCPTT group session call and procedure for joining a chat MCPTT group sessioncall
Upon receiving a request from an MCPTT user to initiate or join an MCPTT group session call using an MCPTT group identity, identifying a chat MCPTT group, the MCPTT client shall determine whether the group document contains a <list-service> element that contains a <preconfigured-group-use-only> element. If a <preconfigured-group-use-only> element exists and is set to the value "true", then the MCPTT client:
1)	should indicate to the MCPTT user that calls are not allowed on the indicated group; and
2)	shall skip the remainder of this procedure.
The MCPTT client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.
The MCPTT client:
1)	if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an MCPTT chat group call and the MCPTT emergency state is already set, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.1;
2)	if the MCPTT user has requested the origination of an MCPTT imminent peril group call, shall comply with the procedures in subclause 6.2.8.1.9;
3)	shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];
4)	shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
5)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;
6)	shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
7)	should include the "timer" option tag in the Supported header field;
8)	should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the refresher parameter is omitted. If included, the refresher parameter shall be set to "uac";
9)	shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating MCPTT function serving the MCPTT user;
NOTE 1:	The MCPTT client is configured with public service identity identifying the participating MCPTT function serving the MCPTT user.
10)	may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];
11)	if the MCPTT client emergency group state for this group is set to "MEG 2: in-progress" or "MEG 4: confirm-pending", the MCPTT client shall comply with the procedures in subclause 6.2.8.1.2;
12)	if the MCPTT client imminent peril group state for this group is set to "MIG 2: in-progress" or "MIG 4: confirm-pending" shall include the Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;
13)	shall contain an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:
a)	the <session-type> element set to a value of "chat";
b)	the <mcptt-request-uri> element set to the group identity; 
c)	the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; and
d)	if the MCPTT client is aware of active functional aliases, and an active functional alias is to be included in the initial SIP INVITE request, the <functional-alias-URI> set to the URI of the used functional alias;
NOTE 2:	The MCPTT ID of the originating MCPTT user is not included in the body, as this will be inserted into the body of the SIP INVITE request that is sent by the originating participating MCPTT function.
14)	shall include in the SIP INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;
15)	if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and
16)	shall send the SIP INVITE request according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:
1)	shall interact with the user plane as specified in 3GPP TS 24.380 [5]; 
2)	if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" or the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted", the MCPTT client shall perform the actions specified in subclause 6.2.8.1.4; and
3)	may subscribe to the conference event package as specified in subclause 10.1.3.1.
On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:
1)	if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted"; or
2)	if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted";
the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.
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This subclause covers both on-demand session and pre-established sessions.
Upon receipt of a SIP re-INVITE request the MCPTT client:
1)	if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":
a)	should display to the MCPTT user the MCPTT ID of the originator of the MCPTT emergency group call and an indication that this is an MCPTT emergency group call;
b)	if the <mcpttinfo> element containing the <mcptt-Params> element contains an <alert-ind> element set to "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information;
c)	shall set the MCPTT emergency group state to "MEG 2: in-progress";
d)	shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril";and
e)	shall set the MCPTT imminent peril group call state to "MIGC 1: imminent-peril-gc-capable";
2)	if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "true":
a)	should display to the MCPTT user the MCPTT ID of the originator of the MCPTT imminent peril group call and an indication that this is an MCPTT imminent peril group call; and
b)	shall set the MCPTT imminent peril group state to "MIG 2: in-progress";
3)	if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "false":
a)	should display to the MCPTT user the MCPTT ID of the MCPTT user cancelling the MCPTT emergency group call;
b)	if the <mcpttinfo> element containing the <mcptt-Params> element contains an <alert-ind> element set to "false":
i)	should display to the MCPTT user an indication of the MCPTT emergency alert cancellation and the MCPTT ID of the MCPTT user cancelling the MCPTT emergency alert; and
ii)	if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body including an <originated-by> element:
A)	should display to the MCPTT user the MCPTT ID contained in the <originated-by> element of the MCPTT user that originated the MCPTT emergency alert; and
B)	if the MCPTT ID contained in the <originated-by> element is the MCPTT ID of the receiving MCPTT user, shall set the MCPTT emergency alert state to "MEA 1: no-alert";
c)	shall set the MCPTT emergency group state to "MEG 1: no-emergency"; and
d)	if the MCPTT emergency group call state of the group is set to "MEGC 3: emergency-call-granted", shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable";
4)	if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "false":
a)	should display to the MCPTT user the MCPTT ID of the MCPTT user cancelling the MCPTT imminent peril group call and an indication that this is an MCPTT imminent peril group call;
b)	shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril"; and
c)	shall set the MCPTT imminent peril group call state to "MIGC 1: imminent-peril-gc-capable";
5)	may check if a Resource-Priority header field is included in the incoming SIP re-INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];
6)	shall accept the SIP re-INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];
7)	shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 200 (OK) response;
8)	shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 200 (OK) response;
9)	if the SIP re-INVITE request was received within an on-demand session, shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP re-INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;
10)	if the SIP re-INVITE request was received within a pre-established session, shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session; and
NOTE:	The SIP re-INVITE request can be received within an on-demand session or a pre-established session associated with an MCPTT group sessioncall. If the SIP re-INVITE request is received within a pre-established session, the media-level section for the MCPTT speech media stream and the media-level section of the media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
11)	shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4].
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This subclause covers both on-demand session and pre-established sessions.
Upon receiving a request from an MCPTT user to cancel the in-progress emergency condition on a chat MCPTT group, the MCPTT client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4], with the clarifications given below.
The MCPTT client:
1)	if the MCPTT user is not authorised to cancel the in-progress emergency group state of the MCPTT group as determined by the procedures of subclause 6.2.8.1.7, the MCPTT client:
a)	should indicate to the MCPTT user that they are not authorised to cancel the in-progress emergency group state of the MCPTT group; and
b)	shall skip the remaining steps of the current subclause;
2)	shall, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency alert originated by the MCPTT user,  include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.3;
3)	shall, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency alert originated by another MCPTT user, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.14;
4)	shall, if the SIP re-INVITE request is to be sent within an on-demand session, include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;
5)	if the SIP re-INVITE request is to be sent within a pre-established session, shall include an SDP offer in the SIP re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session;
NOTE 1:	The SIP re-INVITE request can be sent within an on-demand session or a pre-established session associated with an MCPTT group sessioncall. If the SIP re-INVITE request is sent within a pre-established session, the media-level section for the MCPTT speech media stream and the media-level section of the media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
6)	shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and
7)	shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP re-INVITE request, the MCPTT client:
1)	shall set the MCPTT emergency group state of the group to "MEG 1: no-emergency";
2)	shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable"; and
3)	if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body and the SIP 2xx response to the SIP request for a priority group call does not contain a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149", shall set the MCPTT emergency alert state to "MEA 1: no-alert".
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:
1)	shall set the MCPTT emergency group state as "MEG 2: in-progress";
2)	if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "true" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; and
3)	if the SIP 4xx response, SIP 5xx response or SIP 6xx response did not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element and did not contain an <originated-by> element, the MCPTT emergency alert (MEA) state shall revert to its value prior to entering the current procedure.
NOTE 3:	If the in-progress emergency group state cancel request is rejected, the state of the session does not change, i.e. continues with MCPTT emergency group call level priority.
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.
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This subclause covers both on-demand session and pre-established sessions.
Upon receiving a request from an MCPTT user to upgrade the MCPTT group session call to an emergency condition or an imminent peril condition on a chat MCPTT group, the MCPTT client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4], with the clarifications given below.
1)	if the MCPTT user is requesting to upgrade the MCPTT group session call to an in-progress emergency group state and is not authorised to do so as determined by the procedures of subclause 6.2.8.1.8, the MCPTT client:
a)	should indicate to the MCPTT user that they are not authorised to upgrade the MCPTT group session call to an in-progress emergency group state; and
b)	shall skip the remaining steps of the current subclause;
2)	if the MCPTT user is requesting to upgrade the MCPTT group session call to an in-progress imminent peril state and is not authorised to do so as determined by the procedures of subclause 6.2.8.1.8, the MCPTT client:
a)	should indicate to the MCPTT user that they are not authorised to upgrade the MCPTT group session call to an in-progress imminent peril group state; and
b)	shall skip the remaining steps of the current subclause;
3)	if the MCPTT user has requested to upgrade the MCPTT group session call to an MCPTT emergency call, the MCPTT client:
a)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body by following the procedures in subclause 6.2.8.1.1; and
b)	shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2.
4)	if the MCPTT user has requested to upgrade the MCPTT group session call to an MCPTT imminent peril call, the MCPTT client:
a)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body by following the procedures in subclause 6.2.8.1.9; and
b)	shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;
5)	if the SIP re-INVITE request is to be sent within an on-demand session, shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;
6)	if the SIP re-INVITE request is to be sent within a pre-established session, shall include an SDP offer in the SIP re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session;
NOTE:	The SIP re-INVITE request can be sent within an on-demand session or a pre-established session associated with an MCPTT group sessioncall. If the SIP re-INVITE request is sent within a pre-established session, the media-level section for the offered MCPTT speech media stream and the media-level section of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
7)	if an implicit floor request is required, shall indicate this as specified in subclause 6.4 and:
a)	if the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true"; and
b)	if location information has not yet been included in the SIP re-INVITE request; 
	then shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element;
8)	shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and
9)	shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP re-INVITE request the MCPTT client:
1)	shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and
2)	shall perform the actions specified in subclause 6.2.8.1.4.
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.
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This subclause covers both on-demand session and pre-established sessions.
Upon receiving a request from an MCPTT user to cancel the in-progress imminent peril condition on a chat MCPTT group, the MCPTT client shall generate a SIP re-INVITE request by following the procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.
The MCPTT client:
1)	if the MCPTT user is not authorised to cancel the in-progress imminent peril group state of the MCPTT group as determined by the procedures of subclause 6.2.8.1.10, the MCPTT client:
a)	should indicate to the MCPTT user that they are not authorised to cancel the in-progress imminent peril group state of the MCPTT group; and
b)	shall skip the remaining steps of the current subclause;
2)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.11;
3)	shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;
4)	shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:
a)	the <session-type> element set to a value of "chat"; and
b)	the <mcptt-request-uri> element set to the group identity;
NOTE 1:	The MCPTT ID of the originating MCPTT user is not included in the body, as this will be inserted into the body of the SIP re-INVITE request that is sent by the originating participating MCPTT function.
5)	shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP re-INVITE request according to IETF RFC 3840 [16];
6)	if the SIP re-INVITE request is to be sent within an on-demand session, shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;
7)	if the SIP re-INVITE request is to be sent within a pre-established session, shall include an SDP offer in the SIP re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session; and
NOTE 2:	The SIP re-INVITE request can be sent within an on-demand session or a pre-established session associated with an MCPTT group sessioncall. If the SIP re-INVITE request is sent within a pre-established session, the media-level section for the offered MCPTT speech media stream and the media-level section of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
8)	shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP re-INVITE request, the MCPTT client:
1)	shall interact with the user plane as specified in 3GPP TS 24.380 [5];
2)	shall set the MCPTT imminent peril group state of the group to "MIG 1: no-imminent-peril"; and
3)	shall set the MCPTT imminent peril group call state of the group to "MIGC 1: imminent-peril-gc-capable".
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:
1)	if the SIP 4xx response, SIP 5xx response or SIP 6xx response:
a)	contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <imminentperil-ind> element set to a value of "true"; or
b)	does not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <imminentperil-ind> element;
then the MCPTT client shall set the MCPTT imminent peril group state as "MIG 2: in-progress".
NOTE 2:	This is the case where the MCPTT client requested the cancellation of the MCPTT imminent peril in-progress state and was rejected.
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Upon receiving a request from an MCPTT user to initiate or join an MCPTT group session call using an MCPTT group identity identifying a chat MCPTT group within the pre-established session, the MCPTT client shall determine whether the group document contains a <list-service> element that contains a <preconfigured-group-use-only> element. If a <preconfigured-group-use-only> element exists and is set to the value "true", then the MCPTT client:
1)	should indicate to the MCPTT user that calls are not allowed on the indicated group; and
2)	shall skip the remainder of this procedure.
The MCPTT client shall generate a SIP REFER request outside a dialog as specified in IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and IETF RFC 7647 [27], and in accordance with the UE procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.
The MCPTT client:
1)	shall set the Request URI of the SIP REFER request to the session identity of the pre-established session;
2)	shall set the Refer-To header field of the SIP REFER request as specified in IETF RFC 3515 [25] with a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [62] that points to an application/resource-lists MIME body as specified in IETF RFC 5366 [20], and with the Content-ID header field set to this "cid" URL;
3)	shall include in the application/resource-lists MIME body a single <entry> element containing a "uri" attribute set to the chat group identity, extended with the following parameters in the headers portion of the SIP URI:
NOTE 1:	Characters that are not formatted as ASCII characters are escaped in the following parameters in the headers portion of the SIP URI.
a)	the Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
b)	an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6]; and
c)	an hname "body" parameter populated with:
i)	an application/sdp MIME body containing an SDP offer, if the session parameters of the pre-established session require modification or if implicit floor control is required, according to the conditions specified in subclause 6.4;
ii)	an application/vnd.3gpp.mcptt-info MIME body with:
A)	the <session-type> element set to a value of "chat"; 
B)	the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; and
C)	if the MCPTT client is aware of active functional aliases, and an active functional alias is to be included in the SIP REFER request, the <functional-alias-URI> set to the URI of the used functional alias; and
iii)	if:
A)	implicit floor control is required; and
B)	an application/vnd.3gpp.mcptt-info MIME body with the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true";
	then shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element;
NOTE 2:	The MCPTT client learns the functional aliases that are activated for an MCPTT ID from procedures specified in subclause 9A.2.1.3.
4)	if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an MCPTT group call and the MCPTT emergency state is already set:
a)	if this is an authorised request for an MCPTT emergency group call as determined by the procedures of subclause 6.2.8.8.1.8, shall comply with the procedures in subclause 6.2.8.1.1; and
b)	if this is an unauthorised request for an MCPTT emergency group call as determined in step a) above, should indicate to the MCPTT user that they are not authorised to initiate an MCPTT emergency group call;
5)	if the MCPTT client emergency group state for this group is set to "MEG 2: in-progress" or "MEG 4: confirm-pending", shall include the Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2;
6)	if the MCPTT user has requested the origination of an MCPTT imminent peril group call:
a)	if this is an authorised request for an MCPTT imminent peril group call as determined by the procedures of subclause 6.2.8.8.1.8, shall comply with the procedures in subclause 6.2.8.1.9; and
b)	if this is an unauthorised request for an MCPTT imminent peril group call as determined in step a) above, should indicate to the MCPTT user that they are not authorised to initiate an MCPTT imminent peril group call;
7)	if the MCPTT client imminent peril group state for this group is set to "MIG 2: in-progress" or "MIG 4: confirm-pending" shall include the Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;
8)	shall include a P-Preferred-Service header field set to the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), according to IETF RFC 6050 [9];
9)	shall include the following according to IETF RFC 4488 [22]:
a)	the option tag "norefersub" in the Supported header field; and
b)	the value "false" in the Refer-Sub header field.
10)	shall include a Target-Dialog header field as specified in IETF RFC 4538 [23] identifying the pre-established session;
11)	shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP REFER request according to IETF RFC 3840 [16]; and
12)	shall send the SIP REFER request according to 3GPP TS 24.229 [4].
On receiving a final SIP 2xx response to the SIP REFER request, the MCPTT client:
1)	shall interact with the media plane as specified in 3GPP TS 24.380 [5].
On receiving a SIP 4xx response, SIP 5xx response or a SIP 6xx response to the SIP REFER request:
1)	if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted"; or
2)	if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted";
the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5 and shall skip the remaining steps.
On receiving a SIP re-INVITE request within the pre-established session targeted by the sent SIP REFER request, and if the sent SIP REFER request was a request for an MCPTT emergency group call or an MCPTT imminent peril group call, the MCPTT client:
1)	shall perform the actions specified in subclause 6.2.8.1.16;
2)	shall check if a Resource-Priority header field is included in the incoming SIP re-INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4]; 
3)	shall accept the SIP re-INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];
4)	shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session; and
5)	shall send the SIP 200 (OK) response towards the participating MCPTT function according to rules and procedures of 3GPP TS 24.229 [4].
On call release by interaction with the media plane as specified in subclause 9.2.2 of 3GPP TS 24.380 [5] if the sent SIP REFER request was a request for an MCPTT emergency group call or an MCPTT imminent peril group call, the MCPTT client shall perform the procedures specified in subclause 6.2.8.1.17.
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.
[bookmark: _Toc20155943][bookmark: _Toc27501100][bookmark: _Toc36049226][bookmark: _Toc45209992][bookmark: _Toc51860817][bookmark: _Toc59212141]10.1.2.3.1.2	Reception of a SIP re-INVITE request from served MCPTT client
This subclause covers both on-demand session and pre-established sessions.
Upon receipt of a SIP re-INVITE request for a served MCPTT client of a chat MCPTT group, the participating MCPTT function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the "SIP INVITE request for terminating participating MCPTT function" with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;
NOTE 1:	If the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "true", the participating MCPTT function may by means beyond the scope of this specification choose to accept the request.
2)	shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not, reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;
NOTE 2:	If the received SIP re-INVITE request is received within a pre-established session associated with an MCPTT group sessioncall, the media-level section for the offered MCPTT speech media stream and the media-level section of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
3)	shall generate an outgoing SIP re-INVITE request as specified in subclause 6.3.2.1.9;
[bookmark: _Hlk532809550]4)	shall include the MCPTT ID of the originating user in <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INVITE request;
5)	shall, if the SIP re-INVITE request was received within an on-demand session, include in the SIP re-INVITE request an SDP offer based on the SDP offer in the received SIP re-INVITE request as specified in subclause 6.3.2.1.1.1;
6)	shall, if the SIP re-INVITE request was received within a pre-established session, include in the SIP re-INVITE request an SDP offer based upon the previously negotiated SDP for the pre-established session as specified in subclause 6.3.2.1.1.2;
7)	if the received SIP re-INVITE request contains a Resource-Priority header field, shall include a Resource-Priority header field with the contents set as in the received Resource-Priority header field; and
NOTE 3: The controlling MCPTT function will determine the validity of the Resource-Priority header field.
8)	shall forward the SIP re-INVITE request according to 3GPP TS 24.229 [4].
Upon receipt of a SIP 2xx response to the above SIP re-INVITE request in step 7) the participating MCPTT function:
1)	shall generate a SIP 200 (OK) response as specified in the subclause 6.3.2.1.5.2;
2)	if the SIP 200 (OK) response is to be sent within an on-demand session, shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;
3)	if the SIP 200 (OK) response is to be sent within a pre-established session shall include in the SIP 200 (OK) response an SDP answer based upon the previously negotiated SDP for the pre-established session;
4)	shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response; and
5)	shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4];
Upon receipt of a SIP 403 (Forbidden) response to the sent SIP re-INVITE request the participating MCPTT function:
1)	shall generate a SIP 403 (Forbidden) response according to 3GPP TS 24.229 [4];
2)	shall copy, if included in the received SIP 403 (Forbidden) response, the application/vnd.3gpp.mcptt-info+xml MIME body MIME body to the outgoing SIP (Forbidden) response;
3)	shall include Warning header field(s) that were received in the incoming SIP 403 (Forbidden) response; and
4)	shall forward the SIP 403 (Forbidden) response to the MCPTT client according to 3GPP TS 24.229 [4];
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This subclause covers both on-demand session and pre-established sessions.
Upon receipt of a "SIP INVITE request for terminating participating MCPTT function", for a terminating MCPTT client of a chat MCPTT group, the participating MCPTT function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the "SIP INVITE request for terminating participating MCPTT function" with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;
NOTE 1:	If the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "true", the participating MCPTT function can by means beyond the scope of this specification choose to accept the request.
2)	shall check the presence of the isfocus media feature tag in the Contact header field and if it is not present then the participating MCPTT function shall reject the request with a SIP 403 (Forbidden) response with the warning text set to "104 isfocus not assigned" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;
3)	void;
NOTE 2:	If an <MKFC-GKTPs> element is received in a SIP INVITE request, the participating MCPTT function essentially ignores it and does not forward it, resulting in unicast media plane transmission being used for the terminating client.
4)	if:
a)	the invited MCPTT client has a pre-established session without an associated MCPTT session call such that:
i)	the media-level section for the offered MCPTT speech media stream is the same as the media-level section for MCPTT speech media stream in the existing pre-established session; and
ii)	the media-level section of the offered media-floor control entity is the same as the media-level section for media-floor control entity in the existing pre-established session;
	then the participating MCPTT function may according to local policy perform the actions specified in subclause 10.1.2.3.2.2 and skip the remaining steps of the current procedure;
5)	shall generate a SIP INVITE request as specified in subclause 6.3.2.2.3;
6)	shall set the Request-URI to the public user identity associated with the MCPTT ID of the MCPTT user to be invited based on the contents of the Request-URI of the received "SIP INVITE request for terminating participating MCPTT function";
7)	shall copy the contents of the P-Asserted-Identity header field of the incoming "SIP INVITE request for terminating participating MCPTT function" to the P-Asserted-Identity header field of the outgoing SIP INVITE request;
8)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for terminating participating MCPTT function" as specified in subclause 6.3.2.2.1;
9)	if the received SIP INVITE request contains a Resource-Priority header field, shall include a Resource-Priority header field with the contents set as in the received Resource-Priority header field;
10)	shall perform the procedures specified in subclause 6.3.2.2.9 to include any MIME bodies in the received SIP INVITE request; and
11)	shall send the SIP INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the above SIP INVITE request sent to the MCPTT client, the participating MCPTT function:
1)	shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;
2)	shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in subclause 6.3.2.2.2.1;
3)	shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and
4)	shall forward the SIP 200 (OK) response according to 3GPP TS 24.229 [4].
11.1.1.2.1.4	MCPTT in-progress emergency cancel
This subclause covers both on-demand session and pre-established sessions.
Upon receiving a request from an MCPTT user to cancel the in-progress emergency condition on an MCPTT emergency private call, the MCPTT client shall generate a SIP re-INVITE request by following the UE session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.
The MCPTT client:
1)	if the MCPTT user is not authorised to cancel the in-progress emergency condition on an MCPTT emergency private call as determined by the procedures of subclause 6.2.8.3.1.2, the MCPTT client:
a)	should indicate to the MCPTT user that they are not authorised to cancel the in-progress emergency condition on an MCPTT emergency private call; and
b)	shall skip the remaining steps of the current subclause;
2)	shall, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency alert originated by the MCPTT user,  include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.3.6;
3)	shall, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency alert originated by another MCPTT user, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.3.8;
4)	shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.3.3;
5)	shall include in the SIP re-INVITE request an SDP offer the media parameters as currently established;
NOTE 1:	The SIP re-INVITE request can be sent within an on-demand session or a pre-established session associated with an MCPTT group sessioncall. If the SIP re-INVITE request is sent within a pre-established session, the media-level section for the offered MCPTT speech media stream and the media-level section of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
6)	if an implicit floor request is required, shall indicate this as specified in subclause 6.4 and
a)	if the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true", shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element; and
7)	shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP re-INVITE request, the MCPTT client:
1)	shall interact with the user plane as specified in 3GPP TS 24.380 [5];
2)	shall set the MCPTT emergency private priority state of the MCPTT private call to "MEPP 1: no-emergency";
3)	shall set the MCPTT emergency private call state of the call to "MEPC 1: emergency-pc-capable"; and
4)	if the MCPTT emergency alert state is set to "MPEA 4: Emergency-alert-cancel-pending", the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body and the SIP 2xx response to the SIP request for a priority group call does not contain a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149", shall set the MCPTT emergency alert state to "MPEA 1: no-alert".
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:
1)	if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element set to a value of "true", the MCPTT client shall set the MCPTT emergency private priority state as "MEPP 2: in-progress";
2)	if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "true" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall set the MCPTT emergency alert state to "MPEA 3: emergency-alert-initiated"; and
3)	if the SIP 4xx response, SIP 5xx response or SIP 6xx response did not contain an application/vnd.3gpp.mcptt-info+xml MIME body, shall set the MCPTT emergency private priority state as "MEPP 2: in-progress" and the MCPTT emergency alert (MPEA) state shall revert to its value prior to entering the current procedure.
NOTE 2:	If the in-progress emergency private priority state cancel request is rejected, the state of the session does not change, i.e. continues with MCPTT emergency private call level priority.
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the MCPTT client shall follow the actions specified in subclause 6.2.8.3.7.
* * * End of Changes * * * *

