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1. Introduction
The pCR presents the text proposal for the evaluation section of KI#7 in 24.811
2. Reason for Change
This pCR proposes a classification and evaluation of solutions for KI# 
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811 v0.2.0.
* * * First Change * * * 
7.X Evaluation for Key Issue #7
The solutions for this KI are trying to cover two main aspects: congestion control and distribution of UEs among different PLMNs. 
7.X.1 Solutions for congestion control
For congestion control, we can categorize solutions as Category A and Category B. 

Category A:  Enhancements to UAC mechanism

Sol#40 proposes adding an offset to the BarringFactor for disaster inbound roamers. This can be used to tighten the allowed rate of access attempts by inbound roamers while keeping the allowed rate of access attempts by own subscribers unchanged. 

Sol#42 proposes a new UAC category to be applied for inbound roamers and also proposes use of additional NAS MM level congestion control mechanisms.  

Category B: New cause values in RRC/NAS signalling 

Sol#36 proposes a new 5GMM cause value that can be used by the AMF to reject a procedure initiated by the disaster roaming UE.  When the UE receives this reject cause, it may trigger a PLMN search to find an alternate disaster roaming PLMN or wait till the indicated back-off timer.  

Sol#37 proposes a new establishment cause for RRC connection. AMF facing a congestion may decide to block access attempts from inbound roamer and configure NG-RAN to send RRCReject with a backoff timer. The UE backs-off till the time indicated by the back-off timer.  

Category C: Use of access identities for congestion control 

Sol#38 introduces a barring factor for access identity 3. This solution inverts the usage of access identities  by introducing new barring factor per access identity. Currrent definition only allows that certain access identities are granted free access (not subject to random  number check with barring factor). Adding a specific barring factor for an access identity is not possible with the current definintion of Access Identities. 
Category B solutions have a disadvantage that they can still cause RAN level congestion with many UEs accessing gNB. The new 5GMM cause value from Sol#36 for indicating congestion also proposes to trigger a PLMN search. This method can lead to a scenario of  “PLMN hopping” by the UEs. For example, if there are 3 PLMNs offering disaster roaming, it is likely that with this method UEs keep moving between them successively and thereby creating congestion in all of these PLMNs. 
5GS introduced unified access control (UAC) with an intention to avoid the diverse Reject (RRC, NAS) mechanisms and provide a unified framework. Category A solutions builds on top of the existing UAC methods and are compliant to the architecture requirement. 
7.X.3 Solutions for distributing UEs
For distribution of UEs, we can categorize solutions as Category D and Category E. 
Category D: Reccommended PLMN list  
Sol#39 proposes 

1). disaster roaming assistance information to distribute the UEs among different PLMNs providing disaster roaming.

2). Disaster roaming wait range, to derive an IMSI based timer to wait before accessing the disaster roaming PLMN

3). Usage of 5GMM Cause#22 congestion or a new cause specific to disaster inbound roamers (the new cause triggers a PLMN search and starts a timer to prevent return to the PLMN). 

Sol#41: A recommended PLMN list is provided to the UE by the PLMN with disaster condition before the disaster happens. The network provides different recommended PLMNs to different UEs to distribute them.  

Sol#43 relies on a pre-provisioned “List of PLMNs to be used in Disaster Condition”. The list is configured differently for different UEs to distribute them among the various PLMNs. Also proposed in this solution is a minimum wait timer which is also pre-provisioned and can be set differently to stagger the arrival time of UEs in the disaster roaming PLMNs.

Category E: Access Identities 

Sol#16 proposes the use of distributed allocation of access identities to the UE. Different PLMNs can then provide disaster roaming to UEs with different access identities to achieve a distribution of the UEs. 
All of the Category D solutions require pre-configured information to distribute the UEs. When the disaster condition happens the congestion situation may be changing dynamically. A finer adjustment by the PLMNs offering disaster roaming is not possible with these methods. The pre-configured distribution among various PLMNs assumes there is an equal probablity of finding all disaster roaming PLMNs in any location UE may find itself in during a disaster condition. This will be an effort intensive task for the operator to create, maintain and provision such information to all subscribers and roamers.  
Also the pre-configured information cannot apply to roamers who could not connect to the PLMN earlier. This could have a big impact if one considers, for example, a network outage at an Olympics venue a day before a crucial event when a high number of roamers arrive in a short span of time. 

Category E solution requires coordinated action between PLMNs in a region to allocate non-overlapping unique Access Identities to the UEs. This category of solution also sufffers from the drawback that UEs should have registered to the PLMN atleast once before the disaster.  
* * * End of Changes * * * *

