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2. Reason for Change
Evalution of solutions for key issue #3 is missing.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811.
* * * Change * * *
7
Evaluations
Editor's note:
This clause will describe the evaluations on the solutions proposed in clause 6.
7.3
Evaluation of solutions for key issue #3
Solution #10 (which references Solution#9 for details):

a)
does not provide a solution for key issue #3 when the RAN node of PLMN without Disaster Condition is shared by maximum number of PLMNs when the disaster condition start applying for a PLMN; and
b)
PLMN without Disaster Condition needs to understand core network deployment of PLMN where the Disaster Condition might happen in future, and PLMN with Disaster Condition needs to understand RAN deployment of PLMN without Disaster Condition, as the subclause 6.9.1 states:
1)
"In order to be able to exchange an NGAP message when a disaster condition applies or no longer applies, if PLMNNO DC has an SLA to support disaster condition applied to PLMNDC in an area, the NG Setup procedure is performed between all NG-RAN nodes of PLMNNO DC covering the area and AMF(s) of PLMNDC covering the area in advance."; and
2)
"After being informed, the AMF of PLMNDC notifies to NG-RAN nodes of a PLMN without disaster condition (PLMNNO DC) in the disaster area.".
Solution #11:

a)
requires serving PLMN of a UE to configure the UE in advance with the DRS-supported PLMN list. This list can contain all forbidden PLMN in the country of the serving PLMN, and thus be rather long. Thus, the serving PLMN needs to configure all UEs with potentially a long list of PLMNs, and needs to keep this list in the UE up-to-date all the time;

b)
also enables the serving PLMN of the UE to provide the UE with the DRS-supported PLMN list over non-3GPP access at time of Disaster Condition applying to the serving PLMN. However, this does work when:
1)
the UE does not support the non-3GPP access;
2)
the UE is not in coverage of a non-3GPP access;
3)
the UE does not support connecting to 5GCN over non-3GPP access;
4)
the UE is not registered to the same PLMN over 3GPP and non-3GPP access when the disaster condition occurs;
5)
the UE is not in 5GMM-CONNECTED mode over the non-3GPP access when the disaster condition occurs; or
6)
the PLMN with a Disaster Condition does not deploy entities for connecting to 5GCN over non-3GPP access; and
c)
there is no guarantee that a PLMN in the DRS-supported PLMN list will actually provide the disaster roaming service when the disaster condition starts applying for the serving PLMN - the PLMN in the DRS-supported PLMN list can also be partly damaged by the same disaster and might be unable to accept disaster inbound roamers. In such case, the UE might generate failed registration attempts in the PLMN in the DRS-supported PLMN list.
Solution #12, Solution #13, Solution#14 enable providing the UE with a list of PLMN IDs which are not operational due to a disaster situation and whose subscribers or roaming UEs are allowed to attempt to roam into the broadcasting PLMN. Solution#12 and Solution#13 provide this information using SIB information while Solution #14 provides this information using PWS message.
Solution #15:

a)
requires serving PLMN of a UE to configure the UE in advance with the "List of PLMNs to be used while in Disaster condition". This list can contain all forbidden PLMN in the country of the serving PLMN, and thus be rather long. Thus, the serving PLMN needs to configure all UEs with potentially a long list of PLMNs, and needs to keep this list in the UE up-to-date all the time; and
b)
requires PLMN providing Disaster Roaming to provide indication in SIB that it supports disaster inbound roaming. If PLMN A and PLMN B configure their UEs with both PLMN C and PLMN D in the "List of PLMNs to be used while in Disaster condition", Disaster Conditions occur in PLMN A and PLMN B at the same time in overlapping disaster areas, PLMN A requests only PLMN C to provide disaster roaming to UEs of PLMN A and PLMN B requests only PLMN D to provide disaster roaming to UEs of PLMN B, then solution results into some UEs of PLMN A attempting registrations in PLMN D which fail and some UEs of PLMN B attempting registration in PLMN C which fail.
Solution #16:

a)
requires serving PLMN of a UE to configure the UE in advance with one or more Access Identities allocated for disaster roaming and to keep this list up-to-date; and
b)
requires PLMN providing Disaster Roaming to set one or more of the bits for the Access Identities allocated for disaster roaming in uac-BarringForAccessIdentity to one. If PLMN A and PLMN B configure their UEs with overlapping Access Identities allocated for disaster roaming, Disaster Conditions occur in PLMN A and PLMN B at the same time in overlapping disaster areas, PLMN A requests only PLMN C to provide disaster roaming to UEs of PLMN A and PLMN B requests only PLMN D to provide disaster roaming to UEs of PLMN B, then solution results into UEs of PLMN A using one of those overlapping access identities attempting registrations in PLMN D which fail and UEs of PLMN B using one of those overlapping access identities attempting registration in PLMN C which fail.
