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	Reason for change:
	In TS 24.501 v17.1.0 subclause 4.4.7 (i.e. Protection of NAS IEs) is added to basically specify the protection of NAS IEs.
However, it is still not captured in subclause 4.4.1 where the general description of NAS security is specified.

Therefore, it is proposed to add in subclause 4.4.1 that the protection of NAS IEs is also a part of NAS security to align with subclause 4.4.7.


	
	

	Summary of change:
	It is proposed to add in subclause 4.4.1 that the protection of NAS IEs is also a part of NAS security to align with subclause 4.4.7

	
	

	Consequences if not approved:
	The description of the protection of NAS IEs is not aligned throughout subclause 4.4.
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*************First change***********
[bookmark: _Toc20232402][bookmark: _Toc27746488][bookmark: _Toc36212668][bookmark: _Toc36656845][bookmark: _Toc45286506][bookmark: _Toc51947773][bookmark: _Toc51948865][bookmark: _Toc59215083]4.4.1	General
This clause describes the principles for the handling of 5G NAS security contexts in the UE and in the AMF, and the procedures used for the security protection of NAS messages between the UE and the AMF, and the procedures used for the protection of NAS IEs between the UE and the UDM. Security protection involves integrity protection and ciphering of the 5GMM messages. 5GSM messages are security protected indirectly by being piggybacked by the security protected 5GMM messages (i.e. UL NAS TRANSPORT message and the DL NAS TRANSPORT message).
The signalling procedures for the control of NAS security are part of the 5GMM protocol and are described in detail in clause 5.
NOTE:	The use of ciphering in a network is an operator option. In this subclause, for the ease of description, it is assumed that ciphering is used, unless explicitly indicated otherwise. Operation of a network without ciphering is achieved by configuring the AMF so that it always selects the "null ciphering algorithm", 5G-EA0.
**************End of change ******************
