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1. Background

This discussion paper is modified from the one in CT1 #127-e and is about the NSSAA procedure which has been described in 3GPP TS 23.502 in subclause 4.2.9.2 entitled "Network Slice-Specific Authentication and Authorization". The description in that subclause is illustrated in the figure below.
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Figure 4.2.9.2-1: Network Slice-Specific Authentication and Authorization procedure
As illustrated in Figure 4.2.9.2-1, the NSSAA procedure includes authentication and authorisation of the UE performed from the AAA-S. The authentication and authorisation is based on the extensible authentication protocol (EAP) and the authentication mechanism is determined by the AAA-S. The EAP signalling exchange between the UE and the AAA-S goes via the AMF, which acts as authenticator according to the EAP mechanism in IETF RFC 3748. Between the UE and the AMF the EAP messages are encapsulated and carried in NAS MM protocol messages which is illustrated in the following figure from subclause 5.4.7.1 in 3GPP TS 24.501.
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Figure 5.4.7.1.1: Network slice-specific authentication and authorization procedure

Considering the procedure in Figure 4.2.9.2-1, the communication failure in the access stratum (AS) layer (e.g. radio link failure (RLF) or UE moves to forbidden area) can happen at any of the steps between 2 and 19 . The communication failure in the AS layer causes that the AS layer deletes the AS context and UE is transferred to Idle in limited service state. After the UE search for a suitable cell and moves in coverage again or moves out from the forbidden area, the AS layer changes to Idle normal state. When the access stratum (AS) context is deleted, then this loss of coverage or being in a forbidden coverage should be considered as permanent and the UE must reinitiate to re-establish the context.

Observation 1: If there is a access stratum (AS) layer communication failure such as radio link failure that the AS deletes the AS context, after the UE recovers back from the AS layer communication failure, the UE must re-establish the AS context. 
Observation 2: The UE may be in a new registration area when it recovers back from the AS layer communication failure. Thus the pending NSSAI is not valid and the UE shall delete the pending NSSAI when requesting for NSSAA.
The communication failure in the AS layer may occur any time after step 2 in Figure 4.2.9.2-1, right after the AMF has configured the UE with a pending NSSAI. Depending when such a failure occurs, there are three different scenarios:

a) The failure happens sometimes after step 2 and before step 11 corresponding to subclause 5.4.7.2 entitled "Network slice-specific EAP message reliable transport procedure" in 3GPP TS 24.501. In this case the NSSAA signalling exchange has started, but the EAP procedure couldn't be completed. With other words, the EAP procedure is timed out and the AAA-S and the AMF determines this situation require termination of all ongoing EAP procedures for each of the S-NSSAIs from the pending NSSAI.
b) The failure happens between after step 11 and before step 18 corresponding to subclause 5.4.7.3 entitled "Network slice-specific EAP result message transport procedure" in 3GPP TS 24.501. In this case the EAP procedure has been completed on the network side, i.e. between AMF and AAA-S, but the UE is not updated yet with the EAP result. The AMF and AAA-S will be aware and store the EAP procedure result, e.g. success or failure, although the UE does not know the EAP result.

c) The failure happens between after step 18 and before step 19 corresponding to the general case in subclause 5.4.4 entitled "Generic UE configuration update procedure" in 3GPP TS 24.501. In this case all EAP entities, i.e. UE, AMF and AAA-S are aware and store the EAP result, but the UE is not updated yet with the new allowed NSSAI or rejected NSSAI or pending NSAAI, as step 18 couldn’t be executed.

In any of the above cases a), b) or c), the UE and AMF store the pending NSSAI and it is not clear what is the UE and AMF behaviour when the AS layer regain back the connectivity.
Observation 3: Current behavior of the AMF and the UE when the UE's AS context is deleted due to the prolonged AS communication failure, is not correct by e.g. maintaining pending NSSAI.
The behavior of the network can be slightly different in the above cases a), b) and c), however it should be common in the sense that the network in all those cases needs to delete the pending NSSAI. 
Conclusion 1: If the AS communication failure persists that the AS deletes the UE AS context, the network deletes the pending NSSAI.

Conclusion 2: If the network has determined the allowed NSSAI and the rejected NSSAI, the network may store those NSSAIs in case the UE recovers back from AS layer communication failure to the same registration area.

After recovering back from the AS layer communication where the AS has deleted the UE's AS context, since the UE cannot request to register with the S-NSSAIs in the pending NSSAI and since it is not clear if the UE regains the AS layer communication within the same registration area, the UE shall delete the pending NSSAI. Moreover, it should be considered that the AS layer communication failure is persistent and take some time, and it is up to the user or the UE implementation to determine which network slices are required after the recovery from the AS layer communication failure. This means that the UE's demand to register to S-NSSAI(s) after the recovery from the AS layer communication failure may have changed, and thus, the UE may want to request a new set of S-NSSAIs. However, if the pending NSSAI is kept stored in the UE, the UE does not have the freedom to request the needed slices.

Conclusion 3: If the AS layer communications failure happens that the UE's AS context is deleted, the UE shall delete the pending NSSAI.
2. Summary and proposed solution

In the cases b) and c), the AMF may store the NSSAA result received from the AAA-S.

The proposal on the network side:

The proposed solution is to divide the AMF procedure in three different categories as in cases a), b) and c) above. Since the communication failure in the AS layer is considered to be permanent:

· in the all cases above a), b) and c),  the AMF shall delete the pending NSSAI and the allowed and rejected NSSAI shall not be updated; and

· in the cases b) and c) where the allowed NSSAI and rejected NSSAI have been determined from the outcome of the NSSAA procedure, the EAP results associated with the corresponding S-NSSAIs may be stored in case of the UE possibility regains back the AS-layer connection for future transmission or retransmission.

The proposal on the UE side:
If the AS-layer connectivity is permanently lost due to communication failure, the UE behaviour is consistent in cases a), b) and c):
· if the UE consider that the AS-layer connectivity is permanently lost by means of a loss of coverage or being in forbidden area for a certain amount of time, the UE shall delete the pending NSSAI.
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