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1. Reason for Change
This document proposes an evaluation of solutions for FS_MINT Key Issue # 7 (Prevention of signalling overload in PLMNs without Disaster Condition).
2. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811 v0.2.0.
* * * First Change * * * *

 7
Evaluations
Editor's note:
This clause will describe the evaluations on the solutions proposed in clause 6.
7.7
Key Issue #7: Prevention of signalling overload in PLMNs without Disaster Condition
Solution #1:

a)
only addresses the following question of Key Issue #7:


How to stagger the arrival of UEs in the PLMNs without Disaster Condition, so as to spread out registration attempts over time and keep the number of UEs attempting to register simultaneously within a manageable limit
b)
does not provide a solution for Key Issue#7 if any of the following conditions is met:

1)
the UE does not support the non-3GPP access;

2)
the UE is not in coverage of a non-3GPP access;
3)
the UE does not support connecting to 5GCN over non-3GPP access;
4)
the UE is not registered to the same PLMN over 3GPP and non-3GPP access when the disaster condition occurs;
5)
the UE is not in 5GMM-CONNECTED mode over the non-3GPP access;
6)
the PLMN with a Disaster Condition does not deploy entities for connecting to 5GCN over non-3GPP access; or
7)
the UE registers to another PLMN over 3GPP access while the disaster condition is ongoing.

As such, Solution #1 cannot be the only solution to progress to normative phase and other solutions also need to be specified for fully address Key Issue #7;
c)
enables the network to provide the UE with an "expected duration of disaster", which does not seem very useful given that it will likely be hard in practice to predict the duration of the disaster, and that there will be solution(s) to notify the UE that the disaster condition has ended (see Key Issue #4);
d)
enables the network to provide the UE with a list of PLMNs, optionally prioritized, for disaster roaming, which is similar to what is proposed in Solutions #39, #41 and #43; and

e)
relies on providing a "wait timer" to the UE to stagger the arrival of UEs in the PLMNs without Disaster Condition, which is similar to what is proposed in Solutions #39 and #43.
Solution #16:

a)
only addresses the following questions of Key Issue #7:


How to distribute the subscribers of the PLMN with Disaster Condition between the PLMNs without Disaster Condition available in the area where the Disaster Condition applies, so as to share the load as evenly as possible between the PLMNs without Disaster Condition; and

How to use new Access Identity 3 for the purpose of Disaster Inbound Roamer access control and signalling overload prevention in the PLMNs without Disaster Condition;

As such, Solution #16 is not sufficient to fully address Key Issue #7 and must be supplemented by other solutions addressing the remaining questions; and
b)
enables pre-configuration in the UE, or provisioning of the UE over NAS signalling, with the information required to distribute the UEs between the PLMNs which can accommodate disaster inbound roamers;

c)
makes use of existing SIB parameters;

d)
requires SA1 agreement to allocate new Access Identity values for disaster roaming; and
e)
requires RAN2 agreement to update the semantics of uac-BarringForAccessIdentity.
Solution #36:

a)
only addresses the following question of Key Issue #7:


How to enable a PLMN without Disaster Condition to efficiently prevent Disaster Inbound Roamers from attempting registration on the PLMN when the PLMN can no longer accept Disaster Inbound Roamers due to congestion;

As such, Solution #36 is not sufficient to fully address Key Issue #7 and must be supplemented by other solutions addressing the remaining questions; and
b)
relies on rejecting Disaster Inbound Roamers with a new 5GMM cause value indicating that the resources are not sufficient for the Disaster Inbound Roamers that triggers the UE to look for another PLMN, which is similar to what is proposed in Solution #39.
Solution #37:

a)
only addresses the following question of Key Issue #7:


How to enable a PLMN without Disaster Condition to efficiently prevent Disaster Inbound Roamers from attempting registration on the PLMN when the PLMN can no longer accept Disaster Inbound Roamers due to congestion;

As such, Solution #37 is not sufficient to fully address Key Issue #7 and must be supplemented by other solutions addressing the remaining questions;
b)
requires RAN2 agreement to create a new RRC establishment cause; and
c)
does not enable the UE to know that the rejection is due to congestion caused by the arrival of Disaster Inbound Roamers and thus does not trigger PLMN selection at the UE, which results in the UE staying on the PLMN but not getting any service.
Solution #38:

a)
only addresses the following questions of Key Issue #7:


How to stagger the arrival of UEs in the PLMNs without Disaster Condition, so as to spread out registration attempts over time and keep the number of UEs attempting to register simultaneously within a manageable limit; and


How to enable a PLMN without Disaster Condition to efficiently prevent Disaster Inbound Roamers from attempting registration on the PLMN when the PLMN can no longer accept Disaster Inbound Roamers due to congestion.

As such, Solution #38 is not sufficient to fully address Key Issue #7 and must be supplemented by other solutions addressing the remaining questions;

b)
proposes to change the way that barring is applied for Access Identities, by associating a barring factor with Access Identity 3, whereas per current RAN2 specifications, barring factors are only associated with Access Categories. This requires RAN2 agreement. Additionally, it is not clear what the advantages of this approach are as compared to just creating a new Access Category for Disaster Inbound Roamers (as proposed in Solution #42).
Solution #39:

a)
only addresses the following questions of Key Issue #7:


How to distribute the subscribers of the PLMN with Disaster Condition between the PLMNs without Disaster Condition available in the area where the Disaster Condition applies, so as to share the load as evenly as possible between the PLMNs without Disaster Condition;


How to stagger the arrival of UEs in the PLMNs without Disaster Condition, so as to spread out registration attempts over time and keep the number of UEs attempting to register simultaneously within a manageable limit; and


How to enable a PLMN without Disaster Condition to efficiently prevent Disaster Inbound Roamers from attempting registration on the PLMN when the PLMN can no longer accept Disaster Inbound Roamers due to congestion.

As such, Solution #39 is not sufficient to fully address Key Issue #7 and must be supplemented by other solutions addressing the remaining questions;

b)
enables the network to provide the UE with a prioritized or weighted list of PLMNs for disaster roaming, which is similar to what is proposed in Solutions #1, #41 and #43;

c)
relies on providing a "disaster roaming wait range" to the UE to stagger the arrival of UEs in the PLMNs without Disaster Condition, which is similar to what is proposed in Solutions #1 and #43;
d)
proposes a new 5GMM cause value that can be used by the PLMNs without disaster when they encounter congestion due to the arrival of Disaster Inbound Roamers and that trigger the UE to look for another PLMN, which is similar to what is proposed in Solution #36; and
e)
proposes the use of a broadcast indicator to indicate that the PLMN can accommodate / no longer accommodate Disaster Inbound Roamers, which requires feedback from RAN2 and SA3.
Solution #40:

a)
only addresses the following questions of Key Issue #7:


How to stagger the arrival of UEs in the PLMNs without Disaster Condition, so as to spread out registration attempts over time and keep the number of UEs attempting to register simultaneously within a manageable limit; and


How to enable a PLMN without Disaster Condition to efficiently prevent Disaster Inbound Roamers from attempting registration on the PLMN when the PLMN can no longer accept Disaster Inbound Roamers due to congestion.

As such, Solution #40 is not sufficient to fully address Key Issue #7 and must be supplemented by other solutions addressing the remaining questions;

b)
proposes to change the way that barring is applied for Access Identities, by introducing a new offset value to the unified access control barring information. This requires RAN2 agreement. Additionally, it is not clear what the advantages of this approach are as compared to just creating a new Access Category for Disaster Inbound Roamers (as proposed in Solution #42).

Solution #41:

a)
only addresses the following question of Key Issue #7:


How to distribute the subscribers of the PLMN with Disaster Condition between the PLMNs without Disaster Condition available in the area where the Disaster Condition applies, so as to share the load as evenly as possible between the PLMNs without Disaster Condition;


As such, Solution #41 is not sufficient to fully address Key Issue #7 and must be supplemented by other solutions addressing the remaining questions;

b)
enables the network to provide the UE with a prioritized list of recommended PLMNs for disaster roaming, which is similar to what is proposed in Solutions #1, #39 and #43.
Solution #42:

a)
only addresses the following question of Key Issue #7:


How to stagger the arrival of UEs in the PLMNs without Disaster Condition, so as to spread out registration attempts over time and keep the number of UEs attempting to register simultaneously within a manageable limit;


How to use new Access Identity 3 for the purpose of Disaster Inbound Roamer access control and signalling overload prevention in the PLMNs without Disaster Condition; and


How to enable a PLMN without Disaster Condition to efficiently prevent Disaster Inbound Roamers from attempting registration on the PLMN when the PLMN can no longer accept Disaster Inbound Roamers due to congestion.

As such, Solution #42 is not sufficient to fully address Key Issue #7 and must be supplemented by other solutions addressing the remaining questions; and
b)
relies on the creation of a new Access Category, which is subject to SA1 agreement;

Solution #43:

a)
only addresses the following question of Key Issue #7:


How to distribute the subscribers of the PLMN with Disaster Condition between the PLMNs without Disaster Condition available in the area where the Disaster Condition applies, so as to share the load as evenly as possible between the PLMNs without Disaster Condition;

How to stagger the arrival of UEs in the PLMNs without Disaster Condition, so as to spread out registration attempts over time and keep the number of UEs attempting to register simultaneously within a manageable limit;

As such, Solution #43 is not sufficient to fully address Key Issue #7 and must be supplemented by other solutions addressing the remaining questions;

b)
enables the network to provide the UE with a prioritized list of PLMNs for disaster roaming, which is similar to what is proposed in Solutions #1, #39 and #41; and
c)
relies on providing a "minimum wait time" to the UE to stagger the arrival of UEs in the PLMNs without Disaster Condition, which is similar to what is proposed in Solutions #1 and #39; and

Summary:

The following key points can be observed from the evaluation above:
Observation 1: None of the solutions address all questions of Key Issue #7, which suggests that it will be necessary to combine pieces of different solutions for normative work.

Observation 2: One solution (Solution #1) relies on the use of non-3GPP access in specific conditions. It is not sufficient to address Key Issue #7 in all cases, but it could co-exist with solutions based on the use of 3GPP access.
Observation 3: Four solutions (Solutions #1, #39, #41 and #43) rely on the use of a prioritized list of PLMNs provided to the UE to distribute the subscribers of the PLMN with Disaster Condition between the PLMNs without Disaster Condition.
Observation 4: Three solutions (Solutions #1, #39 and #43) rely on the use of a wait time of some kind at the UE to stagger the arrival of UEs in the PLMNs without Disaster Condition. As compared to only providing a "wait timer" (as in Solution #1) or a "minimum wait time" (as in Solution #43), providing a range and having the UE draw a random value within that range (as in Solution #39) has the following advantages:
a)
it provides an upper bound for the wait time, thereby limiting the service interruption; and
b)
it removes the need for the network to allocate different "wait timer" or "minimum wait time" values to different UEs to achieve spreading out the registration attempts over time, since the randomization of the registration time is done at the UE.
Observation 5: Two solutions (Solutions #36 and #39) rely on the use of new 5GMM cause value indicating that the resources are not sufficient for the Disaster Inbound Roamers and which triggers the UE to look for another PLMN.

* * * Next Change * * * *

