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2. Reason for Change
Evalution of solutions for key issue #1 is missing.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811.
* * * Change * * *
7
Evaluations
Editor's note:
This clause will describe the evaluations on the solutions proposed in clause 6.
7.1
Evaluation of solutions for key issue #1
Solution #1 does not provide a solution for key issue #1 when:

a)
the UE does not support the non-3GPP access;
b)
the UE is not in coverage of a non-3GPP access;
c)
the UE does not support connecting to 5GCN over non-3GPP access;
d)
the UE is not registered to the same PLMN over 3GPP and non-3GPP access when the disaster condition occurs;
e)
the UE is not in 5GMM-CONNECTED mode over the non-3GPP access when the disaster condition occurs; or
f)
the PLMN with a Disaster Condition does not deploy entities for connecting to 5GCN over non-3GPP access.
Solution #2 does not provide a solution for key issue #1:

a)
using method 1 when:

1)
the UE does not support the non-3GPP access;

2)
the UE is not in coverage of a non-3GPP access;
3)
the UE does not support connecting to 5GCN over non-3GPP access;
4)
no PLMN supports connecting to 5GCN over non-3GPP access; or
5)
the UE is not registered to a PLMN over non-3GPP access when the disaster condition occurs; or
6)
the UE is not in 5GMM-CONNECTED mode over non-3GPP access when the disaster condition occurs;
b)
using method 2 when:

1)
the UE does not support the non-3GPP access;

2)
the UE is not in coverage of a untrusted non-3GPP access;
3)
the UE does not support connecting to 5GCN over untrusted non-3GPP access;
4)
no PLMN supports connecting to 5GCN over untrusted non-3GPP access; or
5)
the UE is not registered to a PLMN over untrusted non-3GPP access when the disaster condition occurs; or
6)
the UE is not in 5GMM-CONNECTED mode over untrusted non-3GPP access when the disaster condition occurs;

c)
using method 3 when:

1)
the UE does not support the non-3GPP access;

2)
the UE is not in coverage of a trusted non-3GPP access;
3)
the UE does not support connecting to 5GCN over trusted non-3GPP access;
4)
no PLMN supports connecting to 5GCN over trusted non-3GPP access; or
5)
the UE is not registered to a PLMN over trusted non-3GPP access when the disaster condition occurs; or
6)
the UE is not in 5GMM-CONNECTED mode over trusted non-3GPP access when the disaster condition occurs; and
c)
using method 4 when:

1)
the UE does not support the non-3GPP access;

2)
the UE is not in coverage of a trusted non-3GPP access; or
3)
the HPLMN of the UE considers all non-3GPP access networks as untrusted.
Solution #3 (which references Solution#9 for details):

a)
does not provide a solution for key issue #1 when the RAN node of PLMN without Disaster Condition is shared by maximum number of PLMNs when the disaster condition start applying for a PLMN;
b)
PLMN without Disaster Condition needs to understand core network deployment of PLMN where the Disaster Condition might happen in future, and PLMN with Disaster Condition needs to understand RAN deployment of PLMN without Disaster Condition, as the subclause 6.9.1 states:
1)
"In order to be able to exchange an NGAP message when a disaster condition applies or no longer applies, if PLMNNO DC has an SLA to support disaster condition applied to PLMNDC in an area, the NG Setup procedure is performed between all NG-RAN nodes of PLMNNO DC covering the area and AMF(s) of PLMNDC covering the area in advance."; and
2)
"After being informed, the AMF of PLMNDC notifies to NG-RAN nodes of a PLMN without disaster condition (PLMNNO DC) in the disaster area."; and
c)
does not explain how a UE in 5GMM-CONNECTED mode returns from RAN of PLMN without Disaster Condition to RAN of PLMN formerly with Disaster Condition.

Solution #4 broadcasts more broadcast information (indication that Disaster Condition applies to PLMN D, disaster area (e.g. TA list), and recommended PLMN(s)) than solution #5 broadcasts (PLMN A can accept Disaster Inbound Roamers from PLMN D). Information broadcast in solution#5 is sufficient to enable the UE to select a PLMN providing Disaster Roaming when a Disaster Condition applies in a PLMN with Disaster Condition.
