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Editor’s note: In the current release, support for emergency groups and emergency group communications (in particular the use of the <emergency-ind> element) may be absent, partial or limited, namely only provided to the extent of facilitating emergency alert functionality.
The MCData client needs to distinguish between the following SIP MESSAGE request for originations and terminations:
-	SIP MESSAGE request routed to the MCData client containing a Content-Type header field set to "application/vnd.3gpp.mcdata-location-info+xml" and includes an XML body containing a Location root element containing a Configuration element. Such requests are known as "SIP MESSAGE request for location report configuration";
-	SIP MESSAGE request routed to the MCData client containing a Content-Type header field set to "application/vnd.3gpp.mcdata-location-info+xml" and includes an XML body containing a Location root element containing a Request element. Such requests are known as "SIP MESSAGE request for location report request";
-	SIP MESSAGE request routed to the MCData client containing a Content-Type header field set to "application/vnd.3gpp.mcdata-info+xml" and including an <alert-ind> element set to a value of "true" or "false" and/or an <emergency-ind> element set to a value of "true" or "false". Such requests are known as "SIP MESSAGE request for emergency notification";
-	SIP MESSAGE request routed to the MCData client with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" in a P-Asserted-Service header field. Such requests are known as "SIP MESSAGE request for standalone SDS for terminating MCData client";
-	SIP MESSAGE request routed to the MCData client with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" in a P-Asserted-Service header field. Such requests are known as "SIP MESSAGE request for FD using HTTP for terminating MCData client";
-	SIP MESSAGE request routed to the MCData client with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" in a P-Asserted-Service header field, and with an application/vnd.3gpp.mcdata-signalling MIME body containing an SDS NOTIFICATION message Such requests are known as "SIP MESSAGE request for SDS disposition notification for terminating MCData client"; and
-	SIP MESSAGE request routed to the MCData client with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" in a P-Asserted-Service header field, and with an application/vnd.3gpp.mcdata-signalling MIME body containing an FD NOTIFICATION message Such requests are known as "SIP MESSAGE request for FD disposition notification for terminating MCData client";
-	SIP MESSAGE request routed to the MCData client with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" in a P-Asserted-Service header field, and with an application/vnd.3gpp.mcdata-info+xml MIME body containing a <request-type> element in of the SIP MESSAGE request contains the value "msf-disc-res". Such requests are known as "SIP MESSAGE request for absolute URI discovery response";
-	SIP MESSAGE request routed to the MCData client with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" in a P-Asserted-Service header field, and with an application/vnd.3gpp.mcdata-signalling MIME body containing an DEFERRED DATA RESPONSE message. Such requests are known as "SIP MESSAGE response for the list of deferred group communications request"
-	SIP MESSAGE requests routed to the MCData client with the Request-URI set to a public service identity of the MCData user that contains a <preconfigured-group> element in an application/vnd.3gpp.mcdata-regroup+xml MIME body and a <regroup-action> element set to "create". Such requests are known as "SIP MESSAGE request to the MCData client to request creation of a regroup using preconfigured group" in the procedures in the present document; and
-	SIP MESSAGE requests routed to the MCData client with the Request-URI set to a public service identity of the MCData user that contains a <preconfigured-group> element in an application/vnd.3gpp.mcdata-regroup+xml MIME body and a <regroup-action> element set to "remove". Such requests are known as "SIP MESSAGE request to the MCData client to request removal of a regroup using preconfigured group" in the procedures in the present document.;
-	SIP MESSAGE requests routed to the MCData client as a result of initial filter criteria containing a Content-Type header field set to "application/vnd.3gpp.mcdata-info+xml" and including an XML body containing a <mcdata-info> root element containing the <mcdata-Params> element and an <emergency-alert-area-ind> element. Such requests are known as "SIP MESSAGE request for notification of entry into or exit from an emergency alert area"; and
-	SIP MESSAGE requests routed to the MCData client as a result of initial filter criteria containing a Content-Type header field set to "application/vnd.3gpp.mcdata-info+xml" and including an XML body containing a <mcdata-info> root element containing the <mcdata-Params> element and a <group-geo-area-ind> element. Such requests are known as "SIP MESSAGE request for notification of entry into or exit from a group geographic area".
* * * * * * NEXT CHANGE * * * * * *
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Upon receiving a request from the MCData user to send an MCData emergency alert, the MCData client shall determine whether or not it is authorised to originate an emergency alert, as by followsfollowing the procedures in 6.2.8.1.6.: 
1)	if the <allow-activate-emergency-alert> element of the <actions> element of a <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index associated with MCData user (see 3GPP TS 24.484 [12]) is present and is set to a value of "true", then the MCData emergency alert request shall be considered to be an authorised request for an MCData emergency alert. In all other cases, the MCData client shall indicate to the MCData user that the request for sending an MCData emergency alert is unauthorised and shall terminate this procedure.
If the request was authorised, but the MCData user has not indicated the identity of the MCData group to receive the emergency alert, the MCData client shall use, in descending order of preference, one of the following: the value of the the <uri-entry> element of the <entry> element of the <GroupEmergencyAlert> element of the <Common> element in the MCData user profile, if present; if not, the identity of the MCData group to which the most recent communication or affiliation request was made by the MCData client since last acquiring the MCData service. If an MCData group identity cannot be determined, the MCData client shall indicate the fact to the MCData user and shall terminate this procedure.
The MCData client shall generate a SIP MESSAGE as an out-of-dialog request, in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6], and:
1)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [5]), in a P-Preferred-Service header field according to IETF RFC 6050 [7] in the SIP MESSAGE request;
2)	shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
3)	may include a P-Preferred-Identity header field in the SIP MESSAGE request containing a public user identity as specified in 3GPP TS 24.229 [5];
4)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element (see clause D.1) with:
a)	the <mcdata-request-uri> element set to the MCData group identity;
b)	the <alert-ind> element set to a value of "true";
c)	the <mcdata-client-id> element set to the MCData client ID of the originating MCData client; and
d)	if the MCData client is aware of active functional aliases and if an active functional alias is to be included in the SIP MESSAGE request, the <functional-alias-URI> element set to the URI of the used functional alias;
5)	shall include an application/vnd.3gpp.mcdata-location-info+xml MIME body with a <Report> element included in the <location-info> root element (see clause D.4);
6)	shall include in the <Report> element the specific location information configured for the MCData emergency alert location trigger; 
7)	shall set the MCData emergency state if not already set; 
8)	shall set the MCData emergency alert state to "MDEA 2: emergency-alert-confirm-pending";
9)	shall set the Request-URI to the public service identity identifying the participating MCData function serving the group identity; and
10)	shall send the SIP MESSAGE request according to rules and procedures of 3GPP 24.229 [5];
On receiving a SIP 2xx response to the SIP MESSAGE request, the MCData client shall set the MCData emergency alert state to "MDEA 3: emergency-alert-initiated" and shall give the MCData user an indication of success.
On receiving a SIP 4xx response a SIP 5xx response or a SIP 6xx response to the SIP MESSAGE request, the MCData client shall set the MCData emergency alert state to "MDEA 1: no-alert" and shall indicate the failure to the MCData user.
NOTE:	If no response is received after an implementation dependent amount of time or if there is an indication of communication failure, the MCData client can inform the user, and can clear the MCData emergency alert state or can retry sending the emergency alert to the MCData participating server. The MCData emergency state is left unchanged, as the MCData user presumably is in the best position to determine whether or not there still is an emergency situation and can use manual clearing, as necessary.
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Upon receiving a request from the MCData user to send an MCData emergency alert cancellation, the MCData client shall determine whether or not it is authorised to cancel an emergency alert, as follows: 
1)	if the MCData emergency cancellation request is for an MCData emergency alert originated by this MCData user, then the request shall be considered authorised if <allow-cancel-emergency-alert> element of the <actions> element of a <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index associated with MCData user (see 3GPP TS 24.484 [12]) is present and is set to a value of "true"; and or
2)	if the MCData emergency cancellation request is for an MCData emergency alert originated by a different MCData user, then the request shall be considered authorised if <allow-cancel-emergency-alert-any-user> element of the <actions> element of a <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index associated with MCData user (see 3GPP TS 24.484 [12]) is present and is set to a value of "true".
If the MCData emergency cancellation request is not considered authorised, the MCData client shall indicate this fact to the requesting MCData user and shall terminate this procedure.
If the authorised MCData emergency cancellation request is for an MCData emergency alert originated by this MCData user and if there are more than one outstanding emergency alerts from this MCData user and the MCData user has not indicated which one to cancel, the MCData client shall terminate this procedure after giving an indication of the condition to the MCData user.
The MCData client shall generate a SIP MESSAGE out-of dialog request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6] and:
1)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [5]), in a P-Preferred-Service header field according to IETF RFC 6050 [7];
2)	shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
3)	may include a P-Preferred-Identity header field containing a public user identity as specified in 3GPP TS 24.229 [5];
4)	if the MCData emergency alert was originated by this MCData user, shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element (see clause D.1) with:
a)	the <mcdata-request-uri> element set to the MCData group identity;
b)	the <alert-ind> element set to a value of "false";
c)	the <mcdata-client-id> element set to the MCData client ID of this MCData client; amd
d)	if the MCData client is aware of active functional aliases and if an active functional alias is to be included in the SIP MESSAGE request, the <functional-alias-URI> element set to the URI of the used functional alias;
5)	if the MCData emergency alert was originated by a different MCData user, shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element (see clause D.1) with:
a)	the <mcdata-request-uri> element set to the MCData group identity;
b)	the <alert-ind> element set to a value of "false";
c)	the <originated-by> element set to the MCData ID of the MCData user who originated the MCData emergency alert; and
d)	if the MCData client is aware of active functional aliases, and an active functional alias is to be included in the SIP MESSAGE request, the <functional-alias-URI> set to the URI of the used functional alias;
6)	if the MCData user has additionally requested the cancellation of the in-progress emergency state of the MCData group and this is an authorised request for an in-progress emergency group state cancellation as determined by subclause 6.2.8.1.7, shall include an <emergency-ind> element set to a value of "false" in the <mcdatainfo> element containing the <mcdata-Params> element;
76)	shall set the Request-URI to the public service identity identifying the participating MCData function serving the group identity; 
87)	if the generated SIP MESSAGE request does not contain an <originated-by> element in the application/vnd.3gpp.MCData-info+xml MIME body, shall set the MCData emergency alert state to "MDEA 4: emergency-alert-cancel-pending"; and
98)	shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [5].
On receipt of a SIP MESSAGE request containing an application/vnd.3gpp.mcdata-info+xml MIME body with an <alert-ind-rcvd> element set to "true" and an <mcdata-client-id> matching the MCData client ID included in the sent SIP MESSAGE request and if the sent SIP MESSAGE request did not contain an <originated-by> element in its application/vnd.3gpp.mcdata-info+xml MIME body, the MCData client shall:
1)	if the <alert-ind> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the received SIP MESSAGE request is set to a value of "false":
a)	set the MCData emergency alert state to "MDEA 1: no-alert"; and
b)	clear the MCData emergency state if not already cleared; and 
2)	if the <alert-ind> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the received SIP MESSAGE request is set to a value of "true" and if the MCData emergency alert state is set to "MDEA 4: emergency-alert-cancel-pending":
a)	set the MCData emergency alert state to "MDEA 3: emergency-alert-initiated".
NOTE 1:	It would appear to be an unusual situation for the initiator of an MCData emergency alert to not be able to clear their own alert. Nevertheless, an MCData user can be configured to be authorised to initiate MCData emergency alerts but not have the authority to clear them. Hence, the case is covered here. 
3)	if an <emergency-ind> element is present in the application/vnd.3gpp.mcdata-info+xml MIME body of received SIP MESSAGE request is set to a value of "false" and the sent SIP MESSAGE request contains an <emergency-ind> element set to a value of "false":
a)	shall set the MCData emergency group communication state of the group to "MDEGC 1: emergency-gc-capable"; and
b)	shall set the MCData emergency group state of the group to "MDEG 1: no-emergency".
NOTE 2:	The case where an <emergency-ind> element is set to true is possible but not handled specifically above as it results in no state changes.
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the sent SIP MESSAGE emergency alert cancellation request, if the sent SIP MESSAGE request did not contain an <originated-by> element in the application/vnd.3gpp.mcdata-info+xml MIME body and the MCData emergency alert state is set to "MDEA 4: emergency-alert-cancel-pending":
1)	if the received SIP 4xx response, SIP 5xx response or SIP 6xx response does not contain an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element containing the  <alert-ind> element OR if it contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with the <alert-ind> element set to a value of "true" (see clause D.1), the MCData client shall set the MCData emergency alert state to "MDEA 3: emergency-alert-initiated".
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Editor’s note: In the current release, support for emergency groups and emergency group communications (in particular the use of the <emergency-ind> element) may be absent, partial or limited, namely only provided to the extent of facilitating emergency alert functionality.
Upon receipt of a "SIP MESSAGE request for emergency notification", the MCData client:
1)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <alert-ind> element set to a value of "true", may display to the MCData user the functional alias of the originating MCData user, if provided, and should display to the MCData user an indication of the MCData emergency alert and associated information, including:
a)	the MCData group identity contained in <mcdata-calling-group-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body;
b)	the originator of the MCData emergency alert contained in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body; and 
c)	the mission critical organization of the MCData emergency alert originator contained in the <mc-org> element of the application/vnd.3gpp.mcdata-info+xml MIME body;
NOTE 1:	This is the case of the MCData client receiving the notification of another MCData user's emergency alert.
2)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <alert-ind> element set to a value of "false":
a)	should display to the MCData user an indication of the MCData emergency alert cancellation and associated information, including:
i)	the MCData group identity contained in the <mcdata-calling-group-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body; and
ii)	the originator of the MCData emergency alert contained in:
A)	if present, the <originated-by> element of the application/vnd.3gpp.mcdata-info+xml MIME body; or
B)	the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body;
b)	if the MCData ID contained in the <originated-by> element is the MCData ID of the receiving MCData user, shall set the MCData emergency alert state to "MDEA 1: no-alert"; and
c)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <emergency-ind> element is set to a value of "false":
i)	shall set the MCData emergency group state to "MDEG 1: no-emergency"; and
ii)	shall set the MCData emergency group communication state to "MDEGC 1: emergency-gc-capable";
NOTE 2:	This is the case of the MCData client receiving the notification of the cancellation by a third party of an MCData emergency alert. This can be the MCData emergency alert of another MCData user or the MCData emergency alert of the recipient, as determined by the contents of the <originated-by> element. Optionally, notification of the cancellation of the in-progress emergency state of the MCData group can be included.
3)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <emergency-ind> element set to a value of "true":
a)	should display to the MCData user an indication of the additional emergency MCData user participating in the MCData emergency group communication including the following, if not already displayed as part of step 1):
i)	the MCData group identity contained in the <mcdata-calling-group-id> element application/vnd.3gpp.mcdata-info+xml MIME body; and
ii)	the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body; and
b)	shall set the MCData emergency group state to "MDEG 2: in-progress" if not already set to that value;
NOTE 3:	This is the case of the MCData client receiving notification of an additional MCData user in an MCData emergency state (i.e., not the MCData user that originally triggered the in-progress emergency state of the group) joining the in-progress emergency group communication. An emergency alert indication, if included, is handled in step 1).
4)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <emergency-ind> element set to a value of "false":
a)	should display to the MCData user an indication of the cancellation of the in-progress emergency state of the MCData group communication including the following if not already displayed as part of step 2):
i)	the MCData group identity contained in the <mcdata-calling-group-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body; and
ii)	the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body;
b)	shall set the MCData emergency group state to "MDEG 1: no-emergency"; and
c)	shall set the MCData emergency group communication state to "MDEGC 1: emergency-gc-capable";
NOTE 4:	This is the case of the MCData client receiving the notification of the cancellation of the in-progress emergency state of the MCData group. In this case, the receiving MCData client is affiliated with the MCData group but not participating in the session. An emergency alert cancellation, if included, is handled in step 2). 
5)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <imminentperil-ind> element set to a value of "true":
a)	should display to the MCData user an indication of the MCData user participating in the MCData imminent peril group communication including the following if not already displayed as part of step 1):
i)	the MCData group identity contained in the <mcdata-calling-group-id> element application/vnd.3gpp.mcdata-info+xml MIME body; and
ii)	the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body; and
b)	shall set the MCData imminent peril group state to "MDIG 2: in-progress" if not already set to that value;
NOTE 5:	This is the case of the MCData client receiving notification of an additional MCData user initiating an imminent peril group communication when there is already an in-progress imminent peril state in effect on the group. 
6)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <imminentperil-ind> element set to a value of "false":
a)	should display to the MCData user an indication of the cancellation of the in-progress imminent peril state of the MCData group including the following if not already displayed as part of step 2):
i)	the MCData group identity contained in the <mcdata-calling-group-id> element application/vnd.3gpp.mcdata-info+xml MIME body; and
ii)	the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body;
b)	shall set the MCData imminent peril group state to "MDIG 1: no-imminent-peril"; and
c)	shall set the MCData imminent peril group communication state to "MDIGC 1: imminent-peril-gc-capable";
NOTE 6:	This is the case of the MCData client receiving notification of the cancellation of the in-progress imminent peril state of the group.
57)	shall generate a SIP 200 (OK) response according to rules and procedures of TS 24.229 [5]; and
68)	shall send the SIP 200 (OK) response towards the MCData server according to rules and procedures of TS 24.229 [5].
[bookmark: _Toc20156332][bookmark: _Toc27501490][bookmark: _Toc36049616][bookmark: _Toc45210382][bookmark: _Toc51861207][bookmark: _Toc59212531]* * * * * * NEXT CHANGE * * * * * *
16.2.1.4	MCData client receives notification of entry into or exit from a group geographic area
Upon receipt of a "SIP MESSAGE request for notification of entry into or exit from a group geographic area", the MCData client:
1)	shall send a SIP 200 (OK) to the participating MCData function that sent the SIP MESSAGE request; and
2)	if the <group-geo-area-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body is:
a)	set to "true":
i)	may display to the MCData user an indication that a group geographic area has been entered; and
ii)	shall execute the procedure in subclause 8.2.2 to affiliate to the group indicated by the participating MCData function; and
b)	set to "false":
i)	may display to the MCData user an indication that a group geographic area has been exited; and
ii)	shall execute the procedure in subclause 8.2.2 to de-affiliate from the group indicated by the participating MCData function.
* * * * * * NEXT CHANGE * * * * * *
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If the participating MCData function receives a SIP request containing:
1)	a Content-Type header field set to "application/vnd.3gpp.mcdata-location-info+xml"; and
2)	an application/vnd.3gpp.mcdata-location-info+xml MIME body with a <Report> element included in the <location-info> root element;
then the participating MCData function shall authorise the location report based on the MCData ID received. If the MCData user is authorised to send a location report the participating MCData function:
1)	shall use the location information as needed.;
2)	shall follow the procedure of subclause 6.3.7.1.7, if the MCData client has entered into or exited from a group geographic area; and
3)	shall follow the procedure of subclause 6.3.7.1.6, if the MCData client has entered into or exited from an emergency alert area.
NOTE:	The <Report> element contains the event triggering identity in the location information report from the UE, and can contain location information.
* * * * * * END CHANGE * * * * * *

