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Introduction

SA6 has provided a liaison statement (LS) to CT1 informing that S6-210330/C3-210325/C1-210286 [1] regarding unification of EDGEAPP services. After that LS, both CT1 and CT3 have discussed the unification of EDGEAPP services in a joint session on February 9, 2021.
This paper analyses the possibility of unification of EDGEAPP services from stage 3 point of view.

1
General
It is important to note that unification of EDGEAPP services is only possible if services use the very same protocol(s). At the present moment, CT1 has not reached any conclusion on EDGEAPP work (see C1-210441 [2]) so services based on interfaces under CT1 responsibility cannot be subject of consideration for unification yet. Hence, the authors of this paper make a number of assumptions to provide an analysis of unification of EDGEAPP services. Note that at present several alternatives are on the table in CT1 for protocols of their reference points (i.e., EDGE-1, EDGE-4) as described by C1-207122 [3], C1-210023 [4], C1-210191 [5], and C1-210223 [6].
Before analysis the unification of services is important to point out the result of the joint session of CT1 and CT3 on unification of services. The CT3 chair distributed on the CT1 and CT3 exploders the following, quote:

Way forward on unification of services:

· Services will be designed independently

· There is no conclusion whether EASDiscovery service and TargetEASDiscovery service can be unified, work will continue in the working groups independently

· CT3 and CT1 will work according the Work Item Description

Hence, in principle EDGEAPP services with be designed independently and further analysis should be consider for the case of the Eees_EASDiscovery service (over EDGE-1) and the Eees_TargetEASDiscovery service (over EDGE-3/EDGE-9).

2
Discussion
First of all, we need to consider the information provided by SA6 in their LS (see S6-210330/C3-210325/C1-210286 [1]), quote:

Therefore, SA6 has decided not to model the APIs where EEC along with EAS or EES are potential consumers as unified services in stage-2 TS. If required, CT groups can take a decision on unified services based on detailed analysis as part of the stage 3 API specification work.

Observation 1:
SA6 has decided not to model APIs where the EEC along with the EAS or EES are potential consumers as unified services.
Observation 2:
Only if required, CT1 and CT3 can take a decision on unified services based on detailed analysis as per of the state 3 API specification work.
Considering the above observations in order to analyze from stage 3 perspective the possibility of unification of EDGEAPP services from stage 3 point of view, it is necessary to consider the EDGEAPP services given in 3GPP TS 23.588 [7] which are as follows:

	Service
	Description
	Provider
	Consumer
	EDGEAPP interface

	Eees_EECRegistration
	Register/deregister the EEC on the EES
	EES
	EEC
	EDGE-1 (CT1)

	Eees_EASRegistration
	Register/deregister the EAS on the EES
	EES
	EAS
	EDGE-3 (CT3)

	Eees_EASDiscovery
	Request EAS discovery
	EES
	EEC
	EDGE-1 (CT1)

	Eees_UELocation
	Subscribe/unsubscribe notification of UE’s location
	EES
	EAS
	EDGE-3 (CT3)

	Eees_UPPathManagementEvent
	Subscribe/unsubscribe notification of UP management event
	EES
	EAS
	EDGE-3 (CT3)

	Eees_AppClientInformation
	Obtain information about capabilities of Application Clients
	EES
	EAS
	EDGE-3 (CT3)

	Eees_UEIdentifier
	Retrieve UE identifier
	EES
	EAS
	EDGE-3 (CT3)

	Eees_SessionWithQoS
	Requests a data session with the UE with a specific QoS and may also subscribe to certain event notifications related to the user plane traffic
	EES
	EAS
	EDGE-3 (CT3)

	Eees_TargetEASDiscovery
	Requests for the target EAS information
	EES
	EAS, EES
	EDGE-3/EDGE-9 (both CT3)

	Eecs_ServiceProvisioning
	Requests for service provisioning information
	ECS
	EEC
	EDGE-4 (CT1)

	Eecs_EESRegistration
	Requests to register the EES
	ECS
	EES
	EDGE-6 (CT3)

	Eecs_TargetEESDiscovery
	Requests for target EES information
	ECS
	EES
	EDGE-6 (CT3)


2.1.
Analysis of EDGEAPP services under CT1 responsibility
Based on list of EDGEAPP service provided above, .it is clear that one EDGEAPP interface may expose one or more services, e.g. EDGE-1 interface exposes only 2 services, but EDGE-4 interface exposes only one service, each different service with a different functionality. Therefore, unification should be considered per service, and therefore not per EDGE interface.

Observation 3:
Unification should be considered per service, and not per interface.

Only the services which have the same atomic functionality, are provided by the same service provider and selected to use the same protocol and design style can be decided in stage 3 to be unified as one service. Moreover,

· for ECS services provided by the ECS, all those services (i.e. Eecs_ServiceProvisioning over EDGE-4, Eecs_EESRegistration over EDGE-6 and Eecs_TargetEESDiscovery over EDGE-6) provide different functionalities. Hence, services over EDGE-4 and services over EDGE-6 cannot be unified;

· for EES services provided by the EES, for the Eees_EECRegistration service and the Eees_EASRegistration service, as described in 3GPP TS 23.588 , clauses 8.4.3.3.1 and 8.4.4.3.1, different IEs are required for different services, e.g. EAS profile is required for Eees_EASRegistration service, but EES profile is required for Eees_EECRegistration service. It’s quite similar as current NEF parameter provision service, even only one service Nnef_ParameterProvision service is defined in sstage 2 of TS 23.502, but CT3 still considerred that from functional point of view, different parameter set is required for different purpose, unifing all of the parameter sets into one API is not benefical for future functional enhancemet or API version evolution, the API version needs to be upgraded even only one of the parameter sets is enhanced. Hence, it is important to note that CT3 agreed already in Rel-15 to implement the Nnef_ParameterProvision service into mulple APIs as defined in 3GPP TS 29.522 [8]. Considering that the same unification drawnback, it is therefore proposed that the Eees_EECRegistration service (over EDGE-1) and the Eees_EASRegistration service (over EDGE-3) remain as two different services in stage 3 too, same as stage 2’s decision as agreed by S6-210006/C3-205439/C1-210028 [3].

· for the Eees_EASDiscovery service (over EDGE-1) and the Eees_TargetEASDiscovery service (over EDGE-3/EDGE-9), as described in 3GPP TS 23.588 [2], clauses 8.5.3.1 and 8.8.4.1, security credentials requirement is different between EDGE-1 and EDGE-3 (as described in S6-210112), the EAS Discovery Filter information is different between the two services (as described in 3GPP TS 23.588 [2]), and the EEC will not provide the UE location and Target DNAI by using the Eees_EASDiscovery service but the EAS or EES can both information by using the Eees_TargetEASDiscovery service. It’s proposed that the Eees_EASDiscovery service over EDGE-1 and the Eees_TargetEASDiscovery service over EDGE-3/EDGE-9 remain as two different services in stage 3 too, same as stage 2’s decision as agreed by S6-210006/C3-205439/C1-210028 [3]. During the CT1 and CT3 joint session one company was of the opinion that all the different discovery services (over EDGE-1 and EDGE-3) could be unified but we disagree as the content of the discovery services differ between EDGE-1 and EDGE-3 as shown by the Annex (quote of stage 2 3GPP TS 23.558).
Conclusion
This paper shows that at the present moment CT1 has not reached any conclusion on their work (see C1-210441 [2]). However, in order to analyze the possibility of unification of EDGEAPP services, the authors have made assumptions.

The analysis provided by this paper shows that firstly unification of EDGEAPP services is only possible if services use the very same protocol(s). Hence, currently services based on interfaces under CT1 responsibility cannot be subject of unification yet. Further to that, the present paper shows that for services under CT1 (and CT3) responsibility, those services should remain as two different services in stage 3.

Based on the analysis of the present paper is proposed that services over EDGE-4 and services over EDGE-6 are not be unified at stage 3. Note that this aligns with the SA6 decision in S6-210330/C3-210325/C1-210286 [1] and the result of the joint session of CT1 and CT3 on February 9 [9].
Additionally, for the services over EDGE-1 and EDGE-3/EDGE-9:

· the Eees_EECRegistration service (over EDGE-1) and the Eees_EASRegistration service (over EDGE-3) remain as two different services at stage 3. Again note that this aligns with the SA6 decision in S6-210330/C3-210325/C1-210286 [1] and the result of the joint session of CT1 and CT3 on February 9 [9]; and

· the Eees_EASDiscovery service over EDGE-1 and the Eees_TargetEASDiscovery service over EDGE-3/EDGE-9 remain as two different services at stage 3 too. Again note that this aligns with the SA6 decision in S6-210330/C3-210325/C1-210286 [1].
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Annex
Quote of 3GPP TS 23.588 [2] clause 8.4.3.3.1 for Eees_EASRegistration service

8.4.3.3.1
Edge Application Server registration request

Table 8.4.3.3.1-1 describes information elements in the Edge Application Server registration request from the Edge Application Server to the Edge Enabler Server. 

Table 8.4.3.3.1-1: Edge Application Server registration request

	Information element
	Status
	Description

	EAS Profile 
	M
	EAS Profile as described in Table 8.2.4-1

	Security credentials
	M
	Security credentials of the Edge Application Server.

	Proposed expiration time
	O
	Proposed expiration time for the registration


Quote of 3GPP TS 23.588 [2] clause 8.4.4.3.1 for the Eees_EECRegistration service

8.4.4.3.1
Edge Enabler Server registration request

Table 8.4.4.3.1-1 describes information elements for an Edge Enabler Server registration request from the Edge Enabler Server to the Edge Configuration Server.

Table 8.4.4.3.1-1: Edge Enabler Server registration request

	Information element
	Status
	Description

	EES Profile
	M
	Profile information as specified in Table 8.2.6-1

	Security credentials
	M
	Security credentials of the Edge Enabler Server.

	Proposed expiration time
	O
	Proposed expiration time for the registration


Quote of 3GPP TS 23.588 [2] clause 8.5.3.1 for Eees_EASDiscovery service

8.5.3.1
Edge Application Server discovery request

Table 8.5.3.1-1 describes information elements for the Edge Application Server Discovery Request from the Edge Enabler Client to the Edge Enabler Server. Table 8.5.3.1-2 provides further detail about the Query Filter information element.

Table 8.5.3.1-1: Edge Application Server discovery request

	Information element
	Status
	Description

	Requestor identifier
	M
	The ID of the requestor (e.g. EEC ID)

	UE Identifier
	O
	The identifier of the UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS discovery filters
	O
	Set of characteristics to determine required Edge Application Servers, as detailed in Table 8.5.3.1-2. 


Table 8.5.3.1-2: EAS discovery filters

	Information element
	Status
	Description

	List of Application Client characteristics (NOTE 1)
	O
	Describes the Application Clients for which a matching Edge Application Server is needed.

	> Application Client profile (NOTE 2)
	M
	Application Client profile containing parameters used to determine matching EAS. Application Client profiles are further described in Table 8.2.2-1.

	List of Edge Application Server characteristics (NOTE 1, NOTE 3)
	O
	Describes the characteristic of required Edge Application servers.

	> EAS ID
	O
	Identifier of the required EAS.

	> EAS provider identifier
	O
	Identifier of the required EAS provider

	> EAS type
	O
	The category or type of required EAS (e.g. V2X)

	> EAS schedule
	O
	Required availability schedule of the EAS (e.g. time windows)

	> EAS Geographical Service Area
	O
	Location(s) (e.g. geographical area, route) where the EAS service should be available.

	> EAS Topological Service Area 
	O
	Topological area (e.g. cell ID, TAI) for which the EAS service should be available. See possible formats in Table 8.2.7-1.

	> Service continuity support
	O
	Indicates if the service continuity support is required or not.

	> EAS status
	O
	Required status of the EAS (e.g. enabled, disabled, etc.) 

	> Service permission level
	O
	Required level of service permissions e.g. trial, gold-class

	> Service feature(s)
	O
	Required service features e.g. single vs. multi-player gaming service

	NOTE 1:
Only one of the information elements shall be present.

NOTE 2:
"Preferred ECSP list" IE shall not be present.

NOTE 3:
The "List of Edge Application Server characteristics" IE must include at least one optional IE, if used as an EAS discovery filter.


Quote of 3GPP TS 23.588 [2] claause 8.8.4.1 for Eees_TargetEASDiscovery service

8.8.4.1
Edge Application Server discovery request

Table 8.8.4.1-1 describes information elements for the Edge Application Server Discovery Request from the EAS to the Edge Enabler Server and from the source Edge Enabler Server to the target Edge Enabler Server. Table 8.8.4.1-2 provides further detail about the EAS Discovery Filter information element.

Table 8.8.4.1-1: Edge Application Server discovery request

	Information element
	Status
	Description

	Requestor identifier
	M
	The ID of the requestor (e.g. EAS ID or EES ID)

	UE identifier
	O
	The identifier of the UE (i.e. GPSI or identity token).

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS Discovery Filter
	M
	Set of characteristics to determine required Edge Application Servers, as detailed in Table 8.8.4.1-2.

	UE location
	O
	The location information of the UE. The UE location is described as clause 7.3.2.

	Target DNAI 
	O
	Target DNAI information which can be associated with potential target EAS(s)


Editor's Note: Whether and how security credentials corresponding to different Requestors considering different deployments are handled is FFS and in scope of SA3.

Table 8.8.4.1-2: EAS Discovery Filter

	Information element
	Status
	Description

	List of Edge Application Server characteristics
	M
	Describes the characteristics of required Edge Application Servers as per table 8.5.3.1-2


