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Introduction

CT plenary at their #90e meeting approved a new Rel-17 WID on CT aspects for Enabling Edge Applications (see CP-203106 [1]). Both CT1 and CT3 are expected to carry out the stage 3 part of the work. Note that completion of work is March next year (2022).

This paper provides the status of the work in CT1 and the protocol options discussed for EDGE-1 and EDGE-4 reference points. The present paper shows that different protocols can be used for EDGE-1 and EDGE-4 while implement all required stage 2 procedures and information flows defined in SA6 3GPP TS 23.588 [2].

Discussion
As described by the WID in CP-203106 [1] CT1 is responsible of the EDGE-1 and EDGE-4 reference points. The stage 2 requirements are provided by 3GPP TS 23.588 [2].
CT1 has started discussions on the work and as sent a reply LS to SA6 in their last meeting (in C1-210441 [3]), quote: “CT1 has started its work on functionality and interfaces (EDGE-1, EDGE-4) defined by 3GPP TS 23.558. CT1 has not reached any conclusion, and CT1 will update SA6 about our progress”.

Several alternatives are on the table in CT1 for protocols of their reference points, as follows;

· for EDGE-1, remote procedure calls (RPC) design based on the use of XML schema based on HTTP (as per mission critical, SEAL, or V2XAPP), the use of RESTful based on HTTP protocol and YAML format (as per CT3)

· for EDGE-4, remote procedure calls (RPC) design based on the use of XML schema based on HTTP (as per mission critical, SEAL, or V2XAPP), the use of RESTful based on HTTP protocol and YAML format (as per CT3), and the NAS protocol (as per several features such as V2X policy provisioning, or port management information delivery for TSN)

For EDGE-1, both protocol options discussed by CT1 above could be feasible; remote procedure calls (RPC) design based on the use of XML schema based on HTTP (as per mission critical, SEAL, or V2XAPP), the use of RESTful based on HTTP protocol and YAML format (as per CT3).

For EDGE-4, all protocol options discussed by CT1 could be feasible; remote procedure calls (RPC) design based on the use of XML schema based on HTTP (as per mission critical, SEAL, or V2XAPP), the use of RESTful based on HTTP protocol and YAML format (as per CT3), and the NAS protocol (as per several features such as V2X policy provisioning, or port management information delivery for TSN).

Note that expressed in CT1 different operators have different needs and requirements about the protocol to be used for EDGEAPP work over EDGE-1 and EDGE-4. Usually, CT1 provides flexibility so that operators can use what fulfils their needs best.

In addition, it has been brought up in CT1 that the use of APIs for EDGE-4 has issues which cannot be hidden (e.g., issue on power consumption of the UE/battery, issues when a UE is behind a NAT; C1-207122 [3]).

Some companies have expressed in CT1 that SA6 has decided the protocols to use for the reference points. However, this cannot be found in 3GPP TS 23.588 [2], and more importantly is gains the terms of reference of 3GPP. As a matter of fact decision of protocols is done by CT WGs. CT WGs have been tasked to do so from the very beginning of 3GPP. In order to make a decision of a protocol, 3GPP (including CT1) works towards the highest and the fullest consensus possible.

In order to follow that process as always before, it is important that CT1 study all protocol options.

Also, for the case of EDGE-4 is necessary to consider performance aspects. Note that the use of the NAS protocol ensures that the EEC is always reachable by ECS while the use of APIs result in that the EEC (in the UE) needs to act as an HTTP server (be always in listening mode) that increases the power consumption and the issues when a UE is behind a NAT are not resolved. The use of APIs actually does not provide the same performance guarantees in the UE side as the use of the NAS protocol.

Conclusion
This paper shows at the present moment CT1 has not reached any conclusion on their work (see C1-210441 [2]). However, several protocol options are on the table and discussed by CT1 for EDGE-1 and EDGE-4. Also, note that completion of work is March next year (2022) so CT1 as in the past can discuss and study all potential protocol options.

Different operators have different needs, and therefore all protocol options should be studied by CT1.

As per the terms of reference of 3GPP, decision of protocols is done by CT WGs. 3GPP works towards the highest and the fullest consensus possible.
It is therefore proposed that CT1 does not exclude any protocol option for the reference points under CT1 responsibility. Then, the skeleton of the new 3GPP TS 24.558 [7] accommodates all potential protocols options, as follows:
· for EDGE-1, remote procedure calls (RPC) design based on the use of XML schema based on HTTP (as per mission critical, SEAL, or V2XAPP), the use of RESTful based on HTTP protocol and YAML format (as per CT3)

· for EDGE-4, remote procedure calls (RPC) design based on the use of XML schema based on HTTP (as per mission critical, SEAL, or V2XAPP), the use of RESTful based on HTTP protocol and YAML format (as per CT3), and the NAS protocol (as per several features such as V2X policy provisioning, or port management information delivery for TSN)
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