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1. Introduction
In the last CT1#127bis-e meeting in January, total 49 solutions were agreed for 9 key issues as potential solutions for FS_MINT-CT. As discussed during the conference call #1, and as described in C1-210618, the time plan is very tight and there will be only one WG meeting left after this meeting until CT1 finishes study and makes conclusions before May, so it would not be easy to make conclusion for all key issues.

Referring the working process in SA2 how they handles issues during the study phase (for example, see S2-2008760 on Summary of moderated email discussion on FS_MUSIM), this paper would like provide some analysis for the existing solutions and organize questions which might be considered as key criteria (as a high level) later in the conclusion phase.
2.
Discussion

2.1
Analysis on the solutions for KI#1
There are five solutions proposed to resolve issues for KI#1 (Notification of Disaster Condition to the UE).
	Sol #
	Key points, and Potential Questions

	1
	· Provide Disaster Condition information via non-3gpp access of PLMN with DC

· PQ#1.1: whether the UE in a PLMN with Disaster Condition needs disaster roaming when the non-3GPP access is available. 
· PQ#1.2: whether the PLMN with Disaster Condition can provide information regarding Disaster Condition via non-3GPP access which may not be deployed in every PLMN.
· AMF may provide “a list of PLMNs”, “wait time ”, “expected duration of disaster”;
· PQ#1.3: what information is provided to the UE along with the indication that Disaster Condition applies to the PLMN with Disaster Condition.

	2
	· Provide Disaster Condition information via non-3gpp access (AMF / N3IWF / TNGF / TNAP) of PLMN with DC

· PQ#1.1: whether the UE in a PLMN with Disaster Condition needs disaster roaming when the non-3GPP access is available. 
· PQ#1.2: whether the PLMN with Disaster Condition can provide information regarding Disaster Condition via non-3GPP access which may not be deployed in every PLMN.
· AMF may provide “the recommended disaster roaming PLMN list”;
· PQ#1.3: what information is provided to the UE along with the indication that Disaster Condition applies to the PLMN with Disaster Condition.

	3
	· No need to notify the disaster condition to the UE

· Using shared RAN node between the PLMN without a disaster condition and a PLMN where a disaster condition applies

· PQ#1.4: whether the RAN sharing based approach to solve the issues in case of Disaster Condition is enough, or further enhancements are needed.

	4
	· PLMN A may broadcast the Disaster Condition information by MIB, SIB1, or SIBx. 
· PQ#1.5: whether the PLMN without Disaster Condition can provide information regarding Disaster Condition via RAN broadcast information (This can be variation of PQ#1.2)
· AMF may provide “indication that Disaster Condition applies to PLMN D”, “disaster area information”, and “recommended PLMN(s)”;
· PQ#1.3: what information is provided to the UE along with the indication that Disaster Condition applies to the PLMN with Disaster Condition. 

	5
	· Broadcast signalling received via an available cell of another PLMN (called PLMN A) indicates that PLMN A can accept Disaster Inbound Roamers from PLMN D.
· PQ#1.5: whether the PLMN without Disaster Condition can provide information regarding Disaster Condition via RAN broadcast information (This can be variation of PQ#1.2)
· PQ#1.3: what information is provided to the UE along with the indication that Disaster Condition applies to the PLMN with Disaster Condition.


2.2
Analysis on the solutions for KI#2

There are four solutions proposed to resolve issues for KI#2 (Notification of applicability on Disaster Condition to PLMNs without Disaster Condition).

	Sol #
	Key points, and Potential Questions

	6
	· Consider disaster condition as a network fault, and can handle it with legacy O&M architecture as specified in TS 32.101 and TS 28.533
· PQ#2.1: whether the notification of Disaster Condition between PLMNs needs to be standardized with legact OAM architecture or should be left out of 3GPP scope?

	7
	· PLMN A is informed that Disaster Condition applies (or no longer applies) for PLMN D in an area based on means out-of-scope of 3GPP.
· PQ#2.1: whether the notification of Disaster Condition between PLMNs needs to be standardized with legact OAM architecture or should be left out of 3GPP scope?
· PLMN A adds using O&M the PLMN ID of PLMN D into the "disaster roaming PLMN list" configured in PLMN A's NG-RAN nodes serving the area.
· PQ#2.2: whether the disaster condition information should be configured in NG-RAN nodes
(This assumes that this information will be used by RAN, so can be merged to PQ#1.5)

	8
	· Using CBS/PWS architecture in order to deliver information on Disaster Condition between PLMNs
· PQ#2.3: whether the notification of Disaster Condition between PLMNs needs to be standardized with legact CBS/PWS architecture or should be left out of 3GPP scope?
(This can be variation of PQ#2.1)

	9
	· How the AMF of PLMNDC is informed by the government, is out of the scope of 3GPP
· PQ#2.1: whether the notification of Disaster Condition between PLMNs should be left out of 3GPP scope?
· PLMNNO DC has an SLA to support disaster condition applied to PLMNDC in an area, the NG Setup procedure is performed between all NG-RAN nodes of PLMNNO DC covering the area and AMF(s) of PLMNDC covering the area in advance
· Using shared RAN node between the PLMN without a disaster condition and a PLMN where a disaster condition applies

· PQ#1.4: whether the RAN sharing based approach to solve the issues in case of Disaster Condition is enough, or further enhancements are needed.


2.3
Analysis on the solutions for KI#3

There are seven solutions proposed to resolve issues for KI#3 (Indication of accessibility from other PLMNs without Disaster Condition to the UE).

	Sol #
	Key points, and Potential Questions

	10
	· It is assumed that when a disaster condition applies, an NG-RAN node of a PLMN without a disaster condition becomes a shared RAN node between the PLMN without a disaster condition and a PLMN where a disaster condition applies.
· PQ#1.4: whether the RAN sharing based approach to solve the issues in case of Disaster Condition is enough, or further enhancements are needed.

	11
	· DRS-supported PLMN list is proposed to be configured in the UE by the PLMN D before the Disaster Condition happens. 
· PQ#3.1: whether the pre-configuration or provision of information on the UE needed for Disaster Condition is required even before the Disaster Condition occurs or not 

· PQ#3.2: what information does the UE receive from a PLMN providing Disaster Roaming Service? (e.g. list of PLMNs with Disaster Condition) And how this information is provided? (e.g. as explicit indication in SIB, access identity)

	12
	· PLMN A shall update its broadcast information (System Information) to include an indication of “disaster roaming active” condition

· an indication that a PLMN is providing disaster inbound roaming has to be included along with its PLMN ID information. 

· it is necessary to include in the broadcast information the PLMN ID or a list of PLMN IDs that are subject to the disaster
· PQ#3.2: what information does the UE receive from a PLMN providing Disaster Roaming Service? (e.g. list of PLMNs with Disaster Condition) And how this information is provided? (e.g. as explicit indication in SIB, access identity)
· PQ#1.5: whether the PLMN without Disaster Condition can provide information regarding Disaster Condition via RAN broadcast information (This can be variation of PQ#1.2)

	13
	· UE determines that PLMN A without DC can accept Disaster Inbound Roamers from PLMN D with DC if:

a) PLMN A's NG-RAN cell broadcasts "disaster roaming PLMN list" including PLMN ID of PLMN D;

b) PLMN A is in UE's list of forbidden PLMNs; and

c) c) PLMN D is HPLMN of the UE or is not in UE's list of forbidden PLMNs.
· PQ#3.2: what information does the UE receive from a PLMN providing Disaster Roaming Service? (e.g. list of PLMNs with Disaster Condition) And how this information is provided? (e.g. as explicit indication in SIB, access identity)

· PQ#1.5: whether the PLMN without Disaster Condition can provide information regarding Disaster Condition via RAN broadcast information (This can be variation of PQ#1.2)

	14
	· broadcasting a PWS message containing "disaster roaming PLMN list" indicating one or more PLMNs with Disaster Condition for which the PLMN without Disaster Condition is able to provide disaster roaming
· PQ#3.3: whether the PLMN providing Disaster Roaming Service can notify accessibility via PWS message?

	15
	· UE is provided with “List of PLMNs to be used while in Disaster condition” in the particular order
· There can be a timer associated which indicates a ‘minimum wait time’ that the UE should wait to perform registration on the PLMN following a disaster condition.

· PLMN As may indicate in the system information if they supports disaster inbound roaming.
· PQ#3.1: whether the pre-configuration or provision of information on the UE needed for Disaster Condition is required even before the Disaster Condition occurs or not 

· PQ#3.2: what information does the UE receive from a PLMN providing Disaster Roaming Service? (e.g. list of PLMNs with Disaster Condition) And how this information is provided? (e.g. as explicit indication in SIB, access identity)

	16
	· UE can be provisioned with one or more Access Identities allocated for disaster roaming.
· Upon being notified that a Disaster Condition applies to the registered PLMN, the UE shall determine which Access Identity it shall use when performing an access attempt in a PLMN offering disaster roaming by applying a hash function to its IMSI.

· UE shall not consider the PLMNs which have not set the bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" in SIB for the Access Identity which the UE has determined to use to zero as PLMN selection candidates
· PQ#3.1: whether the pre-configuration or provision of information on the UE needed for Disaster Condition is required even before the Disaster Condition occurs or not 

· PQ#3.2: what information does the UE receive from a PLMN providing Disaster Roaming Service? (e.g. list of PLMNs with Disaster Condition) And how this information is provided? (e.g. as explicit indication in SIB, access identity)


2.4
Analysis on the solutions for KI#4

There are four solutions proposed to resolve issues for KI#4 (Registration to the roaming PLMN without Disaster Condition in case of Disaster Condition).

	Sol #
	Key points, and Potential Questions

	17
	· Serving AMF may determine a registration area for the UE such that the 5GS tracking area list contains only those TAIs that overlap with the known area of the disaster condition.

· AMF also sends the Service area list IE to the UE such that the TAIs in the service area list are set to "allowed tracking areas" and shall only contain the TAIs that overlap with the known area of the disaster condition

· AMF may provide a list of cell identities to the UE
· PQ#4.1: what level of granularity of area with Disaster Condition should be provided to the UE? (i.e. cell level, TA level, polygon coordinates..)

	18
	· The UE can perform the registration procedure to the same PLMN using currently available means via the shared RAN and the 5GCN of the PLMN where a disaster condition applies.
· PQ#1.4: whether the RAN sharing based approach to solve the issues in case of Disaster Condition is enough, or further enhancements are needed.

	19
	· UE needs to use a new registration request type in the registration request message, only if UE has detected a disaster condition and needs to move away from the serving PLMN.

· PQ#4.2: whether the registration request for disaster roaming needs to be distinguished with normal registration, and how can it be discriminated (with explicit indication, by PLMN ID in GUTI/SUCI)?
· assign the service area to UE and define the allowed area / tracking area list (TAI list) based on the area where the disaster has happened
· PQ#4.1: what level of granularity of area with Disaster Condition should be provided to the UE? (i.e. cell level, TA level, polygon coordinates..)

	20
	· UE registers using a regular REGISTRATION REQUEST message sent in PLMN A
· AMF determines the previously selected PLMN with Disaster Condition as PLMN ID of UE's 5G-GUTI or SUCI, or previously selected PLMN with Disaster Condition indicated in the REGISTRATION REQUEST message (if UE's 5G-GUTI and UE's SUCI are not provided).
· PQ#4.2: whether the registration request for disaster roaming needs to be distinguished with normal registration, and how can it be discriminated (with explicit indication, by PLMN ID in GUTI/SUCI)?


2.5
Analysis on the solutions for KI#5

There are six solutions proposed to resolve issues for KI#5 (PLMN selection when a "Disaster Condition" applies).

	Sol #
	Key points, and Potential Questions

	21
	· (automatic selection) UE can be provisioned with disaster roaming assistance information including:
a) prioritized list of PLMNs

b) weighted list of PLMNs.

c) an indication of the capacity of PLMNs without Disaster Condition to accept Disaster Inbound Roamers
· PQ#5.1: whether the pre-configuration or provision of information on the UE needed for Disaster Condition is required even before the Disaster Condition occurs or not (e.g. Information needed for network selection)
(identical to PQ#3.1)

	22
	· UE may select a PLMN broadcasting its cabability to receive disaster inbound roamers, temporarily ignoring its presence in the list of forbidden PLMNs or in the list of 5GS forbidden tracking areas for roaming
· PQ#5.2: how the UE handles PLMNs for disaster roaming that was in the list of forbidden PLMNs
· may skip “In VPLMN” background PLMN search for higher priority PLMNs if no other higher priority PLMNs are listed in the preferred PLMN lists for the current MCC.
· PQ#5.3: whether the higher priority PLMN search should be suppressed or modified when the UE is camped on a PLMN for disaster roaming

	23
	· UE shall consider PLMN A for selection with the lowest priority. If there are several PLMNs A, the UE shall consider PLMNs A for selection in random order.

	24
	· all the PLMNs that are present in the “List of PLMNs to be used while in Disaster condition” are sorted in the order in which they are present in “List of PLMNs to be used while in Disaster condition” if the PLMNs also indicate that they support disaster roaming. 
· PQ#5.1: whether the pre-configuration or provision of information on the UE needed for Disaster Condition is required even before the Disaster Condition occurs or not (e.g. Information needed for network selection)
(identical to PQ#3.1)
· PQ#5.2: how the UE handles PLMNs for disaster roaming that was in the list of forbidden PLMNs

	25
	· If a PLMN A is available at the UE's location, PLMN A can provide Disaster Roaming services to the Disaster Inbound Roamer from PLMN D, and PLMN A is in UE's list of forbidden PLMNs, the UE shall add the PLMN A to the list of "alleviated forbidden PLMN" in the UE's storage. The UE shall delete the stored list if the USIM is removed or if the UE is switched off.
· PQ#5.2: how the UE handles PLMNs for disaster roaming that was in the list of forbidden PLMNs

	26
	· If there are more than one available PLMN A, the UE can perform PLMN selection based on the following crierions:

a) the priority order of Disaster Roaming service(DRS)-Supported PLMN list, if any;

b) otherwise, select an available PLMN A randomly; or

c) UE implementation.
· PQ#5.1: whether the pre-configuration or provision of information on the UE needed for Disaster Condition is required even before the Disaster Condition occurs or not (e.g. Information needed for network selection)
· (identical to PQ#3.1)


2.6
Analysis on the solutions for KI#6

There are nine solutions proposed to resolve issues for KI#6 (Notification that Disaster Condition is no longer applicable to the UEs).

	Sol #
	Key points, and Potential Questions

	27
	· UE was previously registered to the same PLMN over the 3GPP access for which a DC had previously occurred, and for which the UE had remained on the same PLMN over the non-3GPP access i.e. the UE did not register over the 3GPP access on another PLMN without a disaster condition.
· AMF notifies the UE with a NAS message, e.g. Configuration Update Command message that a disaster condition no longer applies to 3GPP access.
· PQ#6.1: whether the PLMN previously with Disaster Condition can provide information regarding Disaster Condition via non-3GPP access which may not be deployed in every PLMN.
(variation of PQ#1.2)

	28
	· PLMN A currently serving Disaster Inbound Roamers may perform one or more of the following:
a) over the 3GPP access, turn off the broadcast indication that a Disaster Condition in PLMN D applies;
b) for the Disaster Inbound Roamers in 5GMM-CONNECTED mode, which previously selected PLMN D:
1) perform a GUCU procedure with an indication that the DC in another PLMN no longer applies; 
2) perform a GUCU procedure with "re-registration requested", then reject the UE’s registration request with 5GMM cause #ZZZ "disaster condition in other PLMN no longer applies"; or

If a Disaster Inbound Roamer has an emergency PDU session or a high priority service, the AMF of PLMN A performs the handling above after release of the emergency PDU session or after the high priority service is finished.

c) for the Disaster Inbound Roamers in 5GMM-IDLE mode which previously selected PLMN D and which attempt to transition to 5GMM-CONNECTED mode by initiating a registration or service request procedure, reject the UE’s request with 5GMM cause #ZZZ "disaster condition in other PLMN no longer applies".

· While camped on PLMN A, a Disaster Inbound Roamer shall periodically check the indication (e.g. SIB flag) broadcast by PLMN A that a Disaster Condition applies in PLMN D.
· PQ#6.2: whether the UE in idle mode should be return to the PLMN previously with Disaster Condition immediately or not. (i.e. whether needs to be paged, return by searching higher priority PLMN, return when UE become connected)

	29
	· The Disaster Condition caused RAN unavailability can be treated as a network fault and can handle it with legacy O&M architecture as specified in TS 32.101 and TS 28.533
· PQ#2.1: whether the notification of Disaster Condition between PLMNs needs to be standardized with legact OAM architecture or should be left out of 3GPP scope?
· after the completion of the ongoing user data services and before the release of the current N1 NAS signalling connection, the AMF initiates a network-initiated de-registration procedure 
· PQ#6.3: whether the UE needs to be deregistered from the PLMN for Disaster Roaming when Disaster Condition is over
· another alternative for the AMF actively pages the UE to move to the connected mode and then initiate a network-initiated de-registration procedure by sending DEREGISTRATION REQUEST message with 5GMM cause #11 (PLMN not allowed) 
· PQ#6.2: whether the UE in idle mode should be return to the PLMN previously with Disaster Condition immediately or not. (i.e. whether needs to be paged, return by searching higher priority PLMN, return when UE become connected)

	30
	· periodically attempt to obtain service on its HPLMN
· Considering Disaster Condition can be applicable for long time, e.g. several hours, to avoid the UE frequently performing PLMN scan to drain the UE battery, the default value (i.e. 1 hour) is preferred to be used for T in such Disaster Roaming.
· PQ#5.3: whether the higher priority PLMN search should be suppressed or modified when the UE is camped on a PLMN for disaster roaming

	31
	· If the UE is in 5GMM-IDLE state, the AMF pages the UE
· PQ#6.2: whether the UE in idle mode should be return to the PLMN previously with Disaster Condition immediately or not. (i.e. whether needs to be paged, return by searching higher priority PLMN, return when UE become connected)
· If the UE is in 5GMM-CONNECTED state, then the AMF may send a CUC message with information of disaster condition, the UE waits until high priority service is over, and then request deregistration.
· Alternatively, AMF may send DEREGISTRATION REQUEST with new 5GMM cause
· PQ#6.3: whether the UE needs to be deregistered from the PLMN for Disaster Roaming when Disaster Condition is over

	32
	· AMF of PLMN A initiates the deregistration procedure by sending a Deregistration Request message to the Disaster Inbound Roamer from PLMN D, with new cause or existing cause
· PQ#6.3: whether the UE needs to be deregistered from the PLMN for Disaster Roaming when Disaster Condition is over
· PLMN A may page UE to enter 5GMM-CONNECTED and then perform deregistration procedure above.
· PQ#6.2: whether the UE in idle mode should be return to the PLMN previously with Disaster Condition immediately or not. (i.e. whether needs to be paged, return by searching higher priority PLMN, return when UE become connected)

	33
	· AMF triggers over 3GPP access the UE to perform mobility registration update and rejects the mobity registration update with an indication that Disaster Condition no longer applies for the other PLMN (e.g. a new 5GMM cause #YYY "Disaster Condition in other PLMN no longer applies")
· UE attempts to move to 5GMM-CONNECTED mode in 3GPP access, the AMF rejects the initial NAS request with an indication that Disaster Condition no longer applies for the other PLMN (e.g. 5GMM cause #YYY "Disaster Condition in other PLMN no longer applies")
· the UE enters the state 5GMM-REGISTERED.PLMN-SEARCH
· PQ#6.3: whether the UE needs to be deregistered from the PLMN for Disaster Roaming when Disaster Condition is over

	34
	· the UE periodically attempts to obtain service on HPLMN, an EHPLMN or a higher priority PLMN/access technology combinations.
· PQ#6.2: whether the UE in idle mode should be return to the PLMN previously with Disaster Condition immediately or not. (i.e. whether needs to be paged, return by searching higher priority PLMN, return when UE become connected)
· PQ#5.3: whether the higher priority PLMN search should be suppressed or modified when the UE is camped on a PLMN for disaster roaming
· the UE enters the state 5GMM-REGISTERED.PLMN-SEARCH
· PQ#6.3: whether the UE needs to be deregistered from the PLMN for Disaster Roaming when Disaster Condition is over

	35
	· UEs can come back to the NG-RAN nodes of a PLMN to which a disaster condition had applied if the NG-RAN nodes of a PLMN without a disaster condition becomes not shared anymore
· PQ#1.4: whether the RAN sharing based approach to solve the issues in case of Disaster Condition is enough, or further enhancements are needed.


2.7
Analysis on the solutions for KI#7

There are ten solutions proposed to resolve issues for KI#7 (Prevention of signalling overload in PLMNs without Disaster Condition).

	Sol #
	Key points, and Potential Questions

	1
	· Provide Disaster Condition information via non-3gpp access of PLMN with DC

· PQ#1.1: whether the UE in a PLMN with Disaster Condition needs disaster roaming when the non-3GPP access is available. 
· PQ#1.2: whether the PLMN with Disaster Condition can provide information regarding Disaster Condition via non-3GPP access which may not be deployed in every PLMN.
· AMF may provide “a list of PLMNs”, “wait time ”, “expected duration of disaster”;
· PQ#7.1: whether the proactive handling of potential overload/congestion is needed before congestion or overload actually occurs?
· PQ#7.2: whether the explicit timer based mechanism or implicit way (implementation / random value) can be preferable for staggering UEs changing PLMN

	16
	· UE can be provisioned with one or more Access Identities allocated for disaster roaming.
· Upon being notified that a Disaster Condition applies to the registered PLMN, the UE shall determine which Access Identity it shall use when performing an access attempt in a PLMN offering disaster roaming by applying a hash function to its IMSI.

· UE shall not consider the PLMNs which have not set the bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" in SIB for the Access Identity which the UE has determined to use to zero as PLMN selection candidates
· PQ#3.1: whether the pre-configuration or provision of information on the UE needed for Disaster Condition is required even before the Disaster Condition occurs or not 

· PQ#7.2: whether the explicit timer based mechanism or implicit way (implementation / random value) can be preferable for staggering UEs changing PLMN

	36
	· AMF may reject the 5GMM request by sending reject message with new 5GMM cause and T3346 value

· PQ#7.3: is the reactive mitigation of overload/congestion enough? (combined with PQ#7.1)
· UE enters 5GMM-REGISTERED.PLMN-SEARCH, and looks for any other available PLMNs other than the serving PLMN. If there are one or more candidates in the UE's location, the UE performs PLMN selection to select any other available PLMN. Else, the UE runs timer T3346 with the received value, and do not attempt to initiate any 5GMM proecedure except the deregistration procedure until the timer T3346 is expired.

	37
	· RAN of PLMN A will block the UE’s attempts based on the new “RRC Establishment Cause” and a back-off time.
· PQ#7.4: whether the multiple mitigation methods for congestion/overload are needed (i.e. NAS level congestion control, RAN overload control, UAC), and whether any enhancements to each mechanisms are required?

	38
	· UE NAS layer provides Access Identity 3 to the UE RRC layer, the UE RRC layer decides whether the access attempt is allowed or not based on the value of the barring factor for Access Identity 3 and a random number drawn if none of the bit(s) for other access identity(ies) in uac-BarringForAccessIdentity is set to zero.
· PQ#7.3: is the reactive mitigation of overload/congestion enough? (combined with PQ#7.1)
· PQ#7.4: whether the multiple mitigation methods for congestion/overload are needed (i.e. NAS level congestion control, RAN overload control, UAC), and whether any enhancements to each mechanisms are required?

	39
	· UE can be provisioned with disaster roaming assistance information:
a) prioritized list of PLMNs

b) weighted list of PLMNs.

c) an indication of the capacity of PLMNs without Disaster Condition to accept Disaster Inbound Roamers
· PQ#3.1: whether the pre-configuration or provision of information on the UE needed for Disaster Condition is required even before the Disaster Condition occurs or not 
· UE can be provisioned with a disaster roaming wait range
· PQ#3.1: whether the pre-configuration or provision of information on the UE needed for Disaster Condition is required even before the Disaster Condition occurs or not 

· PQ#7.2: whether the explicit timer based mechanism or implicit way (implementation / random value) can be preferable for staggering UEs changing PLMN
· Upon encountering congestion due to the arrival of Disaster Inbound Roamers
a) turn off the indication (e.g. SIB flag) that the PLMN can accommodate Disaster Inbound Roamers 
b) reject the Disaster Inbound Roamers’ registration or service requests with 5GMM cause #22 "congestion" and back-off timer T3346
c) 
reject the Disaster Inbound Roamers’ registration or service requests with 5GMM cause #YYY "disaster inbound roamers not allowed".
· PQ#3.1: whether the pre-configuration or provision of information on the UE needed for Disaster Condition is required even before the Disaster Condition occurs or not 
· PQ#7.3: is the reactive mitigation of overload/congestion enough? (combined with PQ#7.1)

	40
	· shall apply a uac-DisasterOffsetToBarringFactor to the uac-BarringFactor.

· indicates to the disaster roaming UEs the offset value by which the BarringFactor must be reduced when evaluating the access barring condition for that access category
· PQ#7.4: whether the multiple mitigation methods for congestion/overload are needed (i.e. NAS level congestion control, RAN overload control, UAC), and whether any enhancements to each mechanisms are required?

	41
	· PLMN with Disaster Condition will provide UE a recommended PLMN list with priority order before the Disaster Condition happens. Different UEs will be provided with the different recommended PLMN list
· PQ#3.1: whether the pre-configuration or provision of information on the UE needed for Disaster Condition is required even before the Disaster Condition occurs or not 
· PQ#7.1: whether the proactive handling of potential overload/congestion is needed before congestion or overload actually occurs?

	42
	· Introduce new access category X (= MO_Disaster_Roaming)

· PQ#7.4: whether the multiple mitigation methods for congestion/overload are needed (i.e. NAS level congestion control, RAN overload control, UAC), and whether any enhancements to each mechanisms are required?
· AMF of the PLMN providing the disaster roaming control can use the existing congestion control mechanisms (e.g. NAS level mobility management congestion control).
· PQ#7.3: is the reactive mitigation of overload/congestion enough? (combined with PQ#7.1)

	43
	· UE is provisioned with “List of PLMNs to be used while in Disaster condition” with priority order and ‘minimum wait time’ before the disaster happens
· PQ#3.1: whether the pre-configuration or provision of information on the UE needed for Disaster Condition is required even before the Disaster Condition occurs or not 
· PQ#7.1: whether the proactive handling of potential overload/congestion is needed before congestion or overload actually occurs?
· PQ#7.2: whether the explicit timer based mechanism or implicit way (implementation / random value) can be preferable for staggering UEs changing PLMN


2.8
Analysis on the solutions for KI#8

There are eight solutions proposed to resolve issues for KI#8 (Prevention of signalling overload by returning UEs in PLMN previously with Disaster Condition).

	Sol #
	Key points, and Potential Questions

	27
	· AMF may provide a “wait timer” that indicates a period during which the UE should wait before attempting to return and register to the same PLMN over the 3GPP access.
· If the UE received a “wait time” from the AMF, the UE starts a timer and registers to the PLMN over the 3GPP access after the timer expires
· PQ#7.2: whether the explicit timer based mechanism or implicit way (implementation / random value) can be preferable for staggering UEs changing PLMN

	31
	· AMF may apply the following behaviors only to part of the Disaster Inbound Roaming UEs at a time, i.e. based on the mod value of SUPI

· PQ#7.2: whether the explicit timer based mechanism or implicit way (implementation / random value) can be preferable for staggering UEs changing PLMN 

	44
	· UE will inform the AMF of PLMN D that it supports MINT in the Registration Request Message
· AMF then sends a specific timer, called T35yy, to the UE in the Registration Accept
· the result of this operation will be a series of “Window of Time”, defned by an Initial Start Time, an Initial Stop Time, and a “Wait Time” between consecutive (Window of Time) windows
· UE is then only allowed to perform registration attempts, when returning to the PLMN D during an occurrence of the window(s) of time, where the first occurrence of the window of time is from Initial Start Time to Initial Stop Time, the second occurrence of window of time is from (Initial Stop Time + Wait Time) to (Initial Stop Time + Wait Time + the window duration), and so on
· PQ#7.2: whether the explicit timer based mechanism or implicit way (implementation / random value) can be preferable for staggering UEs changing PLMN

	45
	· Any existing mechanisms used in the NG-RAN (e.g. UAC) and the 5GCN (NAS-level congestion control) can be used
· PQ#7.4: whether the multiple mitigation methods for congestion/overload are needed (i.e. NAS level congestion control, RAN overload control, UAC), and whether any enhancements to each mechanisms are required?

	46
	· over the 3GPP access, wait for an implementation specific amount of time before turning off the indication (e.g. SIB flag) that a Disaster Condition in PLMN D applies
· for the Disaster Inbound Roamers in 5GMM-CONNECTED mode, which previously selected PLMN D, AMF perform a GUCU procedure with indication, or with “re-registration requested” and then reject UE’s registration request with 5GMM cause #ZZZ "disaster condition in other PLMN no longer applies";

· the time when the procedure is triggered for each UE should be randomized.
· PQ#7.2: whether the explicit timer based mechanism or implicit way (implementation / random value) can be preferable for staggering UEs changing PLMN

	47
	· AMF in PLMN A enters a ‘winding down’ phase for disaster roaming. 
·  The PLMN A keeps the broadcast indication of “disaster roaming active” in this phase.
· responds to registration requests from disaster roaming UEs with a Registration Reject message with a reject cause which is applicable to the normal roaming agreement for this subscriber (e.g.  5GMM cause #11 “PLMN not allowed” or #13 “Roaming not allowed in this tracking area”).  On receipt of this reject cause the UE will perform PLMN search and find a suitable cell of PLMN D.
· if the UE has PDU sessions established and AMF, based on local configurations, determines that transfer of PDU Sessions from PLMN A to PLMN D is possible, sends a Configuration Update Command including the configuration update indication IE with Registration Requested but set to “Registration Required”. The subsequent Registration Request by the UE is rejected with 5GMM cause #13. On receipt of this reject cause the UE will perform PLMN search and find a suitable cell of PLMN D.
· PQ#8.1: whether inter-PLMN mobility between PLMN with Disaster Condition and PLMN for disaster roaming can be supported or not. (similar to PQ#6.3)
· sends a Deregistration Request with a reject casue which is applicable to the normal roaming agreement for this subscriber
· PQ#6.3: whether the UE needs to be deregistered from the PLMN for Disaster Roaming when Disaster Condition is over
· PLMN D indicates that a certain percentage of UEs can return at a specific time and the remaining UEs shall randomize their return time to PLMN D. 

· The AMF in PLMN A sends a “UE Configuration Update” message to the disaster roaming UEs. In this message, the AMF indicates a timer T1 with a value such that it does not expire before the start time indicated by PLMN D and a value ‘n’ (0 < n <1) corresponding to the percentage of UEs that can be accepted at expiry of timer T1. sends a Deregistration Request with a reject casue which is applicable to the normal roaming agreement for this subscriber
· PQ#7.2: whether the explicit timer based mechanism or implicit way (implementation / random value) can be preferable for staggering UEs changing PLMN 

	48
	· RAN cells of the PLMN previously with Disaster Condition can control access of returning UEs using the existing unified access control, by setting up UAC parameters for access category 3 (= MO_sig).
· PQ#7.4: whether the multiple mitigation methods for congestion/overload are needed (i.e. NAS level congestion control, RAN overload control, UAC), and whether any enhancements to each mechanisms are required?

	49
	· Each of the entry of PLMN in “List of PLMNs to be used while in Disaster condition” is also associated with a ‘minimum wait time’ timer which is used to control the registration attempt
· PQ#7.1: whether the proactive handling of potential overload/congestion is needed before congestion or overload actually occurs?
· PQ#7.2: whether the explicit timer based mechanism or implicit way (implementation / random value) can be preferable for staggering UEs changing PLMN
· PQ#3.1: whether the pre-configuration or provision of information on the UE needed for Disaster Condition is required even before the Disaster Condition occurs or not 


3.
Refined Questions

Since the potential questions derived in clause 2 have similarities with each other, they can be refined to the following list of questions:
Q.1: Please indicate whether the RAN sharing based approach to solve the issues in case of Disaster Condition is enough, or further enhancements are needed.

Q.2: Please indicate whether the pre-configuration or provision of information on the UE needed for Disaster Condition is required even before the Disaster Condition occurs or not (e.g. Information needed for network selection)
Q.3: Please indicate whether the UE in a PLMN with Disaster Condition needs disaster roaming when the non-3GPP access is available. If the answer is yes, please indicate whether the PLMN with Disaster Condition can provide information regarding Disaster Condition via non-3GPP access which may not be deployed in every PLMN, or whether using RAN broadcast is preferable.
Q.4: Please indicate whether the higher priority PLMN search should be suppressed or modified when the UE is camped on a PLMN for disaster roaming.
Q.5 (KI#2): Please indicate whether the notification of Disaster Condition between PLMNs needs to be standradized (e.g. using OAM architecture or CBS architecture) or should be left out of 3GPP scope?
Q.6 (KI#3): Please indicate what information does the UE receive from a PLMN providing Disaster Roaming Service? (e.g. list of PLMNs with Disaster Condition) And how this information is provided? (e.g. as explicit indication in SIB, access identity)
Q.7 (KI#6): Please indicate whether the UE needs to be deregistered from the PLMN for Disaster Roaming when Disaster Condition is over. In other words, Please indicate whether inter-PLMN mobility between PLMN with Disaster Condition and PLMN for disaster roaming can be supported or not.
Q.8 (KI#6): Please indicate whether the UE in idle mode should be return to the PLMN previously with Disaster Condition immediately or not. (i.e. whether needs to be paged, return by searching higher priority PLMN, return when UE become connected)
Q.9 (KI#4): Please indicate whether the registration request for disaster roaming needs to be distinguished with normal registration, and how can it be discriminated (with explicit indication, by PLMN ID in GUTI/SUCI)?
Q.10 (KI#4): Please indicate what level of granularity of area with Disaster Condition should be provided to the UE? (i.e. cell level, TA level, polygon coordinates..)
Q.11 (KI#5): Please indicate how the UE handles PLMNs for disaster roaming that was in the list of forbidden PLMNs.
NOTE: stage 1 specifies that PLMN in the forbidden list can be selected for disaster roamin if no other PLMN is available. This question is about how the UE manages these PLMNs internally.
Q.12 (KI#7): Please indicate whether the proactive handling of potential overload/congestion is needed before congestion or overload actually occurs? Or is the reactive mitigation of overload/congestion enough?
Q.13 (KI#7, 8): Please indicate whether the explicit timer based mechanism or implicit way (implementation / random value) can be preferable for staggering UEs changing PLMN (either way)
Q.14 (KI#7, 8): Please indicate whether the multiple mitigation methods for congestion/overload are needed (i.e. NAS level congestion control, RAN overload control, UAC), and whether any enhancements to each mechanisms are required?
NOTE: using Access Identity 3 can be considered as an existing mechanism since SA1 already introduced it.

4.
Conclusion and Proposal

In this contribution, the brief analysis on the existing solutions in TR 24.811 v0.2.0, with deriving some questions for discussion. As a rapporteur, it is proposed to endorse the questions for discussions during this meeting, or for e-mail discussions to be progressed before the next meeting that the conclusion will be made.

The answer from the interesting companies can be refined and submitted as input to the next meeting, which can assist decision making process on the conclusion.

The questions are provided as a separate paper in C1-210953, and the C1#128e meeting can discuss on the questions and revise the separate paper for endorsement.

Proposal: CT1 endorse the questions in C1-210953 or its revision as basis of the discussion and decision making.
