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1. Introduction
This pCR proposes a new solution to address Key Issue #4 
2. Reason for Change
In the TS 24.811 v0.2.0, the following questions of Key Issue#4 were proposed:

-
How a registration procedure initiated by Inbound Disaster Roamer is performed;
-
How to authenticate Inbound Disaster Roamer during the registration procedure;

-
Which network functions or entities are involved for the registration procedure of Disaster Inbound Roamer
-
What other information, if any, is needed to be transferred between the UE and the network during the initial registration procedure.
This paper addresses the above questions by providing a solution.
4. Proposal

It is proposed to agree the following changes to 3GPP 3GPP TR 24.811.
* * * First Change * * * *

6.X
Registration of disaster inbound roamer in PLMN without Disaster Condition using a Disaster Response Function (DRF)
6.X.1
Introduction

This solution addresses Key Issue #4: Registration to the roaming PLMN without Disaster Condition in case of Disaster Condition.
In this solution, PLMN D is the PLMN with Disaster Condition and PLMN A is the PLMN without Disaster Condition.

This solution proposes a new NF called Disaster Response Function (DRF) to enable the exchange of disaster condition information between PLMN D and PLMN A (and HPLMN if different from PLMN D). The DRF is further used for authentication and authorization in HPLMN when UE Registers with PLMN A. It is assumed that disaster information may be populated in PLMN D's DRF by the PLMN NMS.

The UE receives a Disaster Response Incident ID (DRID) when registering with PLMN D (prior to disaster condition). When the UE registers with PLMN A in case of disastser condition, it provides the DRID and optionally PLMN D's ID. These IDs are forwarded by AMF to the AUSF and UDM in the HPLMN. The UDM checks with the DRF that the provided DRID is valid (i.e., it corresponds to an active disaster condtion) and that PLMN A is authorized to accept disaster inbound roamers (coming from PLMN D).
6.X.2
Detailed description

Figure 1 illustrates a Registration procedure for a disaster inbound roaming UE in a PLMN A providing disaster roaming service when the disaster condition applies for PLMN D.
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Figure 1: Registration procedure with PLMN A in case of Disaster Condition
0. The UE is configured with a "provisional" DRID when it registers with PLMN D (e.g., via a Registration Accept message or Configuration Update Command message). The UE may receive at the same time a list of PLMNs authorized for disaster inbound roaming. 
When a disaster condition occurs, HPLMN's DRF is notified by PLMN D (or internally by HPLMN NMS if PLMN D is the HPLMN) about the disaster condition information identified by DRID. The disaster condition information includes the list of PLMNs authorized for inbound roaming (e.g., PLMN A etc) and may contain other information such as the disaster affected area(s). PLMN A's DRF is also notified (e.g., via NEF) by PLMN D so that it can start accepting disaster inbound roamers.

NOTE 1: The DRID may be a random number and/or includes PLMN D's ID (i.e., MCC+MNC).

1. When the UE detects that a disaster condition has occured, the UE selects PLMN A based if PLMN A is part of the configured list of PLMNs authorized for inbound roaming. The UE then sends a Registration Request message indicating that this is for a disaster inbound roaming registration, providing a SUCI, the DRID and the PLMN D's ID. 
Editor's Note: Whether and how DRID can also be used in PLMN A broadcast (e.g., for cell selection) is FFS in coordination with RAN WGs.
2. The AMF sends an authentication request to the AUSF, forwarding the parameters from step 1 (along with PLMN A's ID, as per existing authentication procedure).

3. The AUSF sends an authentication request including the above parameters to the UDM.
4. The UDM performs deconcealment of SUCI into SUPI using a SIDF as per existing existing authentication procedure.

5. The UDM sends a request to the DRF including the DRID and PLMN A's ID.
6. The DRF retrieves the disaster response information using DRID and verifies that PLMN A is part of the list of authorized PLMNs for inbound roaming.
7. The DRF sends a response to the UDM with a result (success/failure) indicating whether UE is authorized to perform inbound roaming in PLMN A.

8. The UDM sends authentication vectors and SUPI to AUSF as per existing authentication procedure if the DRF sends a successful result. The UDM rejects the authentication request otherwise.
9. If the UDM/DRF verification is successful, an authentication procedure of the UE is performed between UE, AMF and AUSF as per existing authentication procedure (e.g., if using 5G AKA, see TS 33.501[x] Figure 6.1.3.2-1 step 3-12) . 
10. Upon successful registration, the UE may be configured by the AMF for disaster roaming in PLMN A, such as with particular mobility restrictions. The AMF retrieves from the DRF information about the disaster affected area(s) used to derive mobility restrictions.
NOTE 2: The DRF converts disaster affected area(s) obtained from PLMN D (e.g., as geographical areas(s)) into the overlapping areas as required by the AMF (e.g., TA).

6.X.3
Impacts on existing nodes and functionality

UE: 

· Receives/stores a Disaster Response Incident ID (DRID) and List of PLMNs authorized for disaster inbound roaming (DRID) (Registration Accept or UE Configuration Command).
· Perform selection of PLMN without disaster condition using the List of PLMNs authorized for disaster inbound roaming and optionally DRID.
AMF/AUSF:

· handles authentication request message for disaster inbound roamer (use DRID).
UDM

· handles authentication/authorization for disaster inbound roamer using DRID, DRF.
DRF (new):

· Provides a disaster information service (disaster inbound roamer authorization, disaster information exchange among PLMNs)
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