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	Reason for change:
	In LS S3-210706, SA3 stated “Running of the NAS SMC procedure after primary authentication as soon as possible is essential to keep the stored KAUSF aligned between the UE and home network” and asked CT1 to “provide feedback on the feasibility to perform NAS SMC procedure immediately after successful run of primary authentication”.

To address this, it is proposed to add a recommendation that the AMF should initiate a NAS security mode control procedure to take the new partial native 5G NAS security context into use immediately after a successful primary authentication, to avoid situations where the KAUSF at the UE and the KAUSF at the network become misaligned.


	
	

	Summary of change:
	A recommendation that the AMF should initiate a NAS security mode control procedure to take the new partial native 5G NAS security context into use immediately after a successful primary authentication, to avoid situations where the KAUSF at the UE and the KAUSF at the network become misaligned was added.

	
	

	Consequences if not approved:
	It will remain unclear in the specification that not running a NAS security mode control procedure immediately after a successful primary authentication can lead to the KAUSF at the UE and the KAUSF at the network becoming misaligned.
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*** First change ***
[bookmark: _Toc20232592][bookmark: _Toc27746683][bookmark: _Toc36212865][bookmark: _Toc36657042][bookmark: _Toc45286704][bookmark: _Toc51947973][bookmark: _Toc51949065][bookmark: _Toc59215285]5.4.1.1	General
The purpose of the primary authentication and key agreement procedure is to enable mutual authentication between the UE and the network and to provide keying material that can be used between the UE and network in subsequent security procedures, as specified in 3GPP TS 33.501 [24].
Two methods are defined:
a)	EAP based primary authentication and key agreement procedure.
b)	5G AKA based primary authentication and key agreement procedure.
The UE and the AMF shall support the EAP based primary authentication and key agreement procedure and the 5G AKA based primary authentication and key agreement procedure.
Immediately after a successful primary authentication and key agreement procedure, the AMF should initiate a security mode control procedure (see subclause 5.4.2) to take the new partial native 5G NAS security context into use.
NOTE:	It is recommended that the AMF initiates a security mode control procedure (see subclause 5.4.2) as soon as possible after a successful primary authentication and key agreement procedure in order to avoid cases when the KAUSF at the UE and the KAUSF at the network can become misaligned.
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