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1. Introduction

There is a discussion paper C1-206330 tabled in CT1#126e meeting to cover that the UDM provides the new UE parameters update data which is not supported by the legacy UE via the UE parameters update procedure and provided two alternatives to resolve an assumed issue. Finally the CR C1-206534 covering alternative #1 was agreed.

This paper attempts to discuss and analyse the problems of agreed CR C1-206534 and provide new alternatives to resolve the same issue.

2. Discusson
2.1 Problem revisited
As stated in the discussion paper C1-206330, the problem to be resolve is:

"If a new UE parameters update data set type is specified in Rel-17 and sent by a Rel-17 network to a pre-Rel-17 UE during the UE parameters update via UDM control plane procedure specified in TS 23.502 subclause 4.20, the pre-Rel-17 UE:

-
will consider the new code point of the UE parameters update data set type field as "reserved";

-
will consider the entire Payload container IE containing the UE parameters update transparent container as syntactically incorrect; and

-
will ignore the entire Payload container IE containing the UE parameters update transparent container.

In such case, all pieces of information provided in the UE parameters update transparent container will be lost. "

So far, there is no any new UE parameters update data added in R16 and also in R17. So the whole above problem is just based on an assumption. But whether and when such new UE parameters update data will be added, it is rather unclear. At least in the whole R16 timeframe there was no any new UE parameters update data added.
Observation #1: The problem in C1-206330 is just based on an assumption and actually there is no issue so far. Whether and when a new UE parameters update data will be added is rather unclear.

Normally, when an issue may happen in the future, then let’s discuss and revolve it in the future when it really happens. This was usually done in 3GPP CT1. Also, when a new UE parameters update data needs to be added, it needs to be firstly discussed in SA2 to update the stage 2 procedure. If so, CT1 can discuss such issue after SA2 has updated their stage 2 procedure to add a new UE parameters update data set type.
Hence, doing nothing should be a valid option in CT1 at the timebeing.

Observation #2: Doing nothing is a valid option in CT1 at the timebeing.
Considering this topic was already discussed in the last CT1#126e meeting, we are open to discuss the possible solutions assuming this issue jumps out.
2.2 Problems of agreed solution in CT1#126e
There are two alternatives provided in C1-206330 and finally alternative 1 was agreed in CR C1-206534.
We have identified following problems of agreed CR C1-206534 for this assumed issue:
Problem #1: C1-206534 cannot work without essential SA3 changes on UPU-MAC-IUE generation function.

The UPU-MAC-IUE is a mandatary field in the UE parameters update transparent container IE in the UL direction (i.e. UPU Acknowledgement). As per current UPU-MAC-IUE generation function (see TS 33.501 Annex A.20 and excerpted as below), both the UE and the AUSF shall use the fix values (P0 = 0x01, L0 = 0x01) as inputs to derive the UPU-MAC-IUE and UPU-XMAC-IUE, respectively. Now as per updated IE coding in section 9.11.3.53A of C1-206534 (excerpted as below), it adds the supported UE parameters update data set types list in the UPU Acknowledgement, and then the content length of the IE is extended from fixed 1 to unknown n (UPU-MAC-IUE was excluded). All these caused following big problems:

(1) Currently, as per SA3 TS 33.501 Annex A.20, the UPU-MAC-IUE generation function uses "- P0 = 0x01 (UPU Acknowledgement: Verified the UE Parameters Update Data successfully)" which is a fix value as input for derivation. This is because currently, the whole UPU Acknowledgement just provides the acknowledgement of successful reception of a UE parameters update list. There is no other information included in the UPU Acknowledgement, i.e. there is no real data needs to be integrity protected and authenticated by MAC. Now as per C1-206534, the UPU Acknowledgement has included the supported UE parameters update data set types list. Similar as UE Parameters Update Data in the DL direction, the supported UE parameters update data set types list are security-sensitive data and then shall be integrity protected and authenticated by MAC as well. That is to say, similar as UPU-MAC-IAUSF generation function, the supported UE parameters update data set types list shall be used as input for UPU-MAC-IUE generation function. But all these should be firstly discussed in SA3.

(2) Similar as above (1), another input parameter "- L0 = length of UPU Acknowledgement (i.e. 0x00 0x01)" for UPU-MAC-IUE generation function has to be updated as now the length of UPU Acknowledgement is not fixed 1 octet. But the problem is how to determine the exact length of UPU Acknowledgement as per C1-206534? The new added supported UE parameters update data set types list was generated by the UE and hence the UE can clearly know the length of UPU Acknowledgement but the UDM cannot know this in advance. But as per TS 33.501 section 6.15.2.1, the UDM needs to obtain the UPU-XMAC-IUE from the AUSF before the UDM sending the UPU data to the UE. At this time the UDM cannot know the actual length of UPU Acknowledgement and hence, it cannot send the real length of UPU Acknowledgement to AUSF. Finally AUSF cannot generate UPU-XMAC-IUE and send it to the UDM for later use. All these cause the UE parameter update procedure cannot work. This indeed required a huge work in SA3.
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Problem #2: C1-206534 cannot resolve the issue when the UDM has no any information about the UE parameters data supported by the UE (e.g. to update parameter data at the first time to the UE).

Note that for a UE firstly registered to the 5GS, the UDM actually does know whether it is a new UE or a legacy UE and hence, it has no any information about the parameter data supported by the UE. Then the new UDM will also send the new data which was not supported by the UE during the first UE parameters update procedure. As a result, the legacy UE will receive a reserved value as well, i.e. the issue still exists and not resolved. Please see below typical scenario:

(1) Assuming a new parameter data type A was added in R17.
(2) A pre-Rel-17 UE switches on and initiates an initial registration to a Rel-17 network (including R17 UDM).

(3) The HPLMN R17 UDM decides to perfomrm UE Parameters Update via UDM control plane procedure specified in TS 23.502 subclause 4.20 and updated parameters include "routing ID", "default configured NSSAI" and the new parameter data with type A. As per C1-206534, the UDM includes "routing ID", "default configured NSSAI" and the new parameter data with type A in the UE parameters update transparent container and also set the "SDSTR" bit to 1 to reqeust the UE to report it supported data types in the acknowledgement.
(4) Upon receipt of UE parameters update transparent container, the pre-Rel-17 UE will treat the "SDSTR" bit as spare and will not perform any new handling as proposed in C1-206534. However, the pre-Rel-17 UE received a deserved value for UE parameters update data type (i.e. type A) and then as per TS 24.007, a syntactical error is detected. The assumed issue still exists.
Problem #3: C1-206534 cannot work in case of the UE parameters update list is not included in the UE parameters update transparent container IE in the DL direction.

A new bullet iii) was added in section 5.4.5.3.3 of C1-206534 to cover the case of the UE parameters update list is not included in the UE parameters update transparent container IE. But this case cannot happen due to:

(1) If the UE parameters update list is not included, then it is unclear on how to encode the UE parameters update header field in the IE in the DL direction.

Note that the UE parameters update header is a mandatary field in the UE parameters update transparent container IE in the DL direction and hence, it shall be included even though the UE parameters update list is not included. Then how to set the "UPU data type" in the UE parameters update header field? In the DL direction, this bit shall be set "0" but now it sounds very strange as there is no UE parameters update list included.
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(2) If the UE parameters update list is not included, then it is unclear on how to obtain UPU-MAC-IAUSF and CounterUPU by the UDM from the AUSF.
Note that UPU-MAC-IAUSF and CounterUPU are mandatary fields in the UE parameters update transparent container IE in the DL direction and hence, it shall be included even though the UE parameters update list is not included. As per specified in TS 33.501 section 14.1.4 as below, the UE Parameters Update Data is mandatary input for the UDM to obtain the UPU-MAC-IAUSF and CounterUPU from the AUSF. Hence, it there is no any UE Parameters Update Data sent to the UE, then it is infeasible for the UDM to obtain UPU-MAC-IAUSF and CounterUPU from the AUSF and finally the whole UE parameters update transparent container IE cannot be created.
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Problem #4: C1-206534 may cause the syntactical error at the UDM side.

In section 5.4.5.3.3 of C1-206534, it provides below bits coding with all value as reserved. This is a very strange coding which was never defined in CT1 so far: all valid values are reserved but all other values are spare. Note that in the DL direction, these two values indicate "routing ID" and "default configured NSSAI" respectively.
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Note that C1-206534 just clearly specified that if the "SDSTR" bit is set to 1, then the UE shall report its supported parameter data types. However, C1-206534 does not say that if the "SDSTR" bit is set to 0, then the UE shall NOT report its supported parameter data types. So C1-206534 does not prevent the new UE can also include the new added field "Supported UE parameters update data set types list" in the UE parameters update transparent container IE and then send it to the UDM in the UPU acknowledgement, even if the "SDSTR" bit is set to 0. As the UE shall support "routing ID" and "default configured NSSAI" and if the UE reports them to the UDM, the UDM will receive a reserved value in the acknowledgement and then a syntactical error is detected. This indeed created a new issue at the UDM side which is unacceptable.
Problem #5: C1-206534 enforces all new UEs have to report its supported parameter data type even though the UE has no new type to report.

In section 5.4.5.3.3 of C1-206534, it used "shall" as below:
"If the supported UE parameters update data set types request bit of the UE parameters update header of the received UE parameters update transparent container indicates "supported UE parameters update data set types requested", the UE shall include the supported UE parameters update data set types list in the sent acknowledgement. The UE shall include all supported UE parameters update data set types excluding "routing indicator update data" and "default configured NSSAI update data" in the supported UE parameters update data set types list."
Then as per proposed IE coding in section 9.11.3.53A of C1-206534 (excerpted as below), the UE shall include the new added field "Supported UE parameters update data set types list" and then it is unclear on how to encode this field. Whether the UE needs to fill "full-0" or other values?
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Problem #6: C1-206534 enforces the UE has to include the duplicated supported parameter data type values when the odd number of UE parameters data set types supported by the UE.

In section 5.4.5.3.3 of C1-206534, it used "shall" as below:

"If the UE supports an odd number of UE parameters update data set types, the UE shall include one of the supported UE parameters update data set types in the supported UE parameters update data set types list twice."
What is the logic behind this and what is the benefti to do so? To make it octet-aligning, as legacy handling, why cannot just to fill the bit 5 to bit 8 of last octet of supported UE parameters update data set types list as "full 0"? This indeed created cofusing and complicated logic at the UDM side to understand what is the means of received duplicated supported UE parameters data type values? How to handle them? All these are unclear in C1-206534. As a protocol design principle, it should avoid to include the duplicated information in the same message as far as possible.
2.3 New alternatives

There were two alternatives (i.e. alternative 1 and alternative 2) provided in C1-206330 and excerpted as below for easy reference here:
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As discussed in secton 2.2, actually alternative 1 adopted in C1-206534 has serveral big problems, typically problem #1, #2, #3 and #4 which are unacceptable in our view.
When looking this assumed issue, we have another alternative 3:
Alternative #3: The UDM initiates the separate UE parameters update procedure for each new added UE parameter data types.

The UDM should clearly know the new UE parameter data added after R15. Then for those new UE parameter data added after R15, the UDM can initiate the separate UE parameters update procedure to update each of them one by one to the UE. As per SA2 stated that UE parameters update procedure is performed per operator policies, hence, it is allowed and easily for the UDM to do so, i.e. up to the UDM implementation.
With Alternactive #3, there is no backward compatibiliy issue as one UE parameters update transparent container only contains one new parameter data and if the legacy UE received an unsupported data type, it just ignores the received unsupported data type without any side-effect.
With Alternactive #3, no changes on the UE, no changes on the signalling message coding, no changes on the IE coding but only changes UDM internal implementation.
One may comment that Alternactive #3 will create more signalling load due to UE parameters update procedure is performed per each new parameter data type. We intend to say no due to:

(1) We believe there will not be many new UE parameter data types to be added in the future. Note that in the whole R16 timeframe, no new parameter data type was added and so far there is no in R17 as well.
(2) We believe, all UE parameters data (including existing ones and new ones) need not to be updated very often by the HPLMN UDM. UE parameters data comes from UDM as part of UE subscription data, which will not be updated often, i.e. very rare.
The only restriction with Alternactive #3 is that the AMF cannot use the Payload container IE of the "multiple payloads" payload container type when the AMF needs to send the UE parameters update transparent container received from UDM. But this is not a problem due to:
(1) To use the Payload container IE of the "multiple payloads" payload container type is not mandatory for the AMF. It is just an optimized handling when deems really needed.

(2) It will not happen often that the AMF will receive more than one payload container type at the same time. The AMF needs not to wait for other payload container type when it received the UE parameters update transparent container from UDM.
Furhtermore, with observations in section 2.1, we also have:

Alternative #4: Doing nothing in CT1 at the timebeing.

2.4 Alternatives evaluation 

The evalaution on four alternatives can be show in below Table 1. 

Table 1. Evalaution on four alternatives
	Alts
	Pros.
	Cons.
	UE impact
	UDM impact
	AMF impact
	AUSF impact
	NAS signaling/
NAS IE impact
	SBI signaling impact (Under CT4 remit)
	Comments

	Alt #1
	· After the UDM knows the parameter data type supported by the UE, the UDM can only send the parameter data types supported by the UE in a single UE parameter update procedure.
	See section 2.2.
	Yes
	Yes
	No
	Yes, impact the UPU-XMAC-IUE derivation at the AUSF
	Yes, impact NAS IE coding
	No
	Alt #1 cannot work without essential SA3 changes

	Alt #2
	· The UDM can know the parameter data type supported by UE earlier (before the UE parameter update procedure initiation) which can resolve problem #2 of C1-206534 (see section 2.2).

· The UDM can only send the parameter data types supported by the UE in a single UE parameter update procedure.
	· Has to add UE capability indication per new added parameter data type.

· The AMF involves to forward the UE capability indications to the UDM.
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Alt #2 could work but requires end-to-end system level changes which should be firstly discussed in SA2.

	Alt #3
	· Only impacts UDM internal handling logic.
	See section 2.3
	No
	Yes
	No
	No
	No
	No
	Alt #3 could work with minimum protocol impact

	Alt #4
	· Nothing needs to be done at the timebeing.
	None
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	Alt #4 could work due to there is no issue.


3. Proposal
Based on the discussion and alternatives evaluation in section 2, we intend to propose:
Proposal #1: To adopt Alternative #4 as a way forward as currently there is no issue exists.
Proposal #1 requires no 3GPP work.

Proposal #2: If Alternative #4 cannot fly, to adopt Alternative #3 as a way forward.
Based on discussion given in section 2.3, Proposal #2 requires following protocol work:
(1) To clarify the UDM internal handling logic that for the new UE parameters data other than "routing ID" and "default configured NSSAI", the UDM needs to initiate a separate UE parameter update procedure for each of them. This can be done by adding a NOTE in TS 24.501.
(2) To clarify the AMF internal handling logic that the AMF needs to send the UE parameters update transparent container received from the UDM, the Payload container IE of the "multiple payloads" payload container type is not used. This can be done by adding a NOTE in TS 24.501.

4. Conclusion
This paper has discussed and analysed the problems of agreed CR C1-206534 and provide new alternatives to resolve the same issue.
For the issue needs to be resolved, following observations were provided:

Observation #1: The problem in C1-206330 is just based on an assumption and actually there is no issue so far. Whether and when a new UE parameters update data will be added is rather unclear.

Observation #2: Doing nothing is a valid option in CT1 at the timebeing.
For the agreed CR C1-206534, following problems were identified:
Problem #1: C1-206534 cannot work without essential SA3 changes on UPU-MAC-IUE generation function.

Problem #2: C1-206534 cannot resolve the issue when the UDM has no any information about the UE parameters data supported by the UE (e.g. to update parameter data at the first time to the UE).

Problem #3: C1-206534 cannot work in case of the UE parameters update list is not included in the UE parameters update transparent container IE in the DL direction.

Problem #4: C1-206534 may cause the syntactical error at the UDM side.

Problem #5: C1-206534 enforces all new UEs have to report its supported parameter data type even though the UE has no new type to report.

Problem #6: C1-206534 enforces the UE has to include the duplicated supported parameter data type values when the odd number of UE parameters data set types supported by the UE.

Except two alternatives (i.e. alternative 1 and alternative 2) provided in C1-206330, following two new alternatives were provided:

Alternative #3: The UDM initiates the separate UE parameters update procedure for each new added UE parameter data types.

Alternative #4: Doing nothing in CT1 at the timebeing.

Based on the discussion and alternatives evaluation, following proposals were provided:

Proposal #1: To adopt Alternative #4 as a way forward as currently there is no issue exists.
Proposal #2: If Alternative #4 cannot fly, to adopt Alternative #3 as a way forward.

Proposal #1 requires no 3GPP work and Proposal #2 is captured in the CR C1-207354.
