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2. Reason for Change
In the MINT conf. call in 2nd Nov 2020, the following Key Issue was proposed:
How to ensure one PLMN failure does not lead to signalling overload in other PLMNs?
This CR proposes solution for the key issue.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.xxx.
* * * Change * * *

6.X
Solution F
6.X.1
Introduction

This solution addresses the following key issue:

How to ensure one PLMN failure does not lead to signalling overload in other PLMNs?
This solution is based on extension of unified access control and on usage of existing congestion control mechanisms of core network.
6.X.2
Detailed description
The UE accessing a PLMN for disaster roaming uses access identity 3 "UE for which Disaster Condition applies" as specified in 3GPP TS 22.261 [Y].
Table 6.22.2.2-1 of 3GPP TS 22.261 [Y]
	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	3 
	UE for which Disaster Condition applies (note 4)

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access Identity 1 is used by UEs configured for MPS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN, PLMNs equivalent to HPLMN, and visited PLMNs of the home country.
Access Identity 1 is also valid when the UE is explicitly authorized by the network based on specific configured PLMNs inside and outside the home country.
NOTE 2:
Access Identity 2 is used by UEs configured for MCS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN or PLMNs equivalent to HPLMN and visited PLMNs of the home country. Access Identity 2 is also valid when the UE is explicitly authorized by the network based on specific configured PLMNs inside and outside the home country.
NOTE 3:
Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose, the home country is defined as the country of the MCC part of the IMSI. 

NOTE 4:
The configuration is valid for PLMNs that indicate to potential Disaster Inbound Roamers that the UEs can access the PLMN. See clause 6.31.


RAN cells of the PLMN providing the disaster roaming can control access of UEs requesting disaster roaming using unified access control, with rates for access identity 3 "UE for which Disaster Condition applies" possibly being set differently than rates for access identity 0.

Additionally, the AMF of the PLMN providing the disaster roaming control can use the existing congestion control mechanisms (e.g. NAS level mobility management congestion control).
