	
[bookmark: _GoBack]3GPP TSG-CT WG1 Meeting #127-e	C1-207153
Electronic meeting, 13-20 November 2020
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	24.371
	CR
	0110
	rev
	-
	Current version:
	16.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Reference update: TEI14 added IETF drafts

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	C1

	
	

	Work item code:
	TEI14
	
	Date:
	2020-11-03

	
	
	
	
	

	Category:
	A
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	Currently, the specification refers to outdated versions of IETF drafts which were added under TEI14 work item:
- draft-ietf-mmusic-mux-exclusive; and
- draft-ietf-mmusic-t140-usage-data-channel.

Changes from the currently referenced version -11 and latest available -12 of draft-ietf-mmusic-mux-exclusive are:
- Clarification note added to RFC 5761 update section 5.2 i.e. that RFC 8035 also updates section 5.1.1 of RFC 5761.
This change does not impact the current text in TS 24.371.

Changes from the currently referenced version -06 and latest available -14 of draft-ietf-mmusic-t140-usage-data-channel are:
- Specified that the SDP offerer and answerer MUST NOT include the max-retr or the max-time attribute parameters in the 'dcmap' attribute; and if either of those attribute parameters is received in an offer, the answerer MUST reject the offer. If either of those attribute parameters is received in an answer the offerer MUST NOT accept the answer. Instead, the answerer MUST take appropriate actions, e.g., by sending a new offer without a T.140 data channel, or by terminating the session.
- Specified that if the 'fmtp' attribute is included within a 'dcsa' attribute, the 'format' attribute parameter MUST be set to "t140" instead of "-".
- Specified that if no 'fmtp' attribute with a 'cps' attribute parameter is included, the default value of 30 applies [RFC 4103].
- Clarified the SDP offer/answer negotiation for the direction attributes.
- Specified that when performing interworking between T.140 data channels and real-time text and the RTP based mechanism defined in [RFC4103], in order for a gateway to insert a missing text marker, or to perform other actions that require that the gateway has access to the T.140 data, the T.140 data cannot be encrypted end-to-end between the T.140 data channel endpoint and the RTP endpoint.
- Editorial corrections and clarifications.
This change does not impact the current text in TS 24.371.
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