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	Reason for change:
	For the support of anonymous IMS-Emergency calls the retrieval of identities from ePC to enrich the SIP messages are required. In 3GPP TS 24.229 for treatment for all dialogs and standalone transactions excluding the REGISTER method it is defined: If a Subscription-Id AVP as specified in 3GPP TS 29.214 with an IMEI(SV) is retrieved, and "+sip.instance" header field parameter of the Contact header field of the request contains an IMEI(SV) other than the retrieved IMEI(SV) and if according to operator policy, shall reject the request shall be rejected with 403 (Forbidden) response. But Instance-id in CONTACT header will always contain just IMEI, not IMEI(SV) and the IMEI(SV) is received by the User-Equipment-Info-Type AVP and not by the Subscription-Id AVP.

	
	

	Summary of change:
	Add a correction that treatment for all dialogs and standalone transactions excluding the REGISTER method check shall be against the IMEI received as "+sip.instance" header field parameter of the Contact header field and not IMEI(SV). And the IMEI(SV) is received via the User-Equipment-Info-Type AVP.

	
	

	Consequences if not approved:
	"+sip.instance" header field parameter of the Contact header field Instance-id in CONTACT header are containing only IMEI and therefore check against IMEI(SV) is wrong. And the Subscription-Id AVP is the wrong AVP to receive the IMEI(SV).
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[bookmark: _Toc20232411][bookmark: _Toc27746497][bookmark: _Toc20232413][bookmark: _Toc27746499]***** Change Start *****
[bookmark: _Toc51928136][bookmark: _Toc51930149]5.2.10.2	General treatment for all dialogs and standalone transactions excluding the REGISTER method – requests from an unregistered user
If the P-CSCF receives an initial request for a dialog or standalone transaction, or an unknown method from an unregistered user on the IP address and the unprotected port advertised to the UE during the P-CSCF discovery or the SIP default port, the P-CSCF shall inspect the Request-URI independent of values of possible entries in the received Route header fields for emergency service identifiers. The P-CSCF shall consider the Request URI of the initial request as an emergency service identifier, if it is an emergency number or an emergency service URN in the list of local emergency service identifiers or in the list of roaming partners emergency service identifiers.
If the Request-URI is a service URN with a top-level service type of "sos" as specified in RFC 5031 [69] and the P-CSCF does not consider the Request URI of the initial request as an emergency service identifier, the P-CSCF may: 
-	remove the right most service identifier and re-inspect the Request-URI for emergency service identifiers; or
-	set the Request-URI to an operator defined emergency service URN that matches one of the emergency service identifiers.
If the P-CSCF detects that the Request-URI of the initial request for a dialog or a standalone transaction, or an unknown method matches one of the emergency service identifiers, the P-CSCF:
1)	shall include in the Request-URI an emergency service URN, i.e. a service URN with a top-level service type of "sos" in accordance with RFC 5031 [69]:
a)	if the received Request-URI matches an emergency service URN, as received in the Request-URI from the UE; and
b)	if the received Request-URI does not match an emergency service URN, as deduced from the Request-URI received from the UE;
NOTE 1:	Bullet b) can happen if a request is received from a UE not following the procedures in the present document.
2)	shall include a topmost Route header field set to the URI associated with an E-CSCF;
NOTE 2:	How the list of E-CSCF is obtained by the P-CSCF is implementation dependent.
3)	shall execute the procedure described in subclause 5.2.6.3.3, subclause 5.2.6.3.7, subclause 5.2.6.3.11 and subclause 5.2.7.2, as appropriate except for:
-	verifying the preloaded route against the received Service-Route header field;
-	routing to IBCF;
-	removing the P-Preferred-Identity header field;
-	inserting a P-Asserted-Identity header field; and
-	inserting a type 1 "orig-ioi" header field parameter in the P-Charging-Vector header field;
3A)	void;
3B)	where the network uses the Resource-Priority header field to control the priority of emergency calls, shall add a Resource-Priority header field containing a namespace of "esnet" as defined in RFC 7135 [197];
4)	if the P-CSCF detects that the UE is behind a NAT, and the UE's Via header field contains a "keep" header field parameter, shall add a value to the parameter, to indicate that it is willing to receive keep-alives associated with the dialog from the UE, as defined in RFC 6223 [143]; and
5)	if required by operator policy (e.g. when the network supports IMS services for roaming users in deployments without IMS-level roaming interfaces), and the P-CSCF supports including EPS-level identities (i.e. IMSI, IMEI(SV)) and MSISDN in a request from an unregistered user:
a)	shall attempt to retrieve from PCRF the EPS-level identities and MSISDN available for the IP-CAN session of the request:
b)	if a Subscription-Id AVP(s) as specified in 3GPP TS 29.214 [13D] with an MSISDN, an IMSI or both is(are) retrieved:
i)	shall remove from the request any P-Preferred-Identity header field;
ii)	if an MSISDN is retrieved, shall insert in the request a P-Asserted-Identity header field set to a tel URI carrying the MSISDN; and
iii)	if an IMSI is retrieved, shall insert in the request a P-Asserted-Identity header field set to a temporary public user identity derived from the IMSI, as defined in 3GPP TS 23.003 [3]; and
c)	if a Subscription-Id AVPUser-Equipment-Info-Type AVP as specified in 3GPP TS 29.214 [13D] with an IMEI(SV) is retrieved with an IMEI part different from the IMEI received in the, and "+sip.instance" header field parameter of the Contact header field of the request contains an IMEI(SV) other than the retrieved IMEI(SV) and if according to operator policy, shall reject the request with 403 (Forbidden) response.
When the P-CSCF receives any 1xx or 2xx response to the above requests, the P-CSCF shall execute the appropriate procedure for the type of request described in subclause 5.2.6.3.4, subclause 5.2.6.3.8, and subclause 5.2.6.3.12, except that the P-CSCF may rewrite the port number of its own Record-Route entry to an unprotected port where the P-CSCF wants to receive the subsequent incoming requests from the UE belonging to this dialog.
If the P-CSCF does not receive any response to the initial request for a dialog or standalone transaction or unknown method (including its retransmissions); or receives a 3xx response or 480 (Temporarily Unavailable) response to an initial request for a dialog or standalone transaction or an unknown method, the P-CSCF shall include a URI associated with a different E-CSCF in the topmost Route header field and forward the request.
When the P-CSCF received a subsequent request in the dialog from the UE, and the network uses the Resource-Priority header field to control the priority of emergency calls, the P-CSCF shall add a Resource-Priority header field containing a namespace of "esnet" as defined in RFC 7135 [197].
When the P-CSCF receives a target refresh request from the UE for a dialog, the P-CSCF shall execute the procedure described in subclause 5.2.6.3.5, except for inserting a type 1 "orig-ioi" header field parameter in the P-Charging-Vector header field.
When the P-CSCF receives from the UE subsequent requests other than a target refresh request (including requests relating to an existing dialog where the method is unknown), the P-CSCF shall execute the procedure described in subclause 5.2.6.3.9, except for inserting a type 1 "orig-ioi" header field parameter in the P-Charging-Vector header field.
When the P-CSCF receives any 1xx or 2xx response to the above requests, the P-CSCF shall execute the appropriate procedure for the type of request described in subclause 5.2.6.3.5 or subclause 5.2.6.3.9.
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