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[bookmark: _Toc517281798][bookmark: _Toc25220037][bookmark: _Toc26196197][bookmark: _Toc27732167]14.2.1	Message definition
[bookmark: _GoBack]This clause specifies the payload to be used when sending an Interworking Security Data message between the IWF and MCPTT clients. The Interworking Security Data (InterSD) message is defined as a MONP message. 
Message type:	InterSD-MESSAGE
Direction:			IWF to MCPTT client, MCPTT client to IWF 
Table 14.2.1-1: Interworking Security Data message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	SDS signalling payload message identity
	Message type
3GPP TS 24.282 [30]
	M
	V
	1

	
	External network type
	14.2.2
	M
	V
	1

	7D
	URI of LMR key management functional entity 
	URI encoded as specified in IETF RFC 3986 [32]

	O
	TLV-E
	3-x

	78
	Payload
	3GPP TS 24.282 [30], clause 15.2.13 with Payload content type set to 'BINARY'
	O
	TLV-E
	3-x
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