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* * * First Change * * * *
[bookmark: _Toc20148995][bookmark: _Toc27490871][bookmark: _Toc27492877][bookmark: _Toc35959563][bookmark: _Toc45206112][bookmark: _Toc51929624][bookmark: _Toc51931637]R.2.2.1	Establishment of IP-CAN bearer and P-CSCF discovery
Prior to communication with the IM CN subsystem:
NOTE 1:	The UE performs access network discovery and selection procedures as specified in 3GPP TS 24.302 [8U] and executes access authentication signalling for access to the EPC between the UE and 3GPP AAA server, if applicable, as described in 3GPP TS 24.302 [8U] prior to perform the procedure to obtain a local IP address;
a)	the UE establishes an IP-CAN bearer for SIP signalling as follows:
1)	if the UE attaches to the EPC via S2b using untrusted WLAN IP access:
A)	the UE shall obtain a local IP address using the WLAN IP access;
B)	if the UE does not support procedures for access to the EPC via restrictive non-3GPP access network or unless the UE determines that the WLAN used is a restrictive non-3GPP access network, then the UE shall establish an IKEv2 security association and an IPsec ESP security association with ePDG as described in 3GPP TS 24.302 [8U]. If the UE supports the Fixed Access Broadband interworking, the UE shall apply the establishment of tunnel specified in 3GPP TS 24.139 [8X];
NOTE 2:	UE can determine that the WLAN used is a restrictive non-3GPP access network if no IKEv2 response is received for the IKEv2 IKE_SA_INIT request, or using means out of scope of this specification.
C)	if the UE supports procedures for access to the EPC via restrictive non-3GPP access network, and if the UE determines that the WLAN used is a restrictive non-3GPP access network, then the UE may perform procedures for access to the EPC via restrictive non-3GPP access network as described in 3GPP TS 24.302 [8U], and may establish an IKEv2 security association and an IPsec ESP security association with ePDG via the firewall traversal tunnel;
D)	the IKEv2 security association and the IPsec ESP security association (tunnel) shall remain active throughout the period the UE is connected to the IM CN subsystem, i.e. from the initial registration and at least until the deregistration; and
E)	the UE may carry both signalling and media on an IPsec ESP security association;
2)	if the UE attaches to the EPC via S2c using the WLAN IP access:
A)	the UE shall obtain a local IP address;
B)	the UE shall establish an IKEv2 security association and an IPsec ESP security association as described in 3GPP TS 24.302 [8U] and 3GPP TS 24.303 [8V]. If the UE supports the Fixed Access Broadband interworking, the UE shall apply the establishment of tunnel specified in 3GPP TS 24.139 [8X];
C)	the IKEv2 security association and the IPsec ESP security association (tunnel) shall remain active throughout the period the UE is connected to the IM CN subsystem, i.e. from the initial registration and at least until the deregistration; and
D)	the UE may carry both signalling and media on an IPsec ESP security association.
3)	if the UE attaches to the EPC via S2a using a trusted WLAN IP access:
A)	the IPv4 address and/or IPv6 prefix is allocated as specified in 3GPP TS 24.302 [8U]; and
B)	the UE IP address shall remain valid throughout the period the UE is connected to the IM CN subsystem, i.e. from the initial registration and at least until the deregistration;
	The UE can determine trust relationship of a non-3GPP IP access network as specified in 3GPP TS 24.302 [8U]; and
b)	the UE shall aquire a P-CSCF address(es).
The methods for P-CSCF discovery are:
I.	Use DHCP mechanism
II.	Use DNS
	When using IPv4, the UE may request a DNS Server IPv4 address(es) via RFC 2132 [20F]. When using IPv6, the UE may request a DNS Server IPv6 address(es) via RFC 3315 [40] and RFC 3646 [56C].
III.	Obtain the list of P-CSCF address(es) from the IMS management object
IV.	Obtain P-CSCF address(es) using signalling for access to the EPC via WLAN.
	If the UE attaches to the EPC via S2b using untrusted WLAN IP access, the UE shall request P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both using the P_CSCF_IP4_ADDRESS attribute, the P_CSCF_IP6_ADDRESS attribute or both in the CFG_REQUEST configuration payload as described in 3GPP TS 24.302 [8U]. The network can provide the UE with the P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both using the P_CSCF_IP4_ADDRESS attribute, the P_CSCF_IP6_ADDRESS attribute or both in the CFG_REPLY configuration payload as described in 3GPP TS 24.302 [8U]. If the UE receives multiple P-CSCF IPv4 or IPv6 addresses, the UE shall assume that the list is ordered top-down with the first P-CSCF address within the CFG_REPLY configuration payload as the P-CSCF address having the highest preference and the last P-CSCF address within the CFG_REPLY configuration payload as the P-CSCF address having the lowest preference.
	If the UE attaches to the EPC via S2a using trusted WLAN IP access using single-connection mode, the UE shall indicate request for P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both within the PROTOCOL_CONFIGURATION_OPTIONS item of the message with SCM_REQUEST message type as described in 3GPP TS 24.302 [8U]. The network can provide the UE with the P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both within the PROTOCOL_CONFIGURATION_OPTIONS item of the message with SCM_RESPONSE message type as described in 3GPP TS 24.302 [8U]. If the UE receives multiple P-CSCF IPv4 or IPv6 addresses, the UE shall assume that the list is ordered top-down with the first P-CSCF address within the PROTOCOL_CONFIGURATION_OPTIONS item as the P-CSCF address having the highest preference and the last P-CSCF address within the PROTOCOL_CONFIGURATION_OPTIONS item as the P-CSCF address having the lowest preference.
	If the UE attaches to the EPC via S2a using trusted WLAN IP access using multi-connection mode, the UE shall indicate request for P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both within the Protocol Configuration Options information element of the PDN CONNECTIVITY REQUEST message as described in 3GPP TS 24.244 [8ZB]. The network can provide the UE with the P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both within the Protocol Configuration Options information element of the PDN CONNECTIVITY ACCEPT message as described in 3GPP TS 24.244 [8ZB]. If the UE receives multiple P-CSCF IPv4 or IPv6 addresses, the UE shall assume that the list is ordered top-down with the first P-CSCF address within the Protocol Configuration Options information element as the P-CSCF address having the highest preference and the last P-CSCF address within the Protocol Configuration Options information element as the P-CSCF address having the lowest preference.
	The UE shall use method III to select a P-CSCF, if a P-CSCF is to be discovered in the home network and the WLAN, to which the UE is attached, is connected to a visited network.
	The UE can freely select method I, II, III or IV for P-CSCF discovery if:
-	the UE is in the home network; or
-	the WLAN, to which the UE is attached, is connected to a visited network and the P-CSCF is to be discovered in the visited network.
	If DHCP is used, the following procedures apply:
	Upon establishing an IP-CAN, the UE may use the Dynamic Host Configuration Protocol (DHCP) specified in RFC 2131 [40A] or Dynamic Host Configuration Protocol for IPv6 (DHCPv6) specified in RFC 3315 [40] to discover the P-CSCF.
	Prior to accessing the DHCP server, the UE will have obtained an IP address via means other than DHCP and DHCPv6.
	If the UE uses DHCP for P-CSCF discovery and the UE is unaware of the address of the DHCP server, the UE sends the DHCPINFORM using the limited broadcast IP address (i.e., 255.255.255.255) and UDP port 67. If the UE knows the IP address of the DHCP server, the UE shall send the DHCPINFORM to the DHCP server's unicast IP address and UDP port 67. The DHCP server sends the DHCPACK on the IP address specified in the Client IP Address field of the DHCPINFORM. The DHCP server can include, in the DHCPACK, the SIP Server DHCP Option specified in RFC 3361 [35A], which carries either a list of IPv4 address(es) of the P-CSCF(s) or a list of DNS fully qualified domain name(s) that can be mapped to one or more P-CSCF(s). If the UE uses DHCPv6 for P-CSCF discovery and the UE is unaware of the address of the DHCP Server, the UE shall send an Information Request using the IPv6 multicast address FF02::1:2 and the UDP port 547. If the UE knows the IP address of the DHCPv6 server, the UE shall send the Information Request message to the DHCPv6 server's IP address and UDP port 547. In the Information Request, the UE can request either one or both the SIP Servers Domain Name List option and the SIP Servers IPv6 Address List option specified in RFC 3319 [41]. The DHCP server sends the Reply to the IP address specified in the Information Request. The DHCP server can include in the Reply either one or both the SIP Servers Domain Name List option and the SIP Servers IPv6 Address List option, as requested by the UE.
	In case several P-CSCF's IP addresses or domain names are provided to the UE, the UE shall perform P-CSCF selection according to RFC 3361 [35A] or RFC 3319 [41]. The UE shall perform the procedure for the resolution of domain name according to RFC 3263 [27A]. If sufficient information for P-CSCF address selection is not available, selection of the P-CSCF address by the UE is implementation specific.
When:
-	the UE obtains an IP-CAN bearer for SIP signalling by performing handover of the connection from another IP-CAN;
-	IP address of the UE is not changed during the handover; and
-	the UE already communicates with the IM CN subsystem via the connection with the other IP-CAN, e.g. the UE determines that its contact with host portion set to the UE IP address (or FQDN of the UE) associated with the connection with the other IP-CAN has been bound to a public user identity;
the UE shall continue using the P-CSCF address(es) acquired in the other IP-CAN.
The UE may support the policy on when a UE roaming in a VPLMN is allowed to transfer the PDN connection providing access to IMS between EPC via WLAN and EPS as specified in subclause L.2.1.1. If the UE roams in the EPS IP-CAN, has a session and the policy indicates "roaming in a VPLMN and having an ongoing session, is not allowed to transfer the PDN connection providing access to IMS between EPC via WLAN and EPS", the UE shall not handover the PDN connection providing access to IMS from EPS to EPC via WLAN.
If the UE roams in the EPS IP-CAN, has a session and the policy indicates "roaming in a VPLMN and having an ongoing session, is allowed to transfer the PDN connection providing access to IMS between EPC via WLAN and EPS", the UE shall, if not prevented by other rules or policies, handover the PDN connection providing access to IMS from EPS to EPC via WLAN.
If the UE roams in the EPS IP-CAN and the policy indicates "roaming in a VPLMN is not allowed to transfer the PDN connection providing access to IMS between EPC via WLAN and EPS, irrespective of if the UE is in a session or not", the UE shall not handover the PDN connection providing access to IMS from EPS to EPC via WLAN. The UE can re-establish a new PDN connection to another IP-CAN type in idle mode, e.g. due to UE domain preference.
The UE may support the policy on when a UE is allowed to transfer a PDN connection providing access to IMS between EPC via WLAN and 5GS as specified in subclause U.2.1.1. If the UE is in a session and the policy indicates "is not allowed to transfer the PDN connection providing access to IMS between EPC via non-3GPP access and 5GCN via NR" or if the UE is roaming when in a session and the policy indicates "a UE roaming in a VPLMN and having an ongoing IMS session, is not allowed to transfer the PDN connection providing access to IMS between EPC via non-3GPP access and 5GCN via NR" the UE shall not handover the PDN connection providing access to IMS from 5GS to EPC via WLAN.
If the UE is in a seesion in the EPS IP-CAN and the policy indicates "a UE having an ongoing IMS session, is allowed to transfer the PDN connection providing access to IMS between EPC via non-3GPP access and 5GCN via NR" or the UE is roaming in an EPS IP-CAN and the policy indicates "a UE roaming in a VPLMN and having an ongoing IMS session, is allowed to transfer the PDN connection providing access to IMS between EPC via non-3GPP access and 5GCN via NR" the UE shall, if not prevented by other rules or policies, handover the PDN connection providing access to IMS from 5GS to EPC via WLAN.
If the UE is in a 5GS IP-CAN and the policy indicates "a UE is not allowed to transfer a PDN connection providing access to IMS, if any, between EPC via non-3GPP access and 5GCN via NR, irrespective of if the UE has an ongoing IMS session or not" or the UE is roaming in a 5GS IP-CAN and the policy indicates "a UE roaming in a VPLMN is not allowed to transfer a PDN connection providing access to IMS, if any, between EPC via non-3GPP access and 5GCN via NR, irrespective of if the UE has an ongoing IMS session or not" the UE shall not handover the PDU session providing access to IMS from 5GS to EPC via WLAN.
* * * Next Change * * * *
[bookmark: _Toc20149116][bookmark: _Toc27490992][bookmark: _Toc27492998][bookmark: _Toc35959684][bookmark: _Toc45206233][bookmark: _Toc51929745][bookmark: _Toc51931758]U.2.2.1	Establishment of IP-CAN bearer and P-CSCF discovery
Prior to communication with the IM CN subsystem, the UE shall:
a)	if not registered for 5GS services, perform a registration procedure in 5GS as specified in 3GPP TS 24.501 [258];
b)	ensure that a 5GS PDU session and a QoS flow used for SIP signalling of that PDU session is available. This 5GS QoS flow shall remain active throughout the period the UE is connected to the IM CN subsystem, i.e. from the initial registration and at least until the deregistration. As a result, the 5GS PDU session provides the UE with information that makes the UE able to construct an IPv4 or an IPv6 address;
	when establishing a 5GS PDU session, if a service which requires service continuity provided by SSC mode 1 as specified in 3GPP TS 23.501 [257], (e.g. IMS Multimedia Telephony Service as specified in 3GPP TS 24.173 [8H]), is to be used within that PDU session, the UE shall set SSC mode 1 for that PDU session;
	when establishing a 5GS PDU session with a QoS flow used for SIP signaling, the UE shall indicate to the network, by setting the IM CN Subsystem Signalling Flag in the extended Protocol Configuration Options information element specified in 3GPP TS 24.501 [258] in the PDU SESSION ESTABLISHMENT REQUEST message, that the request is for SIP signalling;
c)	use the QoS flow associated with the default QoS rule for SIP signalling. The UE may also use this 5GS QoS flow for Domain Name Server (DNS) and Dynamic Host Configuration Protocol (DHCP) signalling; and
d)	acquire a P-CSCF address(es).
	The methods for P-CSCF discovery are:
I.	When using IPv4, employ the DHCP RFC 2132 [20F], the DHCPv4 options for SIP servers RFC 3361 [35A], and RFC 3263 [27A] as described in subclause 9.2.1. When using IPv6, employ Dynamic Host Configuration Protocol for IPv6 (DHCPv6) RFC 3315 [40], the DHCPv6 options for SIP servers RFC 3319 [41] and DHCPv6 options for DNS RFC 3646 [56C] as described in subclause 9.2.1.
II.	Transfer P-CSCF address(es) within the 5GS PDU session establishement procedure.
	The UE shall indicate the request for a P-CSCF address to the network within the extended Protocol Configuration Options information element of the PDU SESSION ESTABLISHMENT REQUEST message.
	If the network provides the UE with a list of P-CSCF IPv4 or IPv6 addresses in the PDU SESSION ESTABLISHMENT ACCEPT message, the UE shall assume that the list is ordered top-down with the first P-CSCF address within the extended Protocol Configuration Options information element as the P-CSCF address having the highest preference and the last P-CSCF address within the extended Protocol Configuration Options information element as the P-CSCF address having the lowest preference.
III.	The UE selects a P-CSCF from the list (see 3GPP TS 31.103 [15B]) stored in the ISIM.
IV.	The UE selects a P-CSCF from the list in IMS management object.
	The UE shall use method IV to select a P-CSCF, if
-	a P-CSCF is to be discovered in the home network;
-	the UE is roaming; and
-	the IMS management object contains the P-CSCF list.
	The UE shall use method III to select the P-CSCF, if:
-	a P-CSCF is to be discovered in the home network;
-	the UE is roaming;
-	either the UE does not contain the IMS management object, or the UE contains the IMS management object but the IMS management object does not contain the P-CSCF list; and
-	the ISIM residing in the UICC supports the P-CSCF list.
	The UE can freely select method I or II for P-CSCF discovery, if:
-	the UE is in the home network; or
-	the UE is roaming and the P-CSCF is to be discovered in the visited network.
	The UE can select method IV, if:
-	the UE is in the home network; and
-	the IMS management object contains the P-CSCF list.
In case method I is selected and several P-CSCF addresses or FQDNs are provided to the UE, the selection of P-CSCF address or FQDN shall be performed as indicated in RFC 3361 [35A] when using IPv4 or RFC 3319 [41] when using IPv6. If sufficient information for P-CSCF address selection is not available, selection of the P-CSCF address by the UE is implementation specific.
NOTE:	The UE decides whether the P-CSCF is to be discovered in the serving network or in the home network based on local configuration, e.g. whether the application on the UE is permitted to use local breakout.
If the UE is designed to use I above, but receives P-CSCF address(es) according to II, then the UE shall either ignore the received address(es), or use the address(es) in accordance with II, and not proceed with the DHCP request according to I.
If the UE is configured to use Option II above and detects that all P-CSCFs known by the UE have been used when the UE selects a different P-CSCF as a result of:
-	receiving 305 (Use Proxy) to the REGISTER request;
-	receiving 504 (Server Time-out); or
-	expiration of the timer F at the UE,
then unless the PDU session is in use by other applications, the UE shall:
1)	release the PDU session of the 5GS QoS flow that is used only for the transport of SIP signalling and that are not used for other non-IMS applications, but shall not release emergency PDU session; and
2)	unless the UE decides the service is no longer needed,
a)	perform a new P-CSCF discovery procedure as described in subslause 9.2.1; and
b)	perform the procedures for initial registration as described in subclause 5.1.1.2.
When using IPv4, the UE may request a DNS Server IPv4 address(es) via RFC 2132 [20F] or by the extended Protocol Configuration Options information element when establishing the PDU session according to 3GPP TS 24.501 [258].
When using IPv6, the UE may request a DNS Server IPv6 address(es) via RFC 3315 [40] and RFC 3646 [56C] or by the extended Protocol Configuration Options information element when establishing the PDU session according to 3GPP TS 24.501 [258].
When:
-	the UE obtains a 5GS QoS flow used for SIP signalling by performing handover of the connection from another IP-CAN;
-	IP address of the UE is not changed during the handover; and
-	the UE already communicates with the IM CN subsystem via the connection with the other IP-CAN, e.g. the UE determines that its contact with host portion set to the UE IP address (or FQDN of the UE) associated with the connection with the other IP-CAN has been bound to a public user identity;
the UE shall continue using the P-CSCF address(es) acquired in the other IP-CAN.
The UE may support the policy on whether a roaming UE when in a session is allowed to handover the PDN connection providing access to IMS between EPC via WLAN and 5GS, or is allowed to handover a PDU session providing access to IMS via non 3GPP access, the UE may support being configured with the policy on whether UE when in a session is allowed to transfer the PDN connection or PDU session providing access to IMS between EPC via WLAN using one or more of the following methods:
a)	the Allow_Handover_PDU_session_non-3GPP_and_NR node of EFIMSConfigData file described in 3GPP TS 31.102 [15C];
b)	the Allow_Handover_PDU_session_non-3GPP_and_NRnode of EFIMSConfigData file described in 3GPP TS 31.103 [15B];
c)	the Allow_Handover_PDU_session_non-3GPP_and_NR node of 3GPP TS 24.167 [8G];
d)	the Allow_Handover_PDN_connection_non-3GPP_and_NR node of EFIMSConfigData file described in 3GPP TS 31.102 [15C];
e)	the Allow_Handover_PDN_connection_non-3GPP_and_NRnode of EFIMSConfigData file described in 3GPP TS 31.103 [15B]; and
f)	the Allow_Handover_PDN_connection_non-3GPP_and_NR node of 3GPP TS 24.167 [8G].
If the UE is configured with both the Allow_Handover_PDU_session_non-3GPP_and_NR node of 3GPP TS 24.167 [8G] and the Allow_Handover_PDU_session_non-3GPP_and_NR node of the EFIMSConfigData file described in 3GPP TS 31.102 [15C] or 3GPP TS 31.103 [15B], then the Allow_Handover_PDU_session_non-3GPP_and_NR node of the EFIMSConfigData file shall take precedence.
If the UE is configured with both the Allow_Handover_PDN_connection_non-3GPP_and_NR node of 3GPP TS 24.167 [8G] and the Allow_Handover_PDN_connection_non-3GPP_and_NR node of the EFIMSConfigData file described in 3GPP TS 31.102 [15C] or 3GPP TS 31.103 [15B], then the Allow_Handover_PDN_connection_non-3GPP_and_NR node of the EFIMSConfigData file shall take precedence.
NOTE 5:	Precedence for files configured on both the USIM and ISIM is defined in 3GPP TS 31.103 [15B].
* * * Next Change * * * *
[bookmark: _Toc20149199][bookmark: _Toc27491076][bookmark: _Toc27493082][bookmark: _Toc35959768][bookmark: _Toc45206319][bookmark: _Toc51929831][bookmark: _Toc51931844]W.2.2.1	Establishment of IP-CAN bearer and P-CSCF discovery
NOTE:	The UE performs access network discovery and selection procedures as specified in 3GPP TS 24.502 [263] and executes access authentication signalling as described in 3GPP TS 24.502 [263] prior to perform the procedure to obtain a local IP address;
The UE handles an IP-CAN bearer for SIP signalling as follows:
1)	the UE shall obtain a local IP address;
2)	the UE shall establish an IKEv2 security association and an IPsec ESP security association as described in 3GPP TS 24.502 [263]; and 
3)	the IKEv2 security association and the IPsec ESP security association (tunnel) shall remain active throughout the period the UE is connected to the IM CN subsystem, i.e. from the initial registration and at least until the deregistration; and
In addition the procedures specified in Annex U.2.2.1 apply
The UE may support the policy on when a UE is allowed to transfer a PDU session providing access to IMS between 5GC via non-3GPP access and 5GS as specified in subclause U.2.1.1. If the UE is in a session and the policy indicates "a UE having an ongoing IMS session, is not allowed to transfer the PDU session providing access to IMS between 5GCN via non-3GPP access and 5GCN via NR" or if the UE is roaming when in a session and the policy indicates "a UE roaming in a VPLMN and having an ongoing IMS session, is not allowed to transfer the PDU session providing access to IMS between 5GCN via non-3GPP access and 5GCN via NR" the UE shall not handover the PDU session providing access to IMS from 5GC via non-3GPP access to 5GS.
If the UE is in a seesion in the EPS IP-CAN and the policy indicates "a UE is not allowed to transfer a PDU session providing access to IMS, if any, between 5GCN via non-3GPP access and 5GCN via NR" or the UE is roaming in an EPS IP-CAN and the policy indicates "a UE roaming in a VPLMN and having an ongoing IMS session, is allowed to transfer the PDU session providing access to IMS between 5GCN via non-3GPP access and 5GCN via NR" the UE shall, if not prevented by other rules or policies, handover the PDU session providing access to IMS from 5GC via non-3GPP access to 5GS.
If the UE is in a 5GS IP-CAN and the policy indicates "a UE is not allowed to transfer a PDU session providing access to IMS, if any, between 5GCN via non-3GPP access and 5GCN via NR, irrespective of if the UE has an ongoing IMS session or not" or the UE is roaming in a 5GS IP-CAN and the policy indicates "a UE roaming in a VPLMN is not allowed to transfer a PDU session providing access to IMS, if any, between 5GCN via non-3GPP access and 5GCN via NR, irrespective of if the UE has an ongoing IMS session or not" the UE shall not handover the PDU session providing access to IMS from 5GC via non-3GPP access to 5GS.
* * * End of Changes * * * *

