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2. Reason for Change
In the MINT conf. call in 2nd Nov 2020, the following Key Issue was discussed:
Registration to the roaming PLMN (= not subject to the disaster) in case of the "disaster condition"
This CR proposes solution for the key issue.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.xxx.
* * * Change * * *

6.X
Solution G1
6.X.1
Introduction

This solution addresses the following key issue:

Registration to the roaming PLMN (= not subject to the disaster) in case of the "disaster condition"
This solution enables AUSF to determine that the UE is requesting disaster roaming in PLMN A (= alive and not subject to disaster), so that the AUSF starts authentication rather than rejecting the authentication due to PLMN A being a forbidden PLMN for the UE.
This solution works with both IMSI based SUCI and NSI based SUCI, provided by the UE.
6.X.2
Detailed description
In the description, PLMN D is subject to disaster and PLMN A is alive and not subject to disaster.
If the UE determined that PLMN D has "Disaster Condition", no other allowable PLMN is available, and PLMN D is UE's HPLMN, then when the UE registers for disaster roaming using a regular REGISTATION REQUEST message.
If the UE determined that PLMN D has "Disaster Condition", no other allowable PLMN is available, and PLMN D is not UE's HPLMN, then when the UE registers for disaster roaming with a PLMN A, the UE indicates PLMN D as the PLMN which the UE intended but was unable to select due to "Disaster Condition" condition, in the REGISTRATION REQUEST message.
When a UE is registering via NG-RAN node of PLMN A to AMF of PLMN A, the UE is to be authenticated, the AMF determines that at least one PLMN D has "Disaster Condition" in the area served by NG-RAN node serving the UE (e.g. by NG-RAN node serving the UE providing AMF with non-empty "disaster roaming PLMN list" or when AMF's stored "disaster roaming PLMN and area list" indicates at least one PLMN and the area served by the RAN node serving the UE) then the AMF includes the "disaster roaming PLMN list" (e.g. the one received from NG-RAN or one containing all PLMNs listed with the area served by NG-RAN serving the UE in "disaster roaming PLMN and area list") in a primary authentication related message (e.g. Nausf_UEAuthentication_Authenticate Request) sent towards the AUSF. In the primary authentication related message, the AMF also includes the PLMN which the UE intended but was unable to select due to "Disaster Condition" condition, if received from the UE.
If the AUSF receives a primary authentication related message (e.g. Nausf_UEAuthentication_Authenticate Request) with the "disaster roaming PLMN list", the serving network name indicates a PLMN A in which the UE is not allowed to roam in non-disaster condition and:

-
the "disaster roaming PLMN list" contains the PLMN of the AUSF (i.e. PLMN D); or

-
the PLMN which the UE intended but was unable to select due to "Disaster Condition" condition, is received and is also included in the "disaster roaming PLMN list" and the UE is allowed to roam in non-disaster condition in the PLMN which the UE intended but was unable to select due to "Disaster Condition" condition;
then the AUSF will authenticate the UE (rather than rejecting the authentication) and, if the primary authentication is successful, the AUSF informs the AMF about the UE roams using disaster roaming and informs the AMF that the UE's HPLMN is PLMN ID of the AUSF.
If the AMF is informed that the UE roams using disaster roaming, the AMF informs UDM that the UE roams using disaster roaming so that the UDM can provide UE configuration for disaster roaming.
