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1. Introduction
This contribution gathers the issues for standards reported by the ETSI Plugtest events for Plugtest 2 and Plugtest 3. It provides a tracking method for those issues and resolutions by 3GPP. It is intended to revise this contribution at this meeting with the inputs from the delegates and have the final revision noted. That final revision will then serve as the basis for a discussion paper at the next CT1 meeting, thus creating a tracking tool that will assist 3GPP in addressing all of the issues raised.
2. Changes since the last version of this contribution
Revision marks are used to show changes since this list of issues was last discussed in CT1.
Green highlighting has been added to indicate the lead working group when CT1 does not have that role.
Yellow highlighting has been added to the issue number for issues that are open.
Aqua highlighting is used to indicate important changes in this version of this report.
All issues that are closed already have been removed from this version of this report.
3. Plugtest reported issues for 3GPP standards
The following table provides a summary of the issues reported from Plugtest 2 and Plugtest 3 and some status on what 3GPP has done to address them. It was noted during compilation of this table that the majority of Plugtest 3 issues are already included in the Plugtest 2 report. In the table, the prefix (PT2) / (PT3) / (PT2, PT3) is used. The text of all but those beginning with (PT3) is taken from the Plugtest 2 report. Where the issue statement was a bit long, only the beginning and end of the issue is included. The full text can be found in the report.
	ISSUE
#
	REPORTED ISSUE
	COMMENTS / RESULTS

	1
	(PT2)10.1.1 MCPTT Administrator designation and checks 
Not only on TS 24.484, but on other MCPTT related standards, the "MCPTT Administrator" is mentioned several times. In no single document is specified how this special MCPTT User is identified or distinguished from other regular MCPTT users. For CMS in particular, it is important to clarify this point, as this is the only user that can provision/manage configuration documents in this server. The checking mechanism should be specified. It is suggested to check the MCPTT ID of the access token against a configured value in the CMS.
(Also reported for Plugtest 3)
	SA6 has the lead on this issue. 
Status:  Issue is resolved. See TS 23.280 CR 0270 in S6-201538.
“For the purposes of this document, an MC service administrator, MC service dispatcher, or MC service authorized user is an MC service user that has been granted special privileges within the context of the client function being performed (e.g. MC service client, group management client, configuration management client, key management client).”

	2
	(PT2) 10.1.2 MO and XML Document relationship 
It is mentioned in TS 24.484, Figure 4.2.2-1, that following the bootstrap procedure, UE must download the "MCS UE initial configuration MO" and the "identified default MCS user profile configuration MO". This point is somewhat confusing, because it differs greatly with the wording regarding other CMS documents, where it clearly states that the UE must subscribe to the XML document.
…
So, it needs to be clarified whether these two documents must be handled as normal XML CMS documents or have a different handling procedure. Based on what is specified in section 7, these documents should be handled the same way as the rest of the CMS documents. And thus, that figure and accompanying text should be changed to avoid confusion. 
(Also reported for Plugtest 3)
	Note that the "MCS UE initial configuration MO" and the "identified default MCS user profile configuration MO" files are downloaded because the MCS client does not yet have authorization to use the MCS system, and so the MCS client cannot subscribe via the procedures available to an authorized and logged in MCS client. Therefore, the text is correct as written. Once the MCS client is logged in, it can use the subscribe mechanism to obtain updates to these documents if they occur.

PLUGTEST Response:
The clarification about the retrieval/subscription procedure is useful. But there’s a question we believe left unanswered: The MO documents are defined as MOs to be provisioned in a vendor-specific way (out of the scope of the core TSs -we assume OMA MDM/CP/proprietary OTA….-) but can be also handled by the CMS as XML documents. In fact there are some implementations that downloaded them from the CMS (with no subscription). The difference between MO and XML document is not clearly stated in the standard, and are used seemingly interchangeably when referring to UE initial configuration document.

	3
	(PT2) 10.1.3 CMS Direct Subscription procedure 
This procedure wording is causing very different interpretations and may have several technical limitations that can cause serious problems in the implementation phase. First, the direct subscription as defined in 6.3.13.2.2 has several confusing points:
…
It is proposed to use a procedure very similar to the Subscription Proxy for the Direct Subscription use cases: a SIP SUBSCRIBE request with the subscription proxy R-URI, with a application/resource-lists+xml body and a unique <entry> element. It is suggested that this modified Direct Subscription method will be used in case of unauthenticated requests only, that is, MCS Server originated subscriptions and UE (pre-auth) originated subscriptions. For the rest of the UE (post-auth) originated subscriptions we advocate to use Subscription Proxy procedures.
	SA6 has taken the lead on this issue. A statement from SA6 about the bootstrap procedure, specifically regarding whether a subscription is needed to the UE-init-config.

	4
	(PT2)) 10.1.4 UE-init-conf and UE-conf storage paths and access URIs 
It is mentioned on 3GPP TS 24.484 sections 7.2 and 8.2 that "The master MCS UE (initial) configuration document name is assigned by an MCS administrator when the document is created and is stored in the user directory of that MCS administrator." So it is clearly defined where MASTER UE (initial) documents belongs to. These must serve as a template for generating specially targeted configuration documents that eventually are fetched from the correspondent UEs. But the standard does not indicate what URI must the UEs use to access those documents. It is highly improbable for the UEs to be capable of getting the documents from the MCPTT Administrator User's Tree, as this is the only defined path for UE initial document.
…
We think this should be more thoroughly specified in the standard, and provide a base set of parameters for each configuration document, such as (UE accessible URI, Admin provisionable URI, detailed MASTER -> concrete document transformation procedures). In the current state of the standard, interoperability capacity is very low due to missing details and open interpretation possibilities. 
(Also reported for Plugtest 3)
	SA6 has taken the lead on this issue. A statement from SA6 about the role of the administrator would be of value.

	7
	(PT2) 10.1.7 MCX Service Authorization 
3GPP TS 33.180 defines two ways of performing MCX Service authorization with the MCX Server, but if we consider the full procedure a UE has to perform to bootstrap from cold start to a full working state within the network, there is a conflict with the REGISTER based workflow. 
The REGISTER authorization workflow is based on the idea of including the MCPTT Access Token right in the IMS REGISTER SIP message the UE sends towards the IMS network when contacting it for the first time. But if according to 3GPP TS 24.484, the UE must subscribe to the UE-initial-conf document and the default-user-profile, it has to be already registered in the IMS network, thus rendering the REGISTER workflow unusable. 
For the moment PUBLISH Authorization workflow seems to be the only alternative. 
(Also reported for Plugtest 3)
	SA3 has the lead on this issue. SA6 is invited to provide comments as they determine are appropriate.
Informal report from an SA3 delegate:
· A CR was brought to SA3 to attempt to resolve this issue by removing the procedure which Plugtests felt was unusable, but the CR did not go forwards because of an objection (from Samsung).

	17
	(PT2) 10.1.17 Minor inconsistencies between the textual definition and the XSD 
In this section a few minor inconsistencies between the standard text in natural language and the XML Schema Definition, are listed. 
• 7.2.2.3: mcptt-UE-initial-configuration: <xs:element name="HPLM"> maybe should be <xs:element name="HPLMN"> 
• 7.2.2.3: mcptt-UE-initial-configuration: <xs:element name="VPLM"> maybe should be <xs:element name="VPLMN"> 
• The Instance-ID-URN attribute in the mcptt-UE-initial-configuration complex type is never mentioned to be there in the text. 
• 8.3.2.1: mcptt-user-profile: The EmergencyCall element in the PrivateCall element is defined mandatory, but optionally in the XSD. 
(Also reported for Plugtest 3)
	Partial Response:
The misspellings of "HPLM", "VPLM" and "VPLMType" are being corrected.

The incorrect XML specification of the EmergencyCall subelement of the PrivateCall element is being fixed from Rel-14 onward.
Resolved previously.
Description of "Instance-ID-URN" was under investigation.
The attribute "Instance-ID-URN" is described in TS 24.484 subclause 7.2.2.6 from v14.9.0 onward.
Closed.



3. Proposal
It is proposed that CT1 improve this table with whatever information can be added. Those issues that are to be addressed by SA6, SA3 or another 3GPP WG will be addressed upon notification by the WG with primary responsibilty for the issue. 
It is proposed that CT1 continue to gather issue resolutions and forward them to ETSI Plugtest at an appropriate time. It is understood that a report to ETSI Plugtest could be made prior to completion of all resolutions to assist them in their work and any upcoming Plugtest events.

