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1. Introduction

TS 24.501 includes:

If the PDU SESSION ESTABLISHMENT REQUEST message was sent with request type set to "initial emergency request" or "existing emergency PDU session" and the UE receives a PDU SESSION ESTABLISHMENT REJECT message, then the UE may:

a)
inform the upper layers of the failure of the procedure; or

NOTE 2:
This can result in the upper layers requesting another emergency call attempt using domain selection as specified in 3GPP TS 23.167 [6].

b)
de-register locally, if not de-registered already, attempt initial registration for emergency services.
CP-182201 (from the coverpage “When the emergency PDU session is rejected, TS23.167 domain selection or re-attempt.”) copied the above requirement from TS 24.301. C1-174578 discusses the above requirement in TS 24.301. C1-174578 indicates that devices have been observed performing step a) as follows: “As per the current specifications the UE indicated this failure to upper layers, so that they could try other CS RAT cells or IP CANs.” 

Step a) would terminate an ongoing emergency PDU session if a PDU SESSION ESTABLISHMENT REJECT message was received and a CS RAT is selected. Furthermore, another IP-CAN cannot be selected because the UE is successfully registered with a PLMN via 3GPP access. There are no SA1 requirements for automatically retrying an emergency call on another domain after an ongoing emergency call was terminated.
Step b) is not guaranteed resolve the issue that caused the rejection. Worse, the UE that was normally registered prior to performing is not able to receive PSAP call back. For example, if the request was rejected with #36 “Regular deactivation”, step b) is wrong.
A UE may transfer an active emergency session between S1 mode and N1 mode or vice versa. This paper will focus on transfer from S1 to N1 mode.
2. Transfer failure

2.1 Requesting transfer of an emergency session from S1 to N1 mode

The following errors can occur when transferring an emergency call from S1 to N1. 

1)
The AMF may select an incorrect SMF, causing the SMF to reject the transfer request with cause #54 –PDU session does not exist. 

2)
The AMF may fail to forward the request to the SMF.

3)
The SMF may reject the request. E.g. with #36 “Regular deactivation”.
2.1.1 Failure 1): The AMF selects an incorrect SMF
A request to transfer the active emergency session from S1 mode to N1 mode will be received at the AMF. The AMF selects the SMF. 

Stage 2 states:


The subscription profile the AMF receives from HSS+UDM includes the DNN/APN and PGW-C+SMF FQDN for S5/S8 interface for each PDN connection established in EPC. For emergency PDU Session, the AMF receives Emergency Information containing PGW-C+SMF FQDN from HSS+UDM.

In case the AMF does not receive Emergency Information containing PGW-C+SMF FQDN for the emergency session to be transferred, stage 3 states:

the AMF retrieves an SMF ID associated with emergency services such that the SMF ID includes a PLMN identity corresponding to the current PLMN

Problem 1

The “SMF ID includes a PLMN identity corresponding to the current PLMN” need not identify the correct SMF. If an incorrect SMF receives the request to transfer, it will reject the transfer request with #54.
It is unclear why the target AMF doesn’t have the Emergency Information containing PGW-C+SMF FQDN from HSS+UDM. This could be a temporary problem and the AMF may receive the information soon, this could be a persistent problem at the AMF, or this could be a persistent problem at the HSS+UDM.
1. If the problem is temporary, simply retrying the request to transfer the active emergency session may be successful.
2. If the problem is persistent and at the AMF then selecting another PLMN (if available), where transfer may be successful, preserves the emergency session.
3. If the problem is persistent and at the HSS+UDM, neither retrying at the same PLMN not retrying at another EPLMN will be successful.
The NAS protocol can be used by the SMF to inform the UE, using a PDU SESSION ESTABLISHMENT REJECT message, whether it can retry in another PLMN or not.

2.1.2 Failure 2): The AMF fails to forward the request to the SMF

For example, this means the UE either receives an indication that the emergency call transfer request wasn’t forwarded due to routing failure (case e) or congestion control (case f), as described in subclause 5.4.5.3: 

10)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is not an emergency PDU session, and the Request type IE is included and is set to "existing emergency PDU session", the AMF may send back to the UE the 5GSM message which was not forwarded as specified in subclause 5.4.5.3.1 case e) or case f);
The UE needs to be able to handle the case where the emergency call transfer request wasn’t forwarded due to routing failure or congestion control. Note that if the emergency call transfer request wasn’t forwarded due to congestion control it includes a Back-off timer value IE.

TS 24.501 contains no specific provisions for preserving an emergency call in these cases:
Problem 2
If the emergency call transfer request wasn’t forwarded due to routing failure, currently TS 24.501 only specifies that the emergency call transfer procedure is aborted. 

If the emergency call transfer request wasn’t forwarded due to congestion control, the behaviour is defined in subclause 6.4.1.4.2. Subclause 6.4.1.4.2 permits a UE to initiate a PDU session establishment procedure for emergency services. The outcome of that attempt will be the same as before. Furthermore, the DL NAS TRANSPORT message includes a Back-off timer value IE.
2.1.3 Failure 3): The SMF reject the request with a cause other than cause #54
2.1.3.1 The SMF reject the request with an “abnormal” cause

Normal cause codes are listed in subclause 6.4.1.4.1. Abnormal cause code handling is specified in subclause 6.4.1.6. The abnormal causes are those causes not listed in subclause 6.4.1.4.1.

Problem 3

There is no abnormal cause code handling specified in case of rejection of transfer of emergency sessions.

2.1.3.2 The SMF reject the request with an “normal” cause, other than #54
Normal cause codes are listed in subclause 6.4.1.4.1. There is a catch-all cause code handling specified in that subclause in case of rejection of transfer of emergency sessions. 

For example, if the cause code is set to #26 “insufficient resources”, TS 24.501 permits the UE to perform an emergency registration, transfer the session to non-3GPP access, or reattempt on another domain.
Problem 4

The UE is permitted to terminate the ongoing emergency call or to perform emergency registration. Neither behaviour helps. 
Rather, the UE could retry the transfer request. At least, the UE must not terminate the persistent emergency PDU session.

2.2 Transfer from N1 to S1 mode

The problems and their resolutions are likely similar to those that can occur when transferring from S1 to N1 (see section 2.1). Failures following transfer from N1 to S1 mode was not considered in detail in this paper.
3. Solution
3.1 Discussion
The UE must not terminate an ongoing emergency call when transfer of it fails. Rather, the UE needs to be permitted to select another EPLMN for the transfer or to wait until the radio bearer associated with the persistent PDU session has been released. If cellular conditions deteriorate, a transfer to non-3GPP access (if supported and available) could be considered.
Selecting another EPLMN in order to successfully transfer the emergency session needs to be permitted when the AMF selected an incorrect SMF. An AMF in another PLMN may be able to select the correct SMF.

3.2 Principle

The network may know whether an attempt in a different EPLMN can be successful. The network should indicate to the UE whether it is recommended to retry the request to transfer the emergency PDU session to the same PLMN or to a different (E)PLMN.

If the UE has a persistent emergency PDU session and the network indicates that transfer was not successfull, the UE shall: 

wait until the radio bearer associated with the persistent PDU session has been released; 

retry the transfer of the persistent PDU session with the same PLMN; or


register with another PLMN (if available) and retry the transfer of the persistent PDU session.
4. Proposal
Discuss & agree the principle of the solution proposed in this document.
