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4.5.2	Activation/deactivation
The MuD and MiD services are activated at provisioning and deactivated at withdrawal or at the user’'s request.
The user of MiD service decides which of its identities are active and can be used for incoming and outgoing calls by changing the "Activated" attribute in the <Shared-identity> or <Delegated-user> elements in the service configuration data.
The user decides if it permits another user to use its native identity.
According to IETF RFC 7315 [X], the P-Associated-URI header field may appear in SIP REGISTER method as with the informational in nature. This informational nature of P-Associated-URI header field may be used by a UE to temporarily activate and deactivate one or more identities by populating a REGISTER request message with:
a)	a Contact header field containing:
1)	the UE's contact; and
2)	an IMS communication identifier (ICSI), identifying activation or deactivation; and
b)	a P-Associated-URI header field containing the identities which are to be activated to deactivated.
The format of ICSI is g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.inactive" when an identity is deactivated while g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.active" when the identity is reactivated. An explicitly and implicitly identity is assumed to be activated until it is deactivated by the user.
Upon receive of a third-party SIP REGISTER message containing:
a)	a body with an ICSI, identifying temporarily activattion or deactivation in the Contact header field; and
b)	 a P-Associated-URI containing identities,
the application server shall verify that the UE can use those identities, and if that is the case, the AS shall activate and deactivate those identities in the P-Associated-URI header field. The AS may send the list of impacted to identities in P-Associated-URI to confirm the activation or deactivation.
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