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1. Back ground
1.1
MuD identities

Specification 3GPP TS 24.174 [6] list four different identities:

native identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is associated to the IMSI which is currently used by the device for IMS registration.

alternative identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is not associated to the IMSI which is currently used by the device for IMS registration and which is associated to a different IMSI for the same IMS subscription owned by the same IMS network.

external alternative identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is not associated to the IMSI which is currently used by the device for IMS registration and which is associated to a different IMSI for another IMS subscription owned by the same or a different IMS network.

virtual identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is not associated as native identity with any IMSI that is associated with ISIM or USIM in a device. The virtual identity can be used by a single user only or by several users having IMS subscriptions in the same or different IMS networks.

The spec also lists non-native identity which is the same as alternative identity, external alternative identity and virtual identity. Looking at the definitions of theses identities, the native identity, alternative identity and the external alternative identity are all dependent on the IMS registration although the external alternative identity has been registered by one IMS registration while it is used by other users. vs. virtual identity is not dependent on any IMS registration.
Observation 1: Native identity and alternative identity are IMS registered by all the users. External alternative identity is IMS registered by one user and may be used by more users. Virtual identity is not IMS registered.

According to stage 2 in 3GPP TS 23.228 [1]. If the "identity" is considered as an IMPU, then the identities can only be shared if the IMS subscription is the same. This is independent if the identities belong to the same IMPI (contact) or different IMPIs (contacts), see subclause 4.3.3.4 in TS 3GPP 23.228 [1]. There are two cases accordingly:

A) Same IMPI

In this case one IMPI or contact has several IMPUs or identities. The IMPU can be considered as a native identity.
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Figure 1: Relationship of the Private User Identity and Public User Identities

B) Different IMPIs

In this case two IMPIs or contacts share the same identity, IMPU-2 in Figure 2. The IMPIs has the same IMS subscription. IMPU-2 is what so called an alternative identity.
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Figure 2: Relationship of a shared Public User Identity (Public-ID-2) and Private User Identities
MuDE in stage 1, 3GPP TS 22.173 [4] in subclause 4.6.1, lists a new requirement that the shared identity may belong to different IMS subscriptions.

The added identities can but do not have to belong to the served user. Identities may be part of different subscriptions and different operators.

This requirement is the background to the external alternative identity. Since the stage 2 requirement in 3GPP TS 23.228 [1] stating in subclause  4.3.3.4 that:

Public User Identities may be shared across multiple Private User Identities within the same IMS subscription.

	The stage 1 MuD requirement is based on the condition that the "owner" should allow that the identity can be used by others. It is also stated that the owner may revoke this permission at any time. This is implemented in stage 3 as the owner IMS registers the identity and allow other users to use it. So for the owner it may be like native identity or alternative identity but now shared among other users without them IMS registering the identity. This is so called external alternative identity.
Figure 3 shows that private user identity-1 is registered to public user identity-2. While private user identity-2 is not registered to the public user identity-2, it still uses this identity. The shared identity in this new configuration is called external alternative identity.
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Figure 3: A new relationship of a shared Public User Identity (Public-ID-2) and Private User Identities
1.2
WID justification

Looking at multi devices multi identities enhancement work item in SA1 with unique identifier 850041, the justification is:
Multi-device and multi-identity (MuD) was specified in Release-16 [SP-180315].  It allows a user to have multiple devices (e.g. a user can have a smartphone, smartwatch, VR glass’s etc) that can share multiple identities. These identities may belong to a user or may have been donated from another user (see 3GPP TS 22.173 sub clause 4.6 for an exact description of the feature). When a terminated session arrives for a shared identity all of these UE’s could be alerted for the incoming session. However, the requirements created as a result of SP-180315 make no provisions for a user being able to configure which UEs should receive a mobile terminated session. e.g. A user has a smart watch (wearable) and a smart phone. During the day the user goes for a jog, they leave the smartphone in the office but keep the smartwatch on to track their progress. They wish not to be disturbed while jogging.
Current thinking in 3GPP TS 24.174 is that identities that are shared are activated and deactivated at the time of provision and withdrawal.

4.5.2
Activation/deactivation

The MuD and MiD services are activated at provisioning and deactivated at withdrawal.

Temporary activation and deactivation of identities cannot be achieved by having the service provision or withdrawn.  It is impractical for a user to contact their operator to ask to have the service withdrawn if an identity should be shared or activated for sharing during a set period of time during the day.

It would be beneficial to provide a user with an ability to set user preferences in the network as to what identities should be activated or deactivated. 

Observation 2: Any UE including having the exact same ISIM or different ISIM/USIM may receive the call simultaneously as long as they share the same identity. From the yellow highlight, the share multiple identities are alternative identities and external alternative identities.

It is not clear from the text which is highlighted by green, whether the identity on the smart phone and the smart watch is a shared identity. There are therefore following possibilities since the SIP INVITE is populated by using the identity (IMPU), in order that two different devices get alerted for the incoming call is:

1- Devices do not share any identities and they have each one contact registered to their own identity i.e. native identity. There is no issue how to route the incoming INVITE in this case.
2- Devices share the same identity between two IMPIs with the same IMS subscription or with other words the identity is an alternative identity. There is no issue how to route the incoming INVITE in this case since the contact can be registered to the identity with e.g. different priorities or caller preferences as described in IETF RFC 3841 [7].
3- Devices share the same identity which is originally registered by another IMPI a different IMS subscription i.e. an extended alternative identity. This is a complicated matter since the devices have not registered their contacts to the identity, SIP procedure for caller preferences cannot be used to route the incoming INVITE. One possibility may be that the user uses XCAP protocol to deactivate/activate the identity for its contact. However the deactivation and activation require approval procedures from the owner of the identity, thus it is not a simple and fast procedure.
4- Devices share the same identity which is not IMS registered i.e. virtual identity. This is the same matter as in bullet 3.
Observation 3: The green highlight in the description of the WID does not specify the kind of the identity.
Since the routing an incoming INVITE may be an issue due to the contact not being registered to the identity, other methods can be used such as:

· A method can be based on the UE activates or deactivates identities associated to a the contact of the device by populating a SIP REGISTER and adding an IMS communication identifier (ICSI) to the contact header together with the UE's contact and identities to be activated or deactivated in the P-Associated-URI header field, where the ICSI is to indicate the activation and deactivation of those identities for incoming INVITE.
An example for g.3gpp.icsi-ref activation  and deactivation capabilities may be:

g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.active"
g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.inactive"
Upon receipt of these ICSI, the application server (AS) acts upon the request for the activation or deactivation of the identities upon receiving any incoming INVITE with request URI set to those identities. Therefore if an identity is requested to be activated, the AS will forward the incoming INVITE towards the UE via S-CSCF and P-CSCF and if the identity is requested to be deactivated, the AS will decline the incoming INVITE and transmit an appropriate response towards the originator of the INVITE request.
· Another method can be based on call forwarding as described in IETF RFC 5806 [8], where the UE or the network sends a SIP 302 with a reason header field containing a reason code such as "not available" and Diversion header field with the UE's identity to be bared. The SIP 302 may contain an identity to forward the incoming INVITE to another UE with different contact. 
Conclusion 1: If the phone and the smart watch are not sharing IMPU (identity) or sharing the same IMPU (identity) but have two different IMPIs (contacts) within the same IMS subscription, any incoming call will be routed to both devices. The user can control how the call should be terminated by caller preferences as described in IETF RFC 3841 [7] and adding Q value to the IMPIs at the time of registration. The device with the registered IMPI to the IMPU with lower Q value will route the call the last.

Conclusion 2: If the phone and the smart watch are sharing the same IMPU (identity) but have two different IMPIs (contacts) for two different IMS subscriptions, any incoming call will still be routed to both devices. Caller preferences as described in IETF RFC 3841 [7] may not be used.
1.3
Stage 1 requirements

Subclause 4.6.2 in 3GPP TS 22.173 [4] lists the following requirements:

1- The 3GPP System shall support a mechanism for an authorised user to set user preferences to indicate which identities are active or inactive on a specific UE.
2- When an identity is activated or deactivated all UEs that can use that identity to either originate or terminate a session shall receive a notification of the change of status.

For the first requirement, since the contact may not be registered to the external alternative identity and virtual identity, the traditional SIP procedure such as sending a SIP REGISTER request message with no Contact header field and receives the list of the IMPUs (identities) which has binding to that contact (IMPI), see IETF RFC 3261 [2]. The described methods in subclause 1.2 for activating and deactivating or call forwarding may instead be used.
The second requirement seems to have different nature and the activation and deactivation should be interpreted as a permanent activation and deactivation. Meaning; if the identities are related to the IMS registration, then they need to be de-register for being deactivated. Thus for native, alternative and external alternative identities, the contact are simply de-register from the identities. 3GPP TS 24.229 [5] in subclause 5.1.1.3 says:

Upon receipt of a 2xx response to the initial registration, the UE shall subscribe to the reg event package for the public user identity registered at the user's registrar (S-CSCF) as described in RFC 3680 [43] and RFC 6665 [28].

Meaning when the UE has registered a contact (IMPI) to an identity (IMPI) and receives the 200 OK for the registration, the UE must subscribe to the status of that identity (IMPU). Thus if the UE registers its contact to native identity and alternative identity, then the UE has automatically subscribed to the reg event for those identities. Therefore the UE will receive a notification in case of any change of status. Since the UE has not registered its contact to the external alternative identities, the UE has not subscribed to the reg evet for the external alternative identities. It shall be possible for the UE to subscribe to the reg event for the external alternative identities to get notification if those identities have any change of status such as the owner of the identities, has de-registered its contact from those external alternative identities and the external alternative identities have therefore been deactivated. 
Virtual identity is not related to the IMS registration and if the privilege of using it is removed from a contact (meaning the identity has been deactivated for a contact), the user should be notified by other means than subscription to the reg event for the virtual identities.

Conclusion 4: The new requirement about notifying the contact when a identity is activated to deactivated, should be interpreted that the activation and deactivation is permanent and thus can be implemented by subscription to the reg event package for that identity if the identity is IMS registered.
Summary
As the summary C1-210160 and C1-210161 against 3GPP TS 24.174 [6] are implemented.
References

[1]
3GPP TS 23.228: "IP multimedia subsystem; Stage 2".
[2]
IETF RFC 3261: "SIP: Session Initiation Protocol".
[3]
Void
[4]
3GPP TS 22.173: "IP Multimedia Core Network Subsystem (IMS) Multimedia Telephony Service and supplementary services; Stage 1".

[5]
3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[6]
3GPP TS 24.174: "Support of multi-device and multi-identity in the IP Multimedia Subsystem (IMS); Stage 3".

[7]
IETF RFC 3841: "Caller Preferences for the Session Initiation Protocol (SIP)".
[8]
IETF RFC 5806: "Diversion Indication in SIP".
_1669627498.doc


 







Private User 







Identity







-







1







 







Private User 







Identity







-







2







 







Public User 







Identity







-







1







 







Public User 







Identity







-







2







 







Public User 







Identity







-







3







 







Service 







Profile







-







1







 







 







Service 







Profile







-







2







 







IMS



Subscription












IMS Subscription-1
IMS Subscription-2
Private User Identity-1
Private User Identity-2
Public User Identity-1
Public User Identity-2
Public User Identity-3
Service Profile-1
Service Profile-2



