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1. Introduction
EDGEAPP-CT was approved in CT#90-e meeting. EDGEAPP has the following architecture, and the EDGE-1 and EDGE-4 interfaces are in the scope of CT1 work as highlighted red line.
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Figure 1: Application Layer Architecture for enabling edge applications

NOTE: 
EDGE-5 is out of scope of this release of specification

Note that EEC stands for Edge Enabler Client, EES for Edge Enabler Server, EAS for Edge Application Server, and ECS for Edge Configuration Server.

The EDGE-1 interface is used for interactions between EEC and EES and provides the following APIs:
Table 1.1: EDGE-1 APIs as per TS 23.558 v1.2.0 
	API List
	References to TS 23.558
	Briefing of functionality

	Eees_EECRegistration
	8.4.2
	EEC performs registration with EES to use Edge Computing services offered by the EES.

	Eees_EASDiscovery
	8.5
	EEC performs EAS discovery to obtain information about available EAS of interest


The EDGE-4 interface is used for interactions between EEC and ECS and provides the following APIs:
Table 1.2: EDGE-4 API as per TS 23.558 v1.2.0 
	API List
	References to TS 23.558
	Briefing of functionality

	Eecs_ServiceProvisioning
	8.3
	EEC performs service provisioning operation to obtain configuration information e.g., list of EES information (EES ID, EES endpoint, etc).


As shown in the above APIs list, SA6 has decided on API-based approach for EDGE-1 and EDGE-4 as informed by LS C1-207064 to CT1 and CT3:
SA6 would like to inform CT1 and CT3 that SA6 has decided that the reference points from the network entities of the EDGEAPP architecture, i.e. Edge Enabler Server (EES) and the Edge Configuration Server (ECS), towards the Edge Enabler Client (UE entity of the EDGEAPP architecture) as specified in TS 23.558, shall be exposed as APIs.
Also note that some APIs (e.g. EAS discovery) may be modelled as unified service which serves multiple consumers (e.g. EEC and EAS).
The purpose of this paper is to discuss the API-based approach, and to make agreement on protocol selection to move forward. 

2. Discussion
2.1 Which design principle for APIs?
CT1 has specified so far, for example under the V2XAPP and SEAL Work Items, XML schema based on HTTP. It is a kind of API-based approach as the HTTP method and information elements are specified for the functionality of the interfaces.
Recently, the RESTful API design has been a popular software design architcture, and it is also used in the 5G Service Based Architecture (SBA) since Rel-15 even if only in network function operations.
RESTful means a concept of Resource Oriented Architecture where every piece of information or action is defined as a resource which is identified by a URI (Uniform Resource Identifier) and the HTTP method is used for operation (e.g., GET, POST, PUT, DELETE, etc.). RESTful APIs are defined with YAML (YAML Ain’t Markup Language), which is the prevailing trend with the OpenAPI document format. Please note that YAML is a superset of JSON, and has a better readability. Please note that CT3 and CT4 are using YAML syntax to express all OpenAPI with JSON object.
RESTful design provides several benefits:

· It is easy to provide re-usable consumer entities for the API. SA6 LS (C1-207064) mentioned the unified service model (e.g., EAS discovery) which can be consumed by multiple entities (e..g, both EEC and EAS). 
· In addition, for the purpose of exposure of 3GPP functionality to 3rd parties, application layer developers are proficient in RESTful design as it is a widely established design paradigm. Given the multiple parties that could develope the EDGEAPP set of functionalities, e.g., application service providers, Edge Computing Service Providers, OEM vendors, and OS vendors, RESTful design is better suited for mitigating development complexities and advancing time-to-market delivery. 
Therefore, it is proposed that CT1 chooses the RESTful design for APIs over EDGE-1 and -EDGE-4. Subsequently, CT1 may need to publish OpenAPI format (this is related with Work Split issue on the section 2.2)
Proposal 1: For interfaces EDGE-1 and EDGE-4, it is proposed to choose RESTful API design with HTTP protocol and YAML format, which is aligned with CT3 and CT4.
2.2 Work split between CT1 and CT3
In the unified service model, one consumer can normally be a UE while another one can be a network entity. CT1 is responsible for the interaction between UE and network entities while CT3 is responsible for the interaction between network entities. This causes a work split issue between CT1 and CT3. In the last CT#90-e meeting, it was announced that there will be a joint session between CT1 and CT3 in Feb. 2021.
Note that, as per current TS 23.558, the only candidate for the unified service model is Eees_EASDiscovery service operation over EDGE-1. It can be consumed by the EEC to discover an available EAS or by the EAS to discover a target EAS for service continuity support. 
A possible way-forward is that CT3 defines APIs with yaml file for the Eees_EASDiscovery and CT1 specifies the UE side behaviour while adopting the API defined by CT3. If there is another APIs that can be modelled as unified service, CT1 and CT3 can follow the same principle in which CT3 defines the API and the related yaml file first. If some API that has already been defined by CT1 should be modified to be a unified service, CT3 could adopt the API defined by CT1 and specify network side behaviour. 
Proposal 2: It is proposed that CT3 first defines the API and the related yaml file for the unified service, and then CT1 adopts what CT3 defined and specifies the UE side behaviour. 

2.3 NAS based approach
At CT1#127-e, there was a proposal to use the NAS protocol for EDGE-4 interface (see C1-207123). The NAS based approach could be feasible if Stage-2 requirements existed (similarly to V2X policy provisioning provisioning in clause 6.2 of 3GPP TS 23.287 or port management information delivery for TSN in clause 5.27 and in clause 5.28 of 3GPP TS 23.501). However, currently there is no Stage-2 requirement for this approach, and there are no corresponding objectives in the EDGEAPP Stage 2 Work Item. The bullet list below represents an analysis of all the core network changes that would be required to be able to use the NAS protocol for the EDGE-4 interface:
1) If the ePCO is used to carry the information between EEC and ECS:
· The SMF needs to compose the request based on the info in ePCO (or extract the request in ePCO) and send it to the ECS. 
2) If the policy container is used to carry the information between EEC and ECS
· Like for eV2XARC, the interaction between AMF, PCF, and UDR is impacted. In addition, the AMF may need to discover a specific PCF for this service provisioning.

3) The SMF needs to be provisioned with the information for service provisioning from ECS. This information can be routed to the SMF from the PCF or from the ECS. Existing service operations may be re-used, but specific parameters for the ECS service provisioning need to be added.
4) The PCF may need to be provisioned with the information from the ECS (even if the ECS can directly provide the information to the SMF, the PCF needs to be involved for policy control).
5) Since the SMF and the PCF need to be upgraded to support EDGEAPP, specific DNN and S-NSSAI combinations need to be used to ensure selection of an SMF and PCF which support EDGEAPP
From the deployment perspective, the ECS could be deployed by the MNO or by non-MNO entities. 
1. If the ECS is deployed by the MNO, 
· EDGE-4 could be supported over control plane or user plane;
2. If the ECS is deployed by a non-MNO entity,
· With no business relationship with the MNO, EDGE-4 must be supported over user plane;
· With a business relationship with the MNO, EDGE-4 could be supported over control plane or user plane.
3. There can be multiple ECS(s) deployed, some of those can be deployed by the non-MNO.
This shows that the protocol for EDGE-4 must at least be supported over user plane, and optionally could be supported over the control plane if a number of stage 2 changes were agreed. 

From an ECS implementor/provider perspective, if they had to support control plane, they would need to code to whatever APIs were provided by the MNO for NAS interactions. That would most likely not be a single implementation, but an integration effort with each MNO they would have a business relationship with. If EDGE-4 were implemented for the user plane, they would have to implement it once and just use a data connection to the UE. Given this, only the MNO deployed ECS would ever use the control plane.

In light of the necessity to support EDGE-4 over the user plane, and of the number of core network changes that would be required to support EDGE-4 over the control plane, it is proposed to specify the stage 3 for for EDGE-4 over the user plane with the API-based approach. 

Proposal 3: It is proposed to specify the stage 3 for EDGE-4 over the user plane with the API-based approach.
3. Conclusion
Proposal 1: For EDGE-1 and EDGE-4, It is proposed to chose RESTful API design with HTTP protocol and YAML format, which is aligned with CT3 and CT4.
Proposal 2: It is proposed that CT3 first defines the API and the related yaml file for the unified service, and then CT1 adopts what CT3 defined and specifies the UE side behaviour. 

Proposal 3: It is proposed to specify the stage 3 for EDGE-4 over the user plane with the API-based approach.
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