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1. Introduction
This pCR attempts to provide a UE-based solution for Key Issue #4 provided in TR 24.811

 KI#4: Registration to the roaming PLMN without Disaster Condition in case of Disaster Condition
2. Reason for Change
As per discussed in C1-210259, for resolving KI#4, following solution is provided:

3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811.
* * * First Change * * * *

6.X
Solution X4: 
6.X.1 General
This a solution for the below study items listed in key issue #4
-
How to authenticate Inbound Disaster Roamer during the registration procedure;

-
How a Disaster Roaming PLMN can limit the area of service to Inbound Disaster Roamers to the region where Disaster Condition applies; and
When the UE has roamed into a PLMN that supports disaster roaming, it is important to consider that the PLMN is forbidden in normal scenarios and the UE would have been rejected by the network. 
So it is important to let the Network know that the registration request is because of a disaster condition and not in any normal scenario because of the following 2 reason
a) A genuine UE that is performing disaster roaming can be accepted.
b) A UE that is not doing disaster roaming, but attempts registration on that PLMN needs to be rejected.
Also the disaster condition can be applicable only to a small region. So it is important to restrict the UE to that regision for disaster roaming.
6.X.1
Solution description
To solve the problem the UE needs to differentiate the registration request due to disaster roaming and a normal registration request. So 
· The UE needs to use a new registration request type in the registration request message. This will help the NW identify that the UE is performing a registration followed by disaster condition. The NW may accept the registration request from such a UE if the network supports disaster roaming in that area from the previously served PLMN of the UE. .
Editor's note: It is FFS on how AMF uses this information towards AUSF for the authentication of the UE.
· The registration type is used by the UE only if it has detected a disaster condition and needs to move away from the serving PLMN.
NOTE:
PLMN that supports disaster roaming can accept the registration request from the UE if the UE indicates that it is performing registration request due to a disaster condition and if the PLMN supports disaster roaming from the previously served PLMN of that UE in that area.
Editor's note: It is FFS on how to make sure that an attacker UE does not misuse the new registration type request to get access to a PLMN where it is not allowed to access.
· Visiting NW shall assign the service area to UE and define the allowed area where the UE is allowed to have service due to disaster condition.
· Editor's note: It is FFS on how the PLMN assign service area based on the disaster area.
· Visting NW can also assign the tracking areal list (TAI list) based on the area where the disaster has happened. This also has the advantage that the  UE will perform a mobility and registration update procedure as soon as UE moves out of the area. 
6.X.3
Impacts on existing nodes and functionality
A new registration type value will be used the UE so that the network needs to treat the regitstration as a registration due to disaster condition. Also the allocation of service area list and registration area list may also be impacted.
- UE needs to use a new registration type to indicate that it is performing registration due to disaster roaming.

- AMFof the PLMN providing disaster roaming needs to handle a new registration type from the UE.

- AUSF of the HPLMN may need to handle the authentication of the UE which is registering due to disaster condition.
* * * End of Change * * * *
