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1. Introduction
A solution for Key Issue #7 is proposed.

2. Reason for Change
This solution corresponds to Step 4 in the figure below. See text in red.
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Figure 1: Overall call flow

1.
If two PLMNs have an SLA that one PLMN (denoted by PLMNNo DC in the figure) supports disaster inbound roamers of the other PLMN (denoted by PLMNDC in the figure), the NG-RAN nodes of PLMNNo DC initiate the NG Setup procedure towards the AMF of PLMNDC.


Neither the AMF nor the NG-RAN nodes shall make use of the NG-C connections until a disaster condition applies.

2.
Disaster condition applies in a certain area PLMNDC. The UE can perform PLMN selection after losing coverage of PLMNDC.
3.
The AMF of PLMNDC sends the AMF CONFIGURATION UPDATE message to notify that a disaster condition applies to PLMNDC to the NG-RAN in the certain area.


The NG-RAN of PLMNNo DC responds with the AMF CONFIGURATION UPDATE ACKNOWLEDGE message.

4.
The NG-RAN of PLMNNo DC starts broadcasting information about PLMNDC, e.g. the one or more TAIs containing the identity of PLMNDC, shall be broadcast.


In addition, the barring information for PLMNDC are broadcast to prevent signalling overload caused by disaster inbound roamers. The barring information includes information about Access Identity 3.
5.
The disaster inbound roamers register to PLMNDC via the NG-RAN of PLMNNo DC (which is a shared NG-RAN from the UE perspective) and the 5GCN of PLMNDC.

6.
Disaster condition no longer applies.

7.
The N2 connection between the NG-RAN of PLMNDC and the AMF of PLMNDC is retrieved.

8.
The NG-RAN of PLMNDC starts broadcasting. The barring parameters are broadcast to prevent signalling overload caused by the returning UEs.

9.
The UEs register to PLMNDC via the NG-RAN of PLMNDC and the 5GCN of PLMNDC.

10.
The AMF of PLMNDC sends the AMF CONFIGURATION UPDATE message to notify that a disaster condition no longer applies to PLMNDC.


The NG-RAN of PLMNNo DC responds with the AMF CONFIGURATION UPDATE ACKNOWLEDGE message.

11.
The NG-RAN of PLMNNo DC stops broadcasting any information about PLMNDC.

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811 V0.1.0.
* * * First Change * * * *

6.0
Mapping Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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	Solutions
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* * * Next Change * * * *

6.XG
Solution #X-G: Prevention of signalling overload in shared RAN
6.XG.1
Description
Within UAC-BarringInfoSet, an NG-RAN node can include barring factor for Access Identtiy 3.

During the access barring check, if the UE NAS layer provides Access Identity 3 to the UE RRC layer, the UE RRC layer decides whether the access attempt is allowed or not based on the value of the barring factor for Access Identity 3 and a random number drawn if none of the bit(s) for other access identity(ies) in uac-BarringForAccessIdentity is set to zero.
Editor's note:
The change in the UAC-BarringInfoSet prposed in this solution is subject to RAN2 agreement.

 6.XG.2
Impacts on existing nodes and functionality

UE
-
The UE needs to be able to read information related to Access identity 3 in the barring information including barring factor for Acces Identity 3.
-
The UE needs to determine whether an access attempt associated with Access Identity 3 is allowed based on the value of the barring factor for Access Identity 3
NG-RAN
-
The NG-RAN node needs to be able to include information related to Access Idnetity 3 in the barring information including barring factor for Access Identity 3.
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