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1. Abstract

This document analyzes the storage of SOR-CMCI in the UE.

2. Discussion
2.1. Necessity of the storage SOR-CMCI
In CT1#126-e, CT1 has agreed a CR (C1-206529) against TS 23.122 to add the following Editor’s Note:

Editor's note:
Whether to store the SOR-CMCI in the UE's ME or USIM is FFS.
Firstly, the necessity and the use-cases of storing SOR-CMCI in the UE need to be clarified. For this purpose, we summarized whether the SOR-CMCI can be made available in the ME for the available options of sending SOR-CMCI considering Rel-16/Rel-17 combinations (see Table 1 below). Currently, there are 2 options that can be used for configuring the SOR-CMCI in the UE:
1. Providing SOR-CMCI in a secured packet;
2. Providing SOR-CMCI in a plain container
Table 1: Whether SOR-CMCI sent by the NW can be made available in the UE
	#
	USIM
	ME
	VPLMN
	Option 1. 

SOR-CMCI is sent in plain container
	Option 2.

SOR-CMCI is sent in the secured packet

	1
	Rel-16
	Rel-16
	Rel-16
	Not available
	Not available

	2
	Rel-16
	Rel-16
	Rel-17
	Not available
	Not available

	3
	Rel-16
	Rel-17
	Rel-16
	Not available
	Not available (NOTE 1)

	4
	Rel-16
	Rel-17
	Rel-17
	Available
	Not available (NOTE 1)

	5
	Rel-17
	Rel-16
	Rel-16
	Not available
	Not available

	6
	Rel-17
	Rel-16
	Rel-17
	Not available
	Not available

	7
	Rel-17
	Rel-17
	Rel-16
	Not available
	Available

	8
	Rel-17
	Rel-17
	Rel-17
	Available
	Available


Note that SA1 requires that SOR-CMCI works even when Rel-16 AMF is deployed in the VPLMN as TS 22.261 says:
-------------

The mechanism mentioned above in this clause shall be available to the HPLMN even if the VPLMN the UE is registered on is compliant to an earlier release of the 5G system.

-------------

Therefore, it can be said that the SOR-CMCI mechanism needs to work if the HPLMN and the ME are Rel-17, regardless of whether VPLMN AMF is Rel-16 or Rel-17. Hence, the yellow-highlighted cells in the above table are the cases where the stored information in the UE can be used. (Note that the cells with NOTE 1 only work if the SOR-CMCI is sent outside the secured packet.)
In addition to the above scenario, the HPLMN may not send SOR-CMCI to the UE in some scenarios, e.g. when the HPLMN knows that the UE is already configured with SOR-CMCI.

Therefore, we can observe:

Observation-1:
The SOR-CMCI storage is necessary in the scenarios when the UE does not receive SOR-CMCI although the HPLMN sent it (due to the protocol limitation),  or when the HPLMN does not send SOR-CMCI e.g. to save signalling.
2.2.
Where to store the SOR-CMCI
Stage-1 in TS 22.261 states:

-------------

NOTE:
Changes needed to support the above requirement are expected to have minimum impact on the 5G system. UE is expected to initiate the above-mentioned PLMN selection e.g. by locally releasing the established N1 NAS signalling connection.
-------------

If support of SOR-CMCI storage in the USIM is mandatory, this has impact on the existing "5G-system" (note that USIM is part of "5G-system"), therefore it is not preferable to have impact on the USIM. In addition, from mobile network operator point of view, it is not realistic to update all of the Rel-16 USIM to support the SOR-CMCI mechanism.
Proposal-1:
SOR-CMCI storage in the USIM is NOT mandatory, i.e. SOR-CMCI mechanism works without USIM storage.
As observed in the observation-1, SOR-CMCI is necessary to meet the requirement by SA1 thus it can be concluded accordingly that capability to store the SOR-CMCI in the ME is mandatory.
Proposal-2:
The ME shall have the capability to store the SOR-CMCI
If the USIM stores SOR-CMCI and that USIM is inserted into another ME, then this information should be still valid since HPLMN is only aware of its USIM. 
If the ME stores SOR-CMCI and another USIM is inserted into this ME, then the ME shall not use the stored SOR-CMCI as it belongs to another operator/user, and the HPLMN no longer has the control of the UE behavior, which does not meet the following Stage-1 requirement:
-------------

The 5G system shall support a mechanism for the HPLMN to control the timing when a UE registered on a VPLMN, in automatic mode (see clause 3.1 of TS 23.122 [25]) and currently in CONNECTED mode, enters IDLE mode and initiates higher priority PLMN selection based on the type of ongoing communication.

-------------

This can be done by e.g. the similar mechanism as specified in TS 24.501 Annex C, i.e. store the SOR-CMCI together with SUPI and if SUPI changes, the ME deletes the information..
Proposal-3:
SOR-CMCI stored in the ME shall be deleted when a new USIM is inserted.
SOR-CMCI is generated dynamically based on which VPLMN the UE is in. Therefore, we can assume VPLMN-specific SOR-CMCI. If the UE receives VPLMN-specific SOR-CMCI, storing this information is not reasonable because, after receiving SOR-CMCI (probably together with SOR information), the UE goes to another VPLMN and in that VPLMN, the received information is no longer valid. In addition, if the UE stores VPLMN-specific SOR-CMCI everytime when the UE goes to a new PLMN, the UE needs to prepare large memory to store them. Therefore, it is proposed that the HPLMN send an indication about whether the SOR-CMCI sent to the UE needs to be stored in the UE or not.
NOTE:
Storing SOR-CMCI on the USIM does not require explicit indication over NAS, as it can be achieved by chosing appropriate solution.

Proposal-4:
HPLMN can indicate whether the SOR-CMCI  which is sent to the UE needs to be stored in the UE or not. The HPLMN may indicate to the UE if the received SOR-SMCI is to be stored in the ME or USIM.
2.3.
Prioritization between ME/USIM storage
We can assume that the SOR-CMCI stored in the ME is always newer thant the information stored on the USIM, whichever option described in section 2.1 we chose for providing the SOR-CMCI, as follows:
· The ME can receive the SOR-CMCI in a secured packet (e.g. over NAS signalling), and every time this informtion is received it will be copied from the USIM to the ME storag (e.g. using USAT REFRESH as specifiedd in TS 31.111). Therefore the information in the ME storage is the newest.

· The ME can receive the SOR-CMCI directly from the NW in a plain text container, therefore the information in the ME storage is the newest.
When a new USIM is inserted in the UE, the ME can read the information stored in the USIM during the initialization procedure as specified in TS 31.102.
Proposal-5:
The UE shall use the SOR-CMCI stored in the ME if available, when the UE receives SOR info without SOR-CMCI.

Note:
As stated in TS23.122, the SOR-CMCI received over NAS signalling has presedence ove the SOR-CMCI stored in the ME.

3. Conclusions

Proposal-1:
SOR-CMCI storage in the USIM is NOT mandatory, i.e. SOR-CMCI mechanism works without USIM storage.
Proposal-2:
The ME shall have the capability to store the SOR-CMCI
Proposal-3:
SOR-CMCI stored in the ME shall be deleted when a new USIM is inserted.
Proposal-4:
HPLMN can indicate whether the SOR-CMCI  which is sent to the UE needs to be stored in the UE or not. The HPLMN may indicate to the UE if the received SOR-SMCI is to be stored in the ME or USIM.

Proposal-5:
The UE shall use the SOR-CMCI stored in the ME if available, when the UE receives SOR info without SOR-CMCI.
