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	Reason for change:
	According to the current text, the AUSF is mandated to check the presence of the AT_RESULT_IND attribute in the EAP-response/AKA'-challenge message. However, if the AUSF did not include the AT_RESULT_IND attribute in the EAP-request/AKA'-challenge message, there is no need to check the presence.

	
	

	Summary of change:
	It is clarified that, if the AUSF did not include the AT_RESULT_IND attribute in the EAP-request/AKA'-challenge message, the AUSF sends an EAP-success message and considers the procedure complete without checking whether the AT_RESULT_IND attribute is included in the EAP-response/AKA'-challenge message.

	
	

	Consequences if not approved:
	The AUSF can unnecessarily check the presence of the AT_RESULT_IND attribute in the EAP-response/AKA'-challenge message.
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[bookmark: _Toc20232600][bookmark: _Toc27746691][bookmark: _Toc36212873][bookmark: _Toc36657050][bookmark: _Toc45286712]5.4.1.2.2.5	Network successfully authenticates UE
Upon reception of the EAP-response/AKA'-challenge message, if procedures for handling an EAP-response/AKA'-challenge message as specified in IETF RFC 5448 [40] are successful, the AUSF shall generate EMSK, the KAUSF from the EMSK, and the KSEAF from the KAUSF as described in 3GPP TS 33.501 [24], and the AUSF shall check whether the AT_RESULT_IND attribute is included in the EAP-response/AKA'-challenge message and:
a)	if the AUSF included the AT_RESULT_IND attribute in the EAP-request/AKA'-challenge message and the AT_RESULT_IND attribute is included in the corresponding EAP-response/AKA'-challenge message, the AUSF shall send an EAP-request/AKA'-notification message as specified in IETF RFC 5448 [40]; orand
b)	if the AUSF:
1)	included the AT_RESULT_IND attribute in the EAP-request/AKA'-challenge message and the AT_RESULT_IND attribute is not included in the corresponding EAP-response/AKA'-challenge message, ; or
2)		did not include the AT_RESULT_IND attribute in the EAP-request/AKA'-challenge message;
	then the AUSF shall send an EAP-success message as specified in IETF RFC 5448 [40] and shall consider the procedure complete.
NOTE:	The AUSF provides the KSEAF to the SEAF. Upon reception of the KSEAF, the SEAF generates the KAMF based on the ABBA and the KSEAF as described in 3GPP TS 33.501 [24], and provides ngKSI and the KAMF to the AMF. Upon reception of the ngKSI and the KAMF, the AMF creates a partial native 5G NAS security context identified by the ngKSI, and stores the KAMF in the created partial native 5G NAS security context.

