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***** change *****
6.1.2.10.4	PC5 unicast link re-keying procedure completion by the initiating UE
Upon receipt of the DIRECT LINK REKEYING RESPONSE message, the initiating UE shall stop timer T5008 and check the integrity of the DIRECT LINK REKEYING RESPONSE message using the new NRPIK. The initiating UE shall send new NRPIK, NRPEK, KNPRP-sess ID, and the selected security algorithm as specified in 3GPP TS 33.536 [20] along with the initiating UE's layer-2 ID for unicast communication and the target UE's layer-2 ID for unicast communication to the lower layer.
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