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* * * First Change * * * *
[bookmark: _Toc20155487][bookmark: _Toc27500642][bookmark: _Toc36048767][bookmark: _Toc45209530][bookmark: _Toc51860355][bookmark: _Toc20157110][bookmark: _Toc27502306][bookmark: _Toc45212474]4.1	MCPTT overview
The MCPTT service supports communication between several users (i.e. group call), where each user has the ability to gain access to the permission to talk in an arbitrated manner. The MCPTT service also supports private calls between two users. Group calls and private calls can be provided on-network and off-network. In this release of the present document, support is only allowed for MCPTT speech communications.
The present document provides the call control protocol enhancements to support the MCPTT architectural procedures specified in 3GPP TS 23.379 [3].
For on-network calls, the present document makes use of the existing IMS procedures specified in 3GPP TS 24.229 [4], and provides new IMS application procedures specific for MCPTT. For on-network group calls, the procedures in the present document allow the use of unicast or multicast bearers.
The on-network procedures in this document allow an MCPTT user to:
-	initiate a new MCPTT group session;
-	join an MCPTT group session that has already been established; and
-	leave an established MCPTT group session and then rejoin the same MCPTT group session if still established.
For off-network calls, the present document utilises the procedures for ProSe direct discovery for public safety, and the procedures for one-to-one ProSe direct communication for Public Safety and the procedures for one-to-many ProSe direct communication for Public Safety, as specified in 3GPP TS 24.334 [28]. The present document specifies the MCPTT Off-Network Protocol (MONP) and the MONP application procedures.
For on-network and off-network calls, the present document provides support for MCPTT emergency calls, MCPTT imminent-peril calls and MCPTT emergency alerts.
NOTE:	MCPTT emergency calls do not utilise emergency bearers. Instead the EPS bearer priority of a normal bearer is adjusted.
The MCPTT procedures provided by the present document refer to:
-	the floor-control procedures defined in 3GPP TS 24.380[5];
-	the group management procedures defined in 3GPP TS 24.481 [31];
-	the identity management procedures defined in 3GPP TS 24.482 [49];
-	the security procedures defined in 3GPP TS 33.180 [78]; and
-	the PS-PS access transfer procedures procedures defined in 3GPP TS 24.237 [58].
The MCPTT procedures provided by the present document access the configuration parameters provided by 3GPP TS 24.483 [45] and 3GPP TS 24.484 [50].
Codecs and media handling for MCPTT are specified in 3GPP TS 26.179 [69];
The following procedures are provided within this document:
-	common procedures are specified in clause 6;
-	procedures for registration in the IM CN subsystem and service authorisation are specified in clause 7;
-	procedures for pre-established session establishment, modification and release are specified in clause 8;
-	procedures for affiliation are specified in clause 9;
-	procedures for management of functional alias in clause 9A;
-	procedures for on-network and off-network group call are specified in clause 10;
-	procedures for on-network and off-network private call are specified in clause 11;
-	procedures for on-network and off-network emergency alert are specified in clause 12;
-	location procedures are specified in clause 13;
-	MBMS transmission usage procedures are specified in clause 14; and
-	MCPTT service continuity procedures are specified in clause 14A.
The MCPTT UE primarily obtains access to the MCPTT service via E-UTRAN, using the procedures defined in 3GPP TS 24.301 [70].
* * * Next Change * * * *
[bookmark: _Toc20155509][bookmark: _Toc27500664][bookmark: _Toc36048789][bookmark: _Toc45209552][bookmark: _Toc51860377]5.2	MCPTT client
To be compliant with the procedures in the present document, an MCPTT client shall:
-	act as the user agent for all MCPTT application transactions (e.g. initiation of a group call); and
-	support handling of the MCPTT client ID as described in subclause 4.10.
To be compliant with the on-network procedures in the present document, an MCPTT client shall:
-	support the MCPTT client on-network procedures defined in 3GPP TS 23.379 [3];
-	support the GCS UE procedures defined in 3GPP TS 23.468 [57] for unicast delivery, MBMS delivery and service continuity;
-	act as a SIP UA as defined in 3GPP TS 24.229 [4];
-	generate SDP offer and SDP answer in accordance with 3GPP TS 24.229 [4] and subclause 6.2;
-	act as a floor participant responsible for floor requests and implement the on-network procedures for floor requests as specified in 3GPP TS 24.380 [5];
-	for registration and service authorisation, implement the procedures specified in subclause 7.2;
-	for pre-established sessions, implement the procedures specified in subclause 8.2.1, subclause 8.3.1, subclause 8.4.1, and the procedures specified in 3GPP TS 24.380 [5];
-	for affiliation, implement the procedures specified in subclause 9.2;
-	for functional alias management, implement the procedures specified in subclause 9A.2;
-	for group call functionality (including broadcast, emergency and imminent peril), implement the MCPTT client procedures specified in subclause 10.1; and
-	for private call functionality (including emergency), implement the MCPTT client procedures specified in subclause 11.1;
-	for emergency alert, implement the procedures specified in subclause 12.1;
-	for location reporting, implement the procedures specified in subclause 13.3; and
-	for MBMS transmission usage, implement the procedures in subclause 14.3.
To be compliant with the off-network procedures in the present document, an MCPTT client shall:
-	support the off-network procedures defined in 3GPP TS 23.379 [3];
-	support the MCPTT off-network protocol (MONP) defined in clause 15;
-	act as a floor participant for floor requests and implement the off-network procedures for floor requests as specified in 3GPP TS 24.380 [5];
-	act as a floor control server providing distributed floor control and implement the off-network procedures for floor control as specified in 3GPP TS 24.380 [5];
-	implement the procedures for ProSe direct discovery for public safety use as specified in 3GPP TS 24.334 [28];
-	implement the procedures for one-to-one ProSe direct communication for Public Safety use as specified in 3GPP TS 24.334 [28];
-	implement the procedures for one-to-many ProSe direct communication for Public Safety use as specified in 3GPP TS 24.334 [28];
-	for group call functionality (including emergency and imminent peril), implement the MCPTT client procedures specified in subclause 10.2;
-	for broadcast group call functionality implement the procedures specified in subclause 10.3; and
-	for private call functionality (including emergency), implement the MCPTT client procedures specified in subclause 11.2.
To be compliant with the service continuity procedures in the present document, an MCPTT client shall:
-	implement the registration requirements for service continuity as specified in subclause 7.2.1; and
-	implement the procedures specified in clause 14A.
To be compliant with the on-network and off-network procedures in the present document requiring end-to-end private call security key distribution, an MCPTT client shall support the procedures specified in 3GPP TS 33.180 [78].
To be compliant with the procedures for confidentiality protection of XML elements in the present document, the MCPTT client shall implement the procedures specified in subclause 6.6.2.
To be compliant with the procedures for integrity protection of XML MIME bodies in the present document, the MCPTT client shall implement the procedures specified in subclause 6.6.3.
* * * Next Change * * * *
[bookmark: _Toc20156393][bookmark: _Toc27501551][bookmark: _Toc36049677][bookmark: _Toc45210443][bookmark: _Toc51861270]14A.2.1	Remote UE
When performing service continuity from on-network MCPTT service to UE-to-network relay MCPTT service, the remote UE:
1)	shall perform ProSe UE-to-network relay discovery over PC5 as specified in clause 10A of 3GPP TS 24.334 [28];
NOTE 1:	Depending on the model (A or B) used for discovery as specified in 3GPP TS 24.334 [28], the remote UE can perform UE-to-network relay discovery while still in coverage (when model A is used), or while still in coverage if the LTE-Uu link quality drops below a certain threshold (when model B is used).
NOTE 2:	As part of the discovery process, service authorisation is performed as specified in 3GPP TS 24.334 [28]. The UE-to-network relay is provisioned with relay service code(s) associated with allowed MCPTT group(s) as specified in 3GPP TS 24.483 [45] and 3GPP TS 24.484 [50]. To find a permitted UE-to-network relay for group communications, a remote UE is provisioned with the relay service code(s) associated with the MCPTT group(s) which the MCPTT user is part of, in the MCPTT group configuration MO as specified in 3GPP TS 24.483 [45].
2)	shall select a suitable UE-to-network relay by performing the UE-to-network relay selection procedure specified in subclause 10A.2.12 of 3GPP TS 24.334 [28];
3)	shall establish a direct link to the relay as specified in subclause 10.4.2 of 3GPP TS 24.334 [28];
NOTE 3:	As part of this process the remote UE is assigned a /64 IPv6 Prefix by the relay.
4)	shall initiate IMS registration over the UE-to-network relay target access leg by following the procedures in subclause 10.2.0 of 3GPP TS 24.237 [58];
NOTE 4:	As part of this process the remote UE needs to discover the P-CSCF address to connect to via the UE-to-network relay. The remote UE either uses mechanism I or mechanism III of subclause 9.2.1 in 3GPP TS 24.229 [4] to discover the P-CSCF address. The details of how mechanism I or mechanism III are used to discover the P-CSCF address are not covered by the present document.
5)	shall initiate session transfer by following the procedures specified in subclause 10.2.1 of 3GPP TS 24.237 [58];
6)	after successful session transfer if MCPTT content is being distributed on the target side using MBMS bearers, shall send a MBMS bearer listening status report procedure to the participating MCPTT function by performing the procedures in subclause 14.3.3; and
NOTE 5:	Upon receiving the MBMS bearer listening status from an MCPTT client indicating that the MCPTT UE is now listening to a MBMS subchannel, the participating MCPTT function performs the procedures in subclause 14.2.3 to switch to MBMS bearer.
7)	after successful session transfer if the remote UE still has an connection in the source access, may perform IMS de-registration of the contact address of the IMS public user identity registered on the source access leg by following the procedures in 3GPP TS 24.229 [4];
* * * End of Changes * * * *

