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	Reason for change:
	1) TS 29.273 states:
--------------------------
If the 3GPP AAA Server supports IMS Emergency sessions over WLAN (see clause 4.5.7.2 of 3GPP TS 23.402 [3]), the 3GPP AAA Server shall proceed as specified above, but with the following modifications, for an Emergency Attach:
...
2)	If the UE does not have an IMSI: 
-	if local policies allow emergency sessions for all UEs, the 3GPP AAA Server shall skip the procedures defined for the SWx interface to obtain access authentication and authorization data, shall skip the authorization checkings and shall authorize the UE to access to EPC for emergency services. The Permanent User Identity IE in the answer shall contain the IMEI in Emergency NAI for Limited Service State format as defined in clause 19 of 3GPP TS 23.003 [14];
-	otherwise the 3GPP AAA Server shall reject the request with the Experimental-Result-Code set to DIAMETER_ERROR_USER_UNKNOWN. 
...
--------------------------

Handling of the above "otherwise" case is not described in TS 24.302 yet.

2) When the UICC-less UE attempts to establish an emergency session, the UE includes the IMEI based NAI in the IDi payload i.e. and the UE does not provide EAP message until responding to an EAP-request message from the network. However, subclause 7.4.4 expects the ePDG to forward the EAP payload received from the UE to the 3GPP AAA Server.

	
	

	Summary of change:
	When the IKE tunnel establishment is initiated for emergency session, the UE's IMEI is used as the User Identity in the IDi payload, the ePDG is configured to support emergency services from unauthenticated UE, the local policies and regulations allow unauthenticated emergency sessions, the ePDG sends an EAP payload with the NAI received in the IDi payload to the 3GPP AAA server and the ePDG receives DIAMETER_ERROR_USER_UNKNOWN, then the ePDG rejects the IKEv2 tunnel establishement with Notify Message Type IMEI_NOT_ACCEPTED.

	
	

	Consequences if not approved:
	Not clear how the ePDG behaves when the IKE tunnel establishment is initiated for emergency session, the UE's IMEI is used as the User Identity in the IDi payload, the ePDG is configured to support emergency services from unauthenticated UE, the local policies and regulations allow unauthenticated emergency sessions, the ePDG sends an EAP payload with the NAI received in the IDi payload to the 3GPP AAA server and the ePDG receives DIAMETER_ERROR_USER_UNKNOWN.
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***** change *****
[bookmark: _Toc20154426][bookmark: _Toc27727402][bookmark: _Toc45203860]7.4.4	Emergency session establishment
If the "IDr" payload containing the string "EMERGENCY", using capital letters only, in the Identification Data is included in the IKE_AUTH request message from the UE, the ePDG shall:
a)	if:
1)	an INTERNAL_IP4_ADDRESS attribute with the length field set to zero;
2)	an INTERNAL_IP6_ADDRESS attribute with the length field set to zero; or
3)	both of the above;
	are included in the CFG_REQUEST Configuration Payload within the IKE_AUTH request message, handle the session establishment as an emergency session establishment;
b)	if:
1)	an INTERNAL_IP4_ADDRESS attribute with the length field set to non-zero;
2)	an INTERNAL_IP6_ADDRESS attribute with the length field set to non-zero; or
3)	both of the above;
	are included in the CFG_REQUEST Configuration Payload within the IKE_AUTH request message, handle the session establishment as a handover of an emergency session;
c)	in the IKE_AUTH response message, the ePDG shall not include the APN in the "IDr" payload; and
d)	ignore the fact that the "EMERGENCY" string does not comply with the ID_FQDN ID Type, as described in IETF RFC 7296 [28].
In addition, if the IKE tunnel establishment is initiated for emergency session:
1)	if IMSI is provided to the network but the ePDG receives from the AAA Server the Authentication and Authorization Answer message with the Result code IE indicating DIAMETER_ERROR_USER_UNKNOWN (see 3GPP TS 29.273 [17]), and thus the network considers the IMSI is unauthenticated:
-	if the ePDG is configured to support unauthenticated emergency session over WLAN and Mobile Equipment Identity signalling over untrusted WLAN, the ePDG shall request the IMEI from the UE using the Mobile Equipment Identity signalling procedure by including the DEVICE_IDENTITY Notify payload in the IKE_AUTH response message as specified in subclause 7.4.5; or
-	if the ePDG is not configured to support unauthenticated emergency session over WLAN or the ePDG is not configured to support Mobile Equipment Identity signalling over untrusted WLAN, the ePDG shall reject the requested PDN connection for emergency session. The ePDG shall include, in the IKE_AUTH response message, a Notify payload with a Private Notify Message Type "UNAUTHENTICATED_EMERGENCY_NOT_SUPPORTED" as specified in subclause 8.1.2; or
2)	if IMSI is not provided to the network and the UE's IMEI is used as the User Identity in the IDi payload of the IKE_AUTH request message:
-	if the ePDG is configured to support emergency services from unauthenticated UE and the local policies and regulations allow unauthenticated emergency sessions, the ePDG forwards thesends an EAP payload with the NAI in the IDi payload received from the UE to the 3GPP AAA Server serving the specific domain indicated in the realm part of NAI in the IDr payload. If the ePDG receives the Authentication and Authorization Answer message with the Result code IE indicating DIAMETER_ERROR_USER_UNKNOWN (see 3GPP TS 29.273 [17]), the ePDG shall reject the emergency services request from the UE with the Notify Message Type IMEI_NOT_ACCEPTED as specified in subclause 8.1.2.2; or
-	if the ePDG is not configured to support emergency services from unauthenticated UE or if the local policies and regulations do not allow unauthenticated emergency sessions, the ePDG shall reject the emergency services request from the UE with the Notify Message Type IMEI_NOT_ACCEPTED as specified in subclause 8.1.2.2.
